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1 OVERVIEW

1.1 Purpose

The Purpose of this document is to guide the resmdenderstanding the Test Specifications produmethe Open IPTV
Forum.

The document explains the Specification Conformarest Plan and the Solution Interoperability TdanrRand aims at
verifying that all the client requirements are illéfl during the development of the system. Th&axplains the
preconditions, priority and results for any testcfication defined.

The requirements for specifying the test caseslaneed from the following sources:
* Open IPTV Forum Service and Platform Requiremeatsion 1.1
e Open IPTV Forum Functional Architecture v1.2

* Open IPTV Forum Release 1 Solution Specificati@rsion 1.1

1.2 Scope

This document describes the Test Specificationdymed by the Open IPTV Forum as well as providimgné&roduction
to the test cases.
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2 REFERENCES

2.1 Normative References

Normative references refer to those documentsaiftatide information that serves as an integral phthis
specification and should be read and understoathaldth this work.

-+ 3
o

and

[RFC2616] IETF, RFC 2616, “Hypertext Transfer ProtoediTTP/1.1"

[RFC2119] IETF, RFC 2119, “Key words for use in RFC#nidicate Requirement Levels

[RFC2782] IETF, RFC 2782, “A DNS RR for specifying tloedtion of services (DNS SRV)”

[TVA-UNID] ETSI, TS 102 822-3-2 V1.4.1 (2007-11)Bfoadcast and On-line Services: Search, select g
rightful use of content on personal storage sys{¢mé-Anytime”); Part 3: Metadata; Sub-pa
2: System aspects in a uni-directional environment”

[TVA-BID] ETSI, TS 102 822-6-1 V1.4.1 (2007-11), “Badcast and On-line Services: Search, select,
rightful use of content on personal storage systgmg-Anytime"); Part 6: Delivery of
metadata over a bi-directional network; Sub-pa@drvice and transport”

[DVBSI] ETSI, TS 300 468 v1.8.1 (2007-10), “Digitdideo Broadcasting: Specification for Service
Information (SI) in DVB systems”

[BCG] ETSI, TS 102 539 V1.2.1 (2008-04), “Digital \&d Broadcasting: Carriage of Broadband
Content Guide (BCG) information over Internet Protbcol

[SDNS] DVB, Bluebook A086r8 , “Digital Video Broadcasy: Transport of MPEG-2 Based DVB
Services over IP Based Networks”

[TS102034] ETSI, TS 102 034 V1.3.1 (2007-10), “RafjVideo Broadcasting (DVB); Transport of
MPEG-2 TS Based DVB Services over IP Networks”.

[CEA2014A] CEA, CEA-2014-A, (Including the August 2088rata) “Web-based Protocol Framework fqg
Remote User Interface on UPnP Networks and thenetgiWeb4CE)”

[FLUTE] IETF, RFC 3926, “FLUTE — File Delivery overritlirectional Transport”

[TS102809] ETSI, TS 102 809 V1.1.1, (2010-01), “itdgVideo Broadcasting (DVB); Signalling and
carriage of interactive applications and serviceldybrid broadcast/broadband environments

[TR-069] Broadband Forum, TR-069 Amendment 2, “CPEN\Management Protocol v1.1”

2.2 Open IPTV Forum References

[REQS] Open IPTV Forum, “Open IPTV Forum Service and Rlaif Requirements V1.1”,
May 2008.

[ARCH] Open IPTV Forum, “Functional Architecture - V1.December 2008.

[SCT] Open IPTV Forum, “Specification Conformance TesirFor Release 17, October 2010.

[SIT] Open IPTV Forum, “Solution Interoperability TestRIfor Release 1", October 2010.

[MEDIA] Open IPTV Forum, “Release 1 Specification, Volume\2edia Formats
V1.1", October 2009

[META] Open IPTV Forum, “Release 1 Specification, VolumeContent Metadata V1.1,
October 2009

[PROT] Open IPTV Forum, “Release 1 Specification, VolumeRtotocols V1.1", October 2009

[DAE] Open IPTV Forum, “Release 1 Specification, VolumeZeclarative Application
Environment V1.1", October 2009

[PAE] Open IPTV Forum, “Release 1 Specification, VolumeRgocedural Application
Environment V1.1", October 2009

[CSP] Open IPTV Forum, “Release 1 Specification, VolumeAuthentication, Content
Protection and Service Protection V1.1"”, Octobed20
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3 TERMINOLOGY AND CONVENTIONS

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT", “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this documat are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, arenative, unless they are explicitly indicated toifflermative.

The following numbering scheme is used:
OIPF-<spec>-<vvv>-<number>
<spec>: { DAE | PAE | CSP | META | AVC | PROT }
<wvv>: Render | AppModel | Service (<spec> spekific

<number>: 3 digit sequential number per <vvv>

3.2 Definitions

Reference OITF

Accepted reference implementation of an OITF wihatling capability fo
all MPEG-2 TS and media formats. Includes diagieasipability to
determine media format(s) of consumed content.

3.3 Abbreviations

APDU Application Protocol Data Unit

API Application Programming Interface
AS Application Server

ASM Authentication and Session Management
ASP Active Server Pages

AV Audio/Video

A/V Codec Audio and Video Codec

BMP Baseline Managed Profile

CDC Connected Device Configuration
CDF Content Delivery Function

CDN Content Delivery Network

Cl Common Interface

CoD Content on Demand

CSP Content and Service Protection
CSPIF CSP Interface

CSPG Content and Service Protection Gateway
CSPG-Cl+ CSPG-Cl+ based

CSPG-DTCP CSPG-DTCP-IP based

CVM Customized Virtual Management
DAE Declarative Application Environment
DB Database

DRM Digital Rights Management
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DTCP Digital Transmission Content Protection
EMP Enhanced Managed Profile

FE Functional Entity

FP Foundation Profile

GEM Globally Executable MHP

HTTP Hyper text Transfer Protocol

IGMP Internet Group Management Protocol
IG IMS Gateway

IMS IP Multimedia Subsystem

IP Internet Protocol

IUT Implementation Under Test

MHP Multimedia Home Platform

nPVR Network Personal Video Recorder
OIP Open Internet Profile

OIPF Open IPTV Forum

PAE Procedural Application Environment
PBP Personal Basis Profile

PCO Point of Control and Observation
PDU Protocol Data Units

RTCP Real Time Control Protocol

RTP Real Time Protocol

RTSP Real Time Streaming Protocol

SAA Service Access Authentication
SDP Session Description Protocol

SIP Session Initiation Protocol

SRS Software Requirement Specification
SUT System Under Test

TCI TTCN-3 Control Interface

TRI TTCN-3 Runtime Interface
TTCN-3 Testing and Test Control Notation Version-3
UDP User Datagram Protocol

W3C World Wide Web consortium
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4 INTRODUCTION

This document serves as the template for writimgtéist cases for the Specification Conformance Rlest and the
Solution Interoperability Test Plan. Later sectiofishis document describe the test methods, stestevironment and
the tables of test specifications. The detailedasgntation of the test environment is explainedgugures in each
section.

The test method contains a detailed explanatidheofechniques and testing method for each aspéuoe 6PTV
Solution Specification.

The test environment describes the environmentiwiitt be used to implement the test method aloith the role of
each component.

Specification table has various fields which enslbkes tester to develop test cases.

4.1 Structure of the Test Specifications

The Open IPTV Forum Test Specifications comprisedlparts as described in the following sub-sestion

The Test Specification Overview, this documentcdbgs the testing methodologies, test environraadtintroduces
the test cases that are found in the Specificaimmformance Test Plan and the Solution Interopktabiest Plan.

The Specification Conformance Test Plan contaisisdases which verify the compliance of an impletaon towards
the OIPF Solution Specifications, [MEDIA], [METAJPROT], [DAE], [PAE] and [CSP].

The Solution Interoperability Test Plan contairs tases to verify the interoperability of an inmpéntation against
reference devices. The implementation (which isdinéce under test) and the reference devices éocomplete
end-to-end IPTV delivery system which is complismthe OIPF specifications.

4.1.1  Test Specification Overview

The test specification overview table shall conthmtest specification ID, the test object, thet gpecification
description, the test cases and the preconditiba.detailed test specification overview table ifoflewing:

Test Specification ID A unique identification number to identify the padlar service, functions, or APIs under
test.

Test Specification Version The version number for the test specification. Maikie will be updated if the test case
changes.

Test Object(s) Name of the entity or entities under test.

Test Specification Description Basic description of the test case.

Specification Section(s) A reference to the particular section(s) of thec#ffmation documents.
This will be help in consulting the details of thigecification document form the basis of
the test.

Test Cases Lists of all the test items required for this T8gkcification ID.

The test items are the checklists to verify thecfiomalities of the test objects including
the normal functions and exception handlings.

These are further defined in the Specification @Gamfince Test Plan and Solution
Interoperability Test Plan.

Precondition Preconditions necessary to run the tests on theQlgect. This will also give
information about the dependencies of the particsgavice.

Priority Priority or relative importance of the test speawifion, specified as eithdtandatory or
Optional

Remark Any additional information that is necessary susmedification of the test environment,

specific test data requirement, etc.
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4.1.2 Specification Conformance Test Plan
The format for the Test Specification ID shall be

OIPF-{AVC|META|PROT|DAE|PAE|CSP}-<feature>-<testmber>

4.1.3 Solution Interoperability Test Plan

The format for the Test Specification ID shall be

OIPF-SIT-<feature>-<test number>

11 of 131
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5 SPECIFICATION CONFORMANCE TEST

Specification Conformance Test is the activity afypding testing for the specifications of OIPF.el$pecifications to
be tested are as follows:

1. Media Formats

2. Metadata

3. Protocols

4. Declarative Application Environment

5. Procedural Application Environment

6. Authentication, Content Protection and Service &rtidn

In this section, the test method and the test enwient for each specification will be described thalfeatures to be
tested will be listed for each specification.

5.1 Media Formats

51.1 Prerequisites
None

5.1.2 Test Method

5.1.2.1 Consumer side testing

This involves the testing of functions that consutree A/V content. It tests the capability to accasd consume various
media formats and profiles as specified in [MEDI&Ahe OITF consumes the content and it is targeicdev

The testing will be performed using a browser-beB3&& environment, running on the target, with etedt case
represented by a DAE A/V application which refersritedia content. A/V applications and content resith A/\V DB.

The A/V application will have an A/V plug in objefidr e.g. CEA-2014-A A/V streaming object or viderladcast
object. This object has information on the contenation, media content and content delivery mertsmargfor e.g.
progressive download of images, streaming audm dibwnloading and viewing encrypted video).

Using a starting web-page (which the OITF is prafigured to obtain from the test manager), thegbsgnds a request
for an A/V application to the A/V server. A/V sengnds the A/V application to the target. Thegargends the
corresponding content request to the Stream Gemdgadting as the Content Delivery FE) by accestiegA/V
application. The stream is rendered on the targah&lyzed for correctness.
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-----------H

Provider Side >

Consumer Side

-

AW
Application
Server

S

-~

o o e . e e e e e e

Figure 1 - Test Environment for Media Format Consuner Side Testing

5.1.2.2  Provider side testing

This pertains to the testing of the Multicast Comt@elivery Function (MCDF) that streams contenttte consumer.
The transport protocol and CSP-G issues are rnbeiscope of Media Format conformance testing.

As shown in Figure 2, the MCDF (encoder) is thecfiomal entity under test (Test Object). Contelatsfiwill be
conformant to [MEDIA]. Input to the test object iile content files present in the A/V DB e.g. MPE®\C, wav. The
test manager will configure the MCDF to generateasts with the desired characteristics from a gsedrof content
files in the A/V DB as per the test case (e.g. MPEGS request to the MCDF). Output from the tegeolis a transport
stream (e.g. MPEG TS with desired structure) geadriiom the content files. A Reference OITF devigéwork as a
client to request content streams from the testailgjs per the test case. Content streams delitetbd client will be
logged and analyzed by the Test logger and Anatysidule. Passive Analysis of the stream will bdqrered. The
OITF shall be used to render the streams to veki§rall compatibility of transport streams with tleemat
specifications. Transport streams will be checkedfoper syntax & related consistency checks. mm@nce registry
will keep track of the Test Object’s claimed prefdupport and the Test Object’s actual profile supp
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--------H
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wWulticast Content MPEG-2 Transport
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request stream
Tekst\_ Results est Logging an

Manager /
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Appropriate input

feed AY/DE

B T -

Compliance
Reqgiskry
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Figure 2 - Test Environment for Media Format Provider Side Testing

5.1.3  Test Environment
The test environments for Media Formats are digalag Figure 1 and Figure 2. Each component irethéronment is
described below.
 Target:
This is the entity at which the delivery or receptdf the audio/ video content formats are tested.

» Stream Generator:
Creates the test streams, e.g. MPEG-2 transpedrstwith a Conditional Access Table. After makingst
stream, it sends the stream to the target. It eazobfigured by Test Manager to deliver the appab@istream
to the test target (i.e. the OITF).

e Test Manager:
This entity controls the overall testing of the Aaf¥ideo Content. It manages the requests and resgsofrom
various modules of the test environment and comsandonfigures the modules according to the @st c
under execution.

» Test Logging and Analysis:
This entity is responsible for maintaining the tegt The Test Management interface will be usektmrd test
management information generated by the test @Gdmedecoding of streams is also logged by thigyenfthe
analysis module can also perform the analysisettream delivered to the OITF.

» Audio/Video Application Server:
This entity receives the request from the Test Mandor the Scheduled Content and fetches the appte
application from the database.

* Audio/Video Content Database:

This entity contains various applications corregfing to the different Scheduled Content requegtese
applications link to the media contents (e.g. MPEGontent) in various formats and profiles (assangported
by the specifications), which are also stored endhtabase.

Note: The Test Logging and Analysis module canuaphetwork traffic directed at the target uponTiest Manager’s
command.
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5.1.4
5.14.1

Test Specification for Media Formats

Formats supported on provider side

Test Specification ID

OIPF-AVC-MN-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object supports MPEG-2 TS for MagthdNetworks.

Specification Section(s)

[MEDIA] §4.3, [MEDIA] §10.1

Test Cases

¢ Check the support of MPEG-2 TS on 25Hz system
¢ Check the support of MPEG-2 TS on 30Hz system

Preconditions

¢ The Test Object is configured by the Test Manager.
e Test Object should have access to appropriate fepdt

* Reference OITF should be connected to the testanktwith Target
Object.

Priority

Mandatory

Remark

Test Specification ID

OIPF-AVC-TS-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object supports MPEG-2 TS

Specification Section(s)

[MEDIA] §4.1, [MEDIA] §10.1

Test Cases

* Check support of MPEG-2 TS on 25Hz system

» Check support of MPEG-2 TS on 30Hz system

» Check support of MPEG-2 TS on 25Hz system with @8tiage

» Check support of MPEG-2 TS on 25Hz system with DSBzarriage
» Check support of MPEG-2 TS on 30Hz system with @8tiage

e Check support of MPEG-2 TS on 30Hz system with DSBzarriage
e Check SD content Maximum Bit Rate on 25 Hz system

e Check SD content Maximum Bit Rate on 30 Hz system

» Check HD content Maximum Bit Rate on 25 Hz system

» Check HD content Maximum Bit Rate on 30 Hz system

Preconditions

» The Test Object is configured by the Test Manager.
» Test Object should have access to appropriate fepdt

» Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

Test Specification ID

OIPF-AVC-AVCV-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object supports H.264/AVC encoding,

Specification Section(s)

[MEDIA] § 5, [MEDIA] §5.13, [MEDIA] §10.1, [MEDIA] §5.1.2.1,
[MEDIA] §5.1.1.1, [MEDIA] §10.2.2.1, [MEDIA] §10.2.2,
[MEDIA] §5.1.2.2, [MEDIA] §5.1.1.2

Test Cases

» Check support of H.264/AVC encoding for SD contem25Hz system
» Check support of H.264/AVC encoding for SD contemt30Hz system
e Check support of H.264/AVC encoding for HD content25Hz system
» Check support of H.264/AVC encoding for HD content30Hz system
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Preconditions

* The Test Object is configured by the Test Manager.
« Test Object should have access to appropriate fepdt

* Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

Test Specification ID

OIPF-AVC-MP2V-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object supports MPEG-2 encoding,

Specification Section(s)

[MEDIA] §5, [MEDIA] §5.13, [MEDIA] §10.1, [MEDIA] §5.1.2.1,
[MEDIA] §5.1.1.1, [MEDIA] §10.2.2.1, [MEDIA] §10.2.2,
[MEDIA] §5.1.2.2, [MEDIA] §5.1.1.2

Test Cases

e Check support of MPEG-2 encoding for SD conten2BHz system
e Check support of MPEG-2 encoding for HD conten6hiz system

Preconditions

» The Test Object is configured by the Test Manager.
» Test Object should have access to appropriate fepdt

» Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

Test Specification ID

OIPF-AVC-CPTN-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object supports creation of subtitiformation.

Specification Section(s)

[MEDIA] Sections 6, 6.1

Test Cases

» Check support of subtitling based on DVB specifaat
» Check support of subtitling based on CEA-708-C Hpadtion.

Preconditions

« The Test Object is configured by the Test Manager.
» Test Object should have access to appropriate fepdt

» Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

Test Specification ID

OIPF-AVC-TTXT-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object support Teletext informatiorEBU format.

Specification Section(s)

[MEDIA] §7, [MEDIA] §7.1

Test Cases

e Check support of Teletext in EBU format.

Preconditions

¢ The Test Object is configured by the Test Manager.
« Test Object should have access to appropriate fepuat

* Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark
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Test Specification ID

OIPF-AVC-AACAA-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object support MPEG-4 HE-AAC audiacoding.

Specification Section(s)

[MEDIA] §8, [MEDIA] §8.1.1, [MEDIA] §10.1

Test Cases

¢ Check support of MPEG-4 HE-AAC audio encoding.

Preconditions

e The Test Object is configured by the Test Manager.
¢ Test Object should have access to appropriate fepudt

« Reference OITF should be connected to the testarktwith Target
Object.

Priority

Mandatory

Remark

Test Specification ID

OIPF-AVC-ACA3A-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object support AC3 audio encoding.

Specification Section(s)

[MEDIA] Sections 8, 8.1.2, 10.2.3.1

Test Cases

e Check support of AC3 audio encoding.

Preconditions

» The Test Object is configured by the Test Manager.
e Test Object should have access to appropriate fepdt

» Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

Test Specification ID

OIPF-AVC-MP1L2A-001

Test Specification Version

1.0.0

Test Object(s)

Multicast Content Delivery Function (Encoder)

Test Specification Description

Verify the Test Object support MPEG-1 Layer Il auéncoding.

Specification Section(s)

[MEDIA] §8, [MEDIA] §8.1.3, [MEDIA] §10.2.3.2

Test Cases

» Check support of MPEG-1 Layer Il audio encoding.

Preconditions

e The Test Object is configured by the Test Manager.
» Test Object should have access to appropriate fepat

+ Reference OITF should be connected to the testanktwith Target
Object.

Priority

Optional

Remark

5142
5.14.21

Graphic Formats

Format supported on OITF

Test Specification ID

OIPF-AVC-IMG-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to render JPEG formattecgpghic images

Specification Section(s)

[MEDIA] §9.1.1

Test Cases

< Perform the necessary test cases according tdaimeeti media support of
the Test Object
o For all implementations
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0 For 25Hz implementations
o0 For 30Hz implementations
o0 For implementations supporting high definition canit

Preconditions

None

Priority

Mandatory

Remark

All test cases shall render the graphic image d@epto pass

Test Specification ID

OIPF-AVC-IMG-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to render GIF formatted gdc images

Specification Section(s)

[MEDIA] §9.1.2

Test Cases

¢ Perform the necessary test cases according tdaimed media support of
the Test Object
o For all implementations
o For 25Hz implementations
o For 30Hz implementations
o For implementations supporting high definition it

Preconditions

None

Priority

Mandatory

Remark

All test cases shall render the graphic image dteoto pass

Test Specification ID

OIPF-AVC-IMG-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to render PNG formatted ghac images

Specification Section(s)

[MEDIA] §9.1.3

Test Cases

» Perform the necessary test cases according tdaimed media support of
the Test Object
o For all implementations
0 For 25Hz implementations
0 For 30Hz implementations
o Forimplementations supporting high definition it

Preconditions

None

Priority

Mandatory

Remark

All test cases shall render the graphic image dieoto pass

5.1.4.2.2 Video Tests

Test Specification ID

OIPF-AVC-VID-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to receive and present stard definition video
content. Reference content streams contain PSDat#S| information that
is included in the test cases.

Specification Section(s)

[MEDIA] §5.1.2

Test Cases

e H.264/AVC video in an MPEG-2 transport stream vidthl and DVB-SI
for 25Hz implementations

* H.264/AVC video in an MPEG-2 transport stream vidthl and DVB-SI
for 30Hz implementations

* MPEG-2 video in an MPEG-2 transport stream with &81 DVB-SI for
25Hz implementations
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* H.264/AVC video in a time-stamped MPEG-2 transptmtam with PSI
and DVB-SI for 25Hz implementations

* H.264/AVC video in a time-stamped MPEG-2 transptmtam with PSI
and DVB-SI for 30Hz implementations

* MPEG-2 video in a time-stamped MPEG-2 transpoesastr with PS| and
DVB-SI for 25Hz implementations

* H.264/AVC video using MPEG-4 file format for 25Hnplementations

* H.264/AVC video using MPEG-4 file format for 30Hnplementations

Preconditions

None

Priority

Remark

All test cases shall present the video contentdeioto pass

Test Specification ID

OIPF-AVC-VID-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to receive and present higdgfinition video content.
Reference content streams contain PSI| and DVB4{8irmation that is
included in the test cases.

Specification Section(s)

[MEDIA] §5.1.1

Test Cases

* H.264/AVC video in an MPEG-2 transport stream vi#tBl and DVB-SI
for 25Hz implementations

* H.264/AVC video in an MPEG-2 transport stream viatl and DVB-SI
for 30Hz implementations

* MPEG-2 video in an MPEG-2 transport stream with &8 DVB-SI for
25Hz implementations

* H.264/AVC video in a time-stamped MPEG-2 transptmetam with PSI
and DVB-SI for 25Hz implementations

* H.264/AVC video in a time-stamped MPEG-2 transptmieam with PSI
and DVB-SI for 30Hz implementations

* MPEG-2 video in a time-stamped MPEG-2 transpodsastr with PSI and
DVB-SI for 25Hz implementations

* H.264/AVC video using MPEG-4 file format for 25Hnplementations

» H.264/AVC video using MPEG-4 file format for 30Hznplementations

Preconditions

Standard definition video tests appropriate to enpntation shall be
executed prior to high definition tests

Priority

Remark

Only required for implementations Test Object claignhigh definition video
capability.
All test cases shall present the video contentdeioto pass

Test Specification ID

OIPF-AVC-VID-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to receive and present sigopental information such
as teletext and subtitling that delivered with #eeo content in the MPEG-2
transport stream

Specification Section(s)

[MEDIA] §6, [MEDIA] §7

Test Cases

» Decoding and presentation of DVB formatted sulstifte 25Hz
implementations

» Decoding an presentation of DVB formatted subtift@s30Hz
implementations

» Decoding an presentation of CEA-708 formatted $leistfor 25Hz
implementations
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» Decoding an presentation of CEA-708 formatted sleistfor 30Hz
implementations

« Presentation of Teletext information service frohedivered transport
stream

Preconditions None
Priority Optional
Remark

All test cases shall present the video contentdeioto pass

5.1.4.2.3 Audio Tests

Test Specification ID

OIPF-AVC-AUD-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to receive and present atred audio

Specification Section(s)

[MEDIA] §8

Test Cases

¢ Playout of audio coded using the MPEG-4 AAC prdfiiten an MPEG-2
transport stream.

» Playout of audio coded using the MPEG-4 HE-AAC pedifom an
MPEG-2 transport stream.

¢ Playout of audio coded as AC3 from an MPEG-2 trartsgtream.

» Playout of audio coded as MPEG-1 Layer 2 from arEK8F2 transport
stream.

Preconditions None
Priority Mandatory
Remark

All test cases shall present the audio contentdercto pass

Test Specification ID

OIPF-AVC-AUD-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Verify the OITF ability to receive and present meynbased audio

Specification Section(s)

[MEDIA] §8

Test Cases

« Playout of audio coded using the MPEG-4 AAC profitem a file loaded
into memory on the Test Object.

» Playout of audio coded using the MP3 AAC profilerfr a file loaded into
memory on the Test Object.

» Playout of audio coded using the MP3X AAC profilerh a file loaded
into memory on the Test Object.

« Playout of audio coded using the WAV AAC profileifin a file loaded into
memory on the Test Object.

Preconditions None
Priority Mandatory
Remark

All test cases shall present the audio contentderto pass
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5.2 Metadata

The prerequisite for this section is the carriageanism of the BCG metadata formats (for Progra@h&nnel
information) and Service Discovery & Selection netformats , and the metadata transmission prasocdIT TP (for
Unicast delivery) and DVBSTP (for Multicast deliygr

For testing access to BCG metadata for programmeannel information, the DAE Metadata API shalttested
under the DAE conformance testing. This involveststing of DAE object extensions.

The ability to gather and access the metadatariv#tion from various metadata records (as per thpated schema
and their extensions) will be tested under thisisec

Metadata can be in two formats as listed below. Mbéadata records generated according to the tes#asds along
with the OIPF extensions to these formats will dxed:

e Service Discovery and Selection (SD&S)

Required for service provider discovery, servicgediery and selection. Extensions have been addedRf-,
to allow metadata accessibility in CE-HTML formitetadata records will be generated as per the SD&S
schema and are checked for the support of variensemts given in the schema.

« Broadband Content Guide (BCG)

Carries program and channel information. The piies¢éing focus in this section is BCG format anceastons
as given in [META]. In addition, various supportegtadata records will be generated as per the Biénsa
and will be checked.

In addition the following aspects of metadata coirdind delivery are applicable

 Metadata Control:

Covers linking between SD&S and BCG metadata. Metadill be generated in SD&S and BCG formats
which will be linked with each other. At the targah EPG will be constructed for each service m3D&S
records and using the link information to the BC&tadlata for the service .

» Metadata delivery:

Pertains to the carriage of metadata. Depending®metadata formats the content will be delivereer the
network using one of the defined mechanisms - HOTBVBSTP.

5.2.1 Prerequisites
None

52.2 Test Method

To test the metadata specifications, a Metadateser used as described below. This server acsesstadata from the
metadata database that contains metadata defirnest #se OIPF extensions to both the SD&S recondsBCG
metadata content formats as well as CE-HTML pagksse extensions allow metadata as to be acces<ed-BTML
pages. To be conformant with the OIPF specificati@am implementation must support the metadataatglas
CE-HTML pages and for this, it must also suppoteasions as specified in [META] for SD&S recordsl 8CG
metadata..

The Metadata server accesses metadata from a databaescribed above and delivers it using unicastilticast
methods (e.g. HTTP or DVBSTP) supporting variouslesosuch as push or pull.

The OITF (target) shall be configured to contaet Mhetadata server, which acts as the service peodiscovery entry
point (either using DHCP configuration or througitalpre-configured on the IG or some other metisodiezcribed in
the OIPF specifications). At this point it can seaduests to the metadata server for accessing SB&8ds for service
provider, service and content guide etc.

The test driver at the target OITF shall require @ TF to select the appropriate service provideryice and content
information and hence, obtain the necessary infaomdrom the metadata server as SD&S, BCG recfwith OIPF
extension elements). From the information receiteel target shall make a presentation of metadaia #hich it shall
be observed whether metadata information requoethe conformance has been obtained from the detbmetadata
format.
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For BCG metadata, DAE applications can be makefisarious objects such as “Channel List” or “vidteoadcast” in
which the metadata information can be extractenhfitoe content stream or the network using the nustlamd
properties of these objects as defined by the MetadP| of [DAE]. A script inside the DAE applicati can check for
the correctness and availability of the informatieneived from the metadata server or the contegtr® depending on
the test case. Testing of metadata specificatiandditherefore also imply the testing of objectd amethods of the
Metadata API as described above.

The tester at the target will be able to log thgpatof the test case (i.e. the metadata informatioould access).

5.2.3  Test Environment
The test environment for Metadata is displayedigufe 3, and each component in the environmengssribed below.

* Metadata server:
It delivers all required Service Discovery and $tt: (SD&S) records and EPG data for Broadcasté&un
Guides (BCG) via HTTP and multicast delivery medbans. It will be used to provide metadata informatio
the target in the requested format for the curtesttobject and test case.

e Test Manager:
It will configure the metadata server to behaveeasice provider discovery /service discovery /agpion
server FE in the desired delivery mode (unicastiicagt) to provide for the user with different nasa
information as per the test case. It will co-ordénaith test driver for each test case and willfure the
metadata server accordingly.

 Metadata database:

It consists of metadata provided as CE-HTML pagesXML documents as per the schema in defined in
[META], [TS102034] and [BCG].

e Test Driver:

It is the application at the target that contrbis metadata requests generated from the targetibiyg the
tester appropriately for each test case. It witbedinate with the Test Manager for each test chsehis end, it
may also be required to configure the entities sagcthe I1G at the client end. Additionally, it wiblg the test
result output observed at the target and sendtlited@est Manager for reporting purposes. The dwtfilbe

the information presented to the user in the maaseequired by the test case.

Configuring of target for accessing metadata

» Test Driver
e
OITF
Test Manager
IG, AG i »  Metadata Server Metadata
Database

Figure 3 - Test Environment for Metadata

5.2.4  Test Specification for Metadata

The following information provides a complete oview of the test cases that need to be passed f& BV&S and
BCG validation (metadata content, metadata coatndldelivery). However, the test cases providetiéenSCT
document focus only on the specific SD&S and BC@msions defined by the OIPF.
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524.1 Metadata Content

5.2.4.1.1 Schema Extension and Validation
OIPF-META-MC_SEV-001

Test Specification ID

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description Metadata Content — Schema extension and validation

Specification Section(s) [META] 83.1

Test Cases  Check that OITF XML schema is obtained by exten@®fS and BCG
schemas.

¢ Check that the extension rule adopted is the “fodvemmpatibility”
constraints specified for extending BCG Schema [TWRID].

« Check that content that is purported to conforrthextension specified in
this specification must pass a validation testgisiny widely-accepted XSO
validation engine.

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Mandatory

Preconditions

Priority

Remark

5.2.4.1.2 SD&S (Service Discovery and Selection)
5.2.4.1.2.1 Service Discovery and Selection as described in [SDNS]

5.2.4.1.2.1.1 Service Identification

Test Specification ID

OIPF-META-MC_SDNS_SI-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and SeleetiService ldentification —
Service Provider (SP)

Specification Section(s)

[META] §3.2
[TS102034] §5.2.1.1

Test Cases

e Check that a SP shall be identified uniquely byrthme of the DNS Domai
it has registered and controls.

* The organizations administrating the Internet DN@&din names shall be
used as a globally unique registration mechanisthahows these textual S
identifiers to be globally unique names.

Preconditions

Test Manager has access to OIPF XML files and td_X#dlidation tools.

Priority

Mandatory

Remark

Rv)

Test Specification ID

OIPF-META-MC_SDNS_SI-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and SeleetiBervice Identification —
Service hame or ServicelD

Specification Section(s)

[META] §3.2
[TS102034] §5.2.1.2

Test Cases

» Each service shall be assigned one textual identtfiat takes the form of a
Internet DNS host name under the DNS domain tlea# controls.

» Thus a service can be uniquely identified by a atemation of a service
name (managed uniquely by the SP) and the SP'sidomae.

e There are two basic mechanisms for uniquely idgintif a service (Either

h

form can be used for identifying a service globalhd uniquely):
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o0 the triplet of numeric identifiers: original _netvkoiid,
transport_stream_id and service_id as defined iB 3V,
0 atextual service identifier, as defined above.

Preconditions

Test Manager has access to OIPF XML files and td_X#dlidation tools.

Priority

Mandatory

Remark

5.2.4.1.2.1.2 Fragmentation of SD&S Records

Test Specification ID

OIPF-META-MC_SDNS_FRAG-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleettfeagmentation of SD&S
Records — SD&S Information data types

Specification Section(s)

[META] §3.2
[TS102034] §5.2.2.1

Test Cases

» Check that the following different information tygpare specified:

0 SD&S information relating to a SP.

o four types of SD&S information relating to the seevoffering of a
SP.

o Broadband Content Guide Discovery record.

o Regionalisation Discovery record to provide fordbservices. (N/A)

o Firmware Announcement Information to allow for upde or changesg
to HNED firmware. (N/A)

» A SP offering can be made up of Live Media Broatisasvices ("TS Full
SI" or "TS Optional SI" records) or CoD (via the BDiscovery record).

» The SP can also reference services provided byran8P or define a
package if it chooses to group several servicepaggent them as a single
entity.

» These different types of SD&S information shallitbentified by an 8-bit
value called payload ID.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDNS_FRAG-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleetfiagmentation of SD&S
Records

Specification Section(s)

[META] §3.2
[TS102034] §5.2.2.2

Test Cases

» Check that segments shall be supported to allo®a&S record to be
managed as a collection of smaller units. Segnametslefined in the context
of a single type of SD&S information, i.e. segmeans defined for a
declared payload ID.

» Check that each segment shall be assigned a se¢finenidentify a
segment of data for the declared SD&S data typgldpd ID).

» Check that the segment ID is a 16-bit value.
e Check that a segment is a well formed and valid Xfétord.

» Check that an 8-bit value is used to define theerurversion of a segment,
this version shall be keyed on payload ID togethién segment ID. Thus
when the data within a segment changes, its versionber called segment
version shall be incremented. The segment versibtitee unchanged
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segments do not need to change.
» Check that the segment version is modulo 256, aagpswound.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDNS_FRAG-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleetiftagmentation of SD&S
Records — Maximum Cycle time

Specification Section(s)

[META] §3.2
[TS102034] §5.2.2.3

Test Cases

¢ The length of time required to transmit all thersegts making up the full
set of SD&S Information for a SP is called the @y€Ime. Check that the
Maximum Cycle Time shall be setto 30 s.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

5.2.4.1.2.1.3 Steps in service discovery

Test Specification ID

OIPF-META-MC_SISD-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleetfteps in service
discovery

Specification Section(s)

[META] §3.2
[TS102034] §5.2.3

Test Cases

« Check that the service discovery process begirtstivit discovery of SPs
offering DVB-IPTV services over the IP network ag@htinues with the
discovery of available services from each SP.

» Check that the service discovery process shalldiiagt itself by determining
the entry point(s) of the discovery information.

» Check that the discovery of SPs offering DVB-IPTafsces is done via the
acquisition of the SP Discovery Information. SPH publish their offering
via the service discovery information.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

5.2.4.1.2.1.4 Service discovery entry points

Test Specification ID

OIPF-META-MC_SDEP-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleeti®arvice discovery entry
points

Specification Section(s)

[META] §3.2
[TS102034] §5.2.4

Test Cases

« Check that the service discovery process is bagtstself by determining
the entry point(s) of the discovery information.€TBD&S entry points must
be one of the following:
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o A well known multicast address registered with 1At is
224.0.23.14 (DvbServDisc)

0 Alist of SD&S entry points addresses may be aegliia DNS
according to the service location [RFC2782].

0 When the HNED connects to the network to requesivitn address
(e.g. during DHCP) it may be provided with domaames via DHCP

option 15.
Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory

Remark

5.2.4.1.2.1.5 Service Provider discovery information

Test Specification ID OIPF-META-MC_SPDI-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleet®ervice Provider
discovery information

Specification Section(s) [META] 83.2
[TS102034] §5.2.5
Test Cases » Check that SP Discovery Record carries in a recordaining the

information listed in [TS102034] table 2.
e Check that The SP Discovery Information may be itast (push model) or
retrieved on request (pull model).
o One or both models shall be supported by the server
0 Both models shall be supported by the client.

Preconditions Test Manager has access to OIPF XML files and td_Xfsllidation tools.
Priority Mandatory
Remark

5.2.4.1.2.1.6 DVB-IPTV service discovery information

Test Specification ID OIPF-META-MC_SDI-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleeti®ervice discovery
information - DVB-IPTV Offering Record

Specification Section(s) [META] 83.2
[TS102034] §5.2.6.1
Test Cases * Check that DVB-IPTV Offering record contains atdethe fields described

in [META] Table 3, followed by fields relating th¢ actual SP offering.
* Check that a SP offering could be made up of:
« Live Media Broadcast services ("TS Full SI" or "O®tional SI" records)
» CoD (via the BCG Discovery record)
» services provided by another SP.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory

Remark

Test Specification ID OIPF-META-MC SDI-002

Test Specification Version 1.0.0 N

Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleeti®ervice discovery
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information — Broadcast discovery record TS Full SI

Specification Section(s)

[META] §3.2
[TS102034] §5.2.6.2.1

Test Cases

« Check that Broadcast discovery record TS Full Sijoles all the necessary
information to find available live media broadcsstvices which have
embedded SI.

¢ Check that Broadcast discovery record providesimé&tion on individual
services is afterwards acquired from the transgtoeam itself through
classical use of service information as defineDWB-SI.

¢ Check that this record implements the Broadcastdisry Information
(“TS Full S1”) and the linked Service(s) LocationcaService(s) Description
Location, and by inheritance the DVB-IPTV Offering.

» Check that this record includes all attributesaipl¢ 3, and in addition
contains the fields of table 4 in [TS102034] Set#02.6.2.1.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDI-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleetiervice discovery
information — Broadcast discovery record TS Opti@ia

Specification Section(s)

[META] §3.2
[TS102034] §5.2.6.2.2

Test Cases

» Check that Broadcast discovery TS Optional S| réqgoovides all the
necessary information to create a list of availagevices with sufficient
information for the user to make a choice and gthhesnecessary
information on how to access the service.

» Check that the "TS Optional SI" Broadcast DiscoMefgrmation
implements the Broadcast Discovery Information (‘Oftional SI”) and the
linked Service(s) Location and Service Descriptiogation, and by
inheritance the DVB-IPTV Offering.

» Check that this record includes all attributesNHE[TA] table 3, and in
addition contains the fields of table 5 in [TS102PSection 5.2.6.2.2.

Preconditions

Test Manager has access to OIPF XML files and td_X#dlidation tools.

Priority

Mandatory

Remark

By default, the IP Service Discovery Informatiorabltake precedence over th
DVB Sl tables when present in the transport stream.

Test Specification ID

OIPF-META-MC_SDI-004

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleet®ervice discovery
information — Service from Other Services Providexord

Specification Section(s)

[META] §3.2
[TS102034] §5.2.6.4

Test Cases

» Check that a SP can reference individual servicesammplete offering
provided by another SP.

» Check that supplying its textual service identifieferences a service.

» Check that supplying the SP's DNS domain name witacervice list
references an entire SP's offering.

» Check that discovery information relating to a gryor SP, such as the
location of the service will need to be acquireckdily from the SP
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providing the service, and is not "pointed to" frtms record.

« Check that the "Services From other SPs" Recordeiments the Services
From other SPs and linked Service ID, and by irthede the DVB-IPTV
Offering,

* Check that the record includes all attributes i8102034] table 3, and in
addition contains the following fields.

Preconditions

Test Manager has access to OIPF XML files and td_X#dlidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDI-005

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleeti®ervice discovery
information —Package discovery record

Specification Section(s)

[META] §3.2
[TS102034] §5.2.6.5

Test Cases

» Check that the Package Discovery Record implentaet®ackage
Discovery Information, linked Service ID and Deption Location, and by
inheritance the DVB-IPTV Offering.

» Check that the record includes all attributes big&, and in addition
contains the fields of table 8 in [TS102034] Sett#o2.6.5.

» Check that a service may belong to more than ookagg.

» Check that a service does not have to be partyopackage.

» Check that The package discovery information de¢®nable the discover
of new services.

» Check that Discovery information relating to a $egyor SP, such as the
location of the service is needed to be acquireetcty from the SP
providing the service, and is not "pointed to" frthis record.

* Check that the Visible attribute of the referenpadkage is ignored when g
package includes another package (using the PaRkégrence element).

Preconditions

Test Manager has access to OIPF XML files and td_Xdlidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDI-006

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleetitervice discovery
information —Broadband Content Guide record

Specification Section(s)

[META] §3.2
[TS102034] §5.2.6.6
[BCG]

Test Cases

* Check that the Broadband Content Guide Record gesva means to
discover the locations of guides listing the cohtbat is available, either
live (e.g. through a Broadcast Offering) or via CoiDvia CDSs.

» Check that a provider discovered through this sfeservice as described
[BCG].

» Check that the record includes all fields of tabia [BCG] Section 5.2.6.6.

* Check that in the case where there are severakrefes to BCGs in the
Servicelist or SingleService, the preferred BC@ptonally signalled using
a boolean attribute "preferred".

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory
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| Remark ‘

5.2.4.1.2.2 OIPF Service Discovery and Selection Extensions

Test Specification 1D OIPF-META-MC_SDNSE_SDE-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleet®ITF Service Discovery
and Selection Extensions — Service Discovery Extess Bandwidth

Renegotiation
Specification Section(s) [META] 83.2.2.3
Test Cases * Check that the MaxBitrate element in IPService Réad SD&S extended

by OITF is mandatory in case of managed network.

¢ Check that the MaxBitrate is used during sessidration or session
modification for scheduled services to ensure tirainecessary bandwidth |s
available in the network.

¢ Check that the TimeToRenegotiate element that vpnesent is used to
determine when down-sizing of the reserved bandwalt the content
session is performed.

¢ Check that When the TimeToRenegotiate elementoigiged with the
IPService record then:

0 The MaxBitrate element is provided.

o If the MaxBitrate of the new service is greatentiiae reserved
bandwidth, network bandwidth reservation usingNfaBitrate of the
new service is occur immediately to ensure sufficiandwidth is
made available for the new service.

o If the MaxBitrate of the new service is equal te thserved
bandwidth, network bandwidth reservation procedaresnot
performed as sufficient bandwidth is already av@ddor the new
service.

o If the MaxBitrate of the new service is less thaa teserved
bandwidth, network bandwidth reservation usingNtexBitrate of the
new service is occur after the period (in secopdsyided by the
TimeToRenegotiate element of the new service.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory

Remark

Test Specification ID OIPF-META-MC_SDNSE_SDE-002

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleet®@ITF Service Discovery
and Selection Extensions — Service Discovery Exbass Purchasing
Broadcast Services

Specification Section(s) [META] 83.2.2.4

Test Cases « Check the optional Purchaseltem element which alltmanclude DRM
control information in the Broadcast Discovery Retextended by OITF is
available.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.

Priority Mandatory

Remark
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Test Specification ID OIPF-META-MC_SDNSE_SDE-003
Test Specification Version 1.0.0
Test Object(s) OITE

Test Specification Description Metadata Content — Service Discovery and Seleet®ITF Service Discovery
and Selection Extensions — Service Discovery Exteiss Container Format

Indication
Specification Section(s) [META] 83.2.2.5
Test Cases » Check the optional FileFormat element is availablhe IPService Record

of [SDNS] extended by OITF.
¢ Check that this element provides a means to ingliftiat format.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark

5.2.4.1.2.3 Application Announcement & Signalling

Test Specification 1D OIPF-META-MC_SDNSE_AAS-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and Seleetf®TF Service Discovery
and Selection Extensions —Application Announcenge8ignalling — Service
Provider Related Application Signalling

Specification Section(s) [META] 83.2.3.1
[TS102809]
Test Cases * If service provider related applications are siinglusing the

AbstractService element at the Service Providecd®isry Record level:

o0 Check that the Service Provider Discovery RecordSHembed
applications information in the ApplicationList etent defined in
[TS102809] where they are referred to as “unboupplieations.”

« If service provider related applications are siinglusing the Application
Discovery Record at the service discovery level :

0 Check that the Service Provider Discovery RecordhHembed
application reference id values in the Applicatiatlelement defined
in [TS102809] for signalling the broadcast indepamtdapplications
with the Application Discovery Record.

0 Check that the actual information of applicatiom$2&L be described
in the Application Discovery Record.

0 Check that when OITF receives the Service ProJiiscovery
Record and the Application Discovery Record, OITHAEL link the
application reference id values in the Service Ri@vDiscovery
Record to the application identifier values in fgplication
Discovery Record.

» Check if a service provider wants to signal theliapfions :
ServiceDiscovery Application, Communication Apptica, EPG
Application and VoD Application with these two appches, the
ApplicationUsage value defined in [META] part 3.33 SHALL be used
with the application location value defined in [ME]Tpart 3.2.3.3.6.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark
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Test Specification ID

OIPF-META-MC_SDNSE_AAS-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and Seleet®TF Service Discovery
and Selection Extensions —Application AnnouncengeBignalling —
Broadcast Related Application Signalling

Specification Section(s)

[META] §3.2.3.2
[TS102809]

Test Cases

« If service broadcast related applications are dligigausing either the
extended IPService element in the Broadcast Disgdvecord or the
extended Package element in the Package Discoegr&

o0 Check for signalling broadcast related applicatioith the extended
IPService and Package elements, the Broadcast\isc®ecord and
the Package Discovery Record SHALL embed applinatio
information in the ApplicationList element defined[TS102809]
where they are referred to as “Service bound agitin.”

« If service provider related applications are siinglusing the Application
Discovery Record at the service discovery level :

0 Check that Broadcast related applications SHALL N&&Tsignalled
with the Service Provider Discovery Record.

0 Check that the extended IPService element in thadrast Discovery
Record and the extended Package element in thagackscovery
Record SHALL embed application reference id vainete
ApplicationList element defined in [TS102809].

0 Check that the actual information about applicatiS8HALL be
contained in the Application Discovery Record.

0 Check that when OITF receives the application sxfee id values in
the extended IPService or Package element, the SHALL link the
application reference id values in the extendeci®i8e and Package
elements to the application identifier values ia &pplication
Discovery Record

* Check if a service provider wants to signal theliapfions : Communicatior
Application, EPG Application and VoD Application thithese two
approaches, the ApplicationUsage value definetMiBTA] part 3.2.3.3.3
SHALL be used with the application location valwefided in [META]
section 3.2.3.3.6.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MC_SDNSE_AAS-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Content — Service Discovery and SeleetionTF Service Discovery
and Selection Extensions — Application AnnouncengeBignalling — Platform
Specific Definitions

Specification Section(s)

[META] §3.2.3.3
[TS102809]
[MEDIA]

Test Cases

e Check that to use [TS102809] in the OIPF specificathe following
platform specific definitions are described:
o application types,
o application profiling,
o profile versioning,
o graphic formats used for application icons.
These properties are contained in the Applicatiescdptor
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e The Type Element of the Application descriptor defi the actual
application environment that is used by the apfbce TS102809]. The
ApplicationTypeCS defines the values to signahifGPF application is
either a DAE or PAE application. Check that :

o for DAE applications this value SHALL be either
“application/urn.oipf.cs.ApplicationTypeCS.2009.DAETML” or
“application/urn.oipf.cs.ApplicationTypeCS.2009.DAYG”

o for PAE applications this value SHALL be
“application/urn.oipf.cs.ApplicationTypeCS.2009.PAE

e The mhpVersion element defines the actual profilé profile version of the
platform which is required to run an applicatioithle mhpVersion element
is used in the ApplicationDescriptor [TS102809]eck that the below
values SHALL be set:

o profile: 1

0 versionMajor: 1

0 versionMinor: 1

0 versionMicro: 0

« OIPF defines specific application usages for Seiscovery,
Communication and ContentGuide applications. Th&gnalled using the
ApplicationUsageDescriptor as defined in [TS102809]

If the ApplicationUsage element is used in the AggilonDescriptor, check
that the below values SHALL be set.

0 A Service Discovery application SHALL be signalleih a value of
“urn:oipf.cs:ApplicationUsageCS:2009:servicedisage

o0 A Communication application SHALL be signalled wétvalue of
“urn:oipf.cs:ApplicationUsageCS:2009:communicatfon.

0 An EPG application SHALL be signalled with a vahfe
“urn:oipf:cs:ApplicationUsageCS:2009:epg.”

0 A VoD application SHALL be signalled with a valué o
“urn:oipf.cs:ApplicationUsageCS:2009:vod.”

0 An HNI-IGI application SHALL be signalled with a kee of
“urn:oipf.cs:ApplicationUsageCS:2009:hni-igi.”

» Check that the graphic formats used for applicaittons are the same as
defined in [MEDIA]

« In addition to the transport protocols definedTi$102809], OIPF defines a
multicast transport method using FLUTE.

0 Check that in order to signal this transport metti@dApplication
element of [TS102809] is extended by the FLUTESed3escriptor.

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark

5.2.4.1.2.4 OIPF BCG (Broadband Content guide) Extensions

5.2.4.1.2.4.1 Signalling and Media Transport Protocol Extension

Test Specification ID OIPF-META-MC_BCGE_SMTPE-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and SeleetiodTF BCG Extensions -
Signalling and Media Transport Protocol Extensi@nDemandProgramType

Extension
Specification Section(s) [META] 83.3.1.1
Test Cases » Check that Content on Demand can be delivered en®BTV Forum using

a combination of different signalling and mediasport protocols.
Information about the protocols used MAY be sigedlin the
OnDemandProgramType describe in [TS102034] table 9.
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Preconditions Test Manager has access to OIPF XML files and td Xfdlidation tools.
Priority Mandatory
Remark

5.2.4.1.2.4.2 DRM Control Information Extension

Test Specification ID OIPF-META-MC_BCGE_DRMCIE-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and SeleetiodTF BCG Extensions -
DRM Control Information Extension - Purchaseltema fxtension

Specification Section(s) [META] 83.3.2.1
Test Cases ¢ Check that the elements used as DRM control pasmate hold by the
PurchaseltemType OITF extension of the BCG (DRM@uhtformation).

¢ Check that the existing tva:DRMDeclaration elemarthe BCG is not used
in Open IPTV Forum services.

Preconditions Test Manager has access to OIPF XML files and td_Xfsllidation tools.
Priority Mandatory
Remark

5.2.4.1.2.4.3 Open IPTV Forum Classification Schemes

Test Specification ID OIPF-META-MC_BCGE_CSCH-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Content — Service Discovery and SeleetiodTF BCG Extensions -
Open IPTV Classification Schemes

Specification Section(s) [META] 83.3.3
Test Cases » Check that Open IPTV Forum classification schembslly replace the
BCG equivalent classification schemes:

o0 VideoCodingFormat Classification Scheme

0 AudioCodingFormat Classification Scheme

0 AVMediaFormat Classification Scheme

o0 Protocol Classification Scheme

o0 Reference to Parental Guidance Classification Sehem
Preconditions Test Manager has access to OIPF XML files and td_Xfsllidation tools.
Priority Mandatory

Remark

5.2.4.1.25 FLUTE FDT Extensions

Test Specification ID OIPF-META-MC_FFDTE-001
Test Specification Version 1.0.0
Test Object(s) OITF
Test Specification Description Metadata Content — Flute FDT Extensions
Specification Section(s) [META] 83.4
[FLUTE]
Test Cases * Check that when FLUTE is used for delivery of olgeda multicast the

FDT-Instance XML structure is extended using theeesion mechanism
defined in [FLUTE].

* Check that the FLUTE FDT-Instance element is ex@endith two
attributes.

0 The Tags attribute contains a list of tags thatcthitent is associated
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with.
0 The optional Priority attribute is used by the OlfbFdetermine which
content items can be discarded when there is atoaedover

memory.
Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark

5.2.4.2 Metadata Control and Delivery

5.2.4.2.1 Metadata Delivery Mechanism
5.2.4.2.1.1 Carriage of SD&S metadata

Test Specification ID

OIPF-META-MCD_MDM_CSDNSM-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
SD&S metadata

Specification Section(s)

[META] §4.1.1

Test Cases

» Check for the SD&S metadata information delivergiomulticast, it is the
DVBSTP Protocol which is used.

e Check that the DVBSTP Syntax and usage are contoitie [SDNS]
definition

e Check for the SD&S metadata information delivergounicast, it is the
HTTP Protocol which is used.

» Check that the HTTP Request and usage are contothe { SDNS]
definition

Preconditions

» Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CSDNSM-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdlanism — Carriage of
SD&S metadata - Additional PayloadID values

Specification Section(s)

[META] §4.1.1.1
[SDNS] §5.2.2.1
[BCG] §4.1.2.1

Test Cases

» Check for the carriage of Application discoveryaetdefined in
[TS102809], Payload ID “0xC1" is used.

» Check that All other PayloadIDs SHALL be as spedifin clause 5.2.2.1 of
[SDNS] and clause 4.1.2.1 of [BCG].

Preconditions

Test Manager has access to OIPF XML files and td_Xfdlidation tools.

Priority

Mandatory

Remark

This clause only applies when Metadata Contemtissported with DVBSTP
and HTTP.

Test Specification ID

OIPF-META-MCD_MDM_CSDNSM-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
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SD&S metadata - Encoding metadata

Specification Section(s)

[META] §4.1.1.2
[SDNS] §5.5

Test Cases

Check that OITF can supported BiM encoding for S8 BCG delivery
information

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CSDNSM-004

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergddanism — Carriage of
SD&S metadata — Update mechanism for SD&S

Specification Section(s)

[META] §4.1.1.3

Test Cases

» Check that OITF supports the signalling of charggeSID&S metadata
information delivery over multicast mode (DVBSTP).

» Check that OITF supports the signalling of charggeSID&S metadata
information delivery over unicast mode (HTTP)

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

5.2.4.2.1.2 Carriage of BCG metadata

Test Specification ID

OIPF-META-MCD_MDM_CBCGM-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
BCG metadata

Specification Section(s)

[META] §4.1.2
[BCG] §4.1

Test Cases

» Check that OITF can support the Container Basegiatglfor the BCG
metadata information delivery.

* Check that OITF can support the Text Based delif@r8CG metadata
information delivery.

» Check that Container based delivery of BCG metadatanform to clause
4.1 of [BCG].

» Check that OITF may support the SOAP Query mechafus text-based
delivery.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CBCGM-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdlanism — Carriage of
BCG metadata — Container Based delivery

Specification Section(s)

[META] §4.1.2.1
[BCG] §4.1.2.2.1
[BCG] §4.1.2.2.2
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Test Cases

* Check that the DVBSTP Protocol is used for the BGintainer Based
delivery over multicast.

» Check that the HTTP Protocol is used for the BC@Gt@mer Based delivery
over unicast.

* Check the DVBSTP Protocol is used as defined insgdad.1.2.2.1 of [BCG]
e Check the HTTP Protocol is used as defined in el@u$.2.2.2 of [BCG]

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CBCGM-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
BCG metadata — Container Based delivery- Encodi@ Bnetadata

Specification Section(s)

[META] §4.1.2.1.1
[BCG]

Test Cases

» Check that the Encoding BCG metadata may be sugghbart described in
[BCG].
» Check that BCG metadata can also be delivered utithocoding.

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CBCGM-004

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdlanism — Carriage of
BCG metadata — Container Based delivery- Updateharésm

Specification Section(s)

[META] §4.1.2.1.2
[TVA-UNID]
[SDNS] §5.4.3

Test Cases

» Check that delivered BCG metadata have update reahagugh fragment
updating method as described in TV-Anytime speaifan [TVA-UNID]

» Check that OITF client is able to detect the charafdragment version
through the method described in clause 5.4.3 oNSD

Preconditions

Test Manager has access to OIPF XML files and td_Xfsllidation tools.

Priority

Mandatory

Remark

5.2.4.2.1.2.1 SOAP Query Mechanism

Test Specification ID

OIPF-META-MCD_MDM_CBCGM_SOAP-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
BCG metadata — SOAP Query Mechanism

Specification Section(s)

[META] §4.1.2.2
[TVA-BID]
[BCG]

[SDNS] §5.4.3

Test Cases

» Check that SOAP query methods are implemented i @6 described in
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the clause 4.2 of [BCG].

e Check that mandatory SOAP methods defined in [T828Ptable 12 are
implemented.

« Check the good implementation of the request “gatadSOAP method in
the OITF.

< Check conformity of the response of “get_data” SOA€thod delivered by
the Metadata Server

< Check the good implementation of the request “desctGet_data” SOAP
method in the OITF.

« Check conformity of the response of “describe_GatatiISOAP method
delivered by the Metadata Server

Preconditions

Test Manager has access to OIPF XML files and td_X#dlidation tools.

Priority

Mandatory

Remark

Test Specification ID

OIPF-META-MCD_MDM_CBCGM_SOAP-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Metadata Control and Delivery — Metadata Delivergdidanism — Carriage of
BCG metadata — SOAP Query Mechanism — SOAP Updatdhamism for
BCG

Specification Section(s)

[META] §4.1.2.2.3
[TVA-BID]

Test Cases

e Check that overall BCG XML document may have varsiamber
associated with it.

» Check that BCG fragments may have an ID and versionber associated
with them.

» Check that client may allowed to request fragmeuataties using SOAP
Query mechanism.

Preconditions

Test Manager has access to OIPF XML files and td_Xsllidation tools.

Priority

Mandatory

Remark

5.2.4.2.1.3 Event Information Tables (EIT)
e Broadcast Discovery

0 URIidentifier of a BCG or ContentGuide Discoveegcord. Either:

» BroadcastDiscovery/Sl/ServiceDescriptionLocaton
» BroadcastDiscovery/ServicesDescriptionLocation

In accordance with clause 5.2.6.2.2 of SOI@BNS], if present, Sl/ServiceDescriptionLocatidral take precedence.
Furthermore, if more than one BCG or ContentGuiggedvery record is specified, a single preferrasbré may
optionally be signalled using the “preferred” ditrie.

Test Specification ID OIPF-META-EIT_TSOptionalSI-001

1.0.0

OITF

Metadata Control and Delivery — Metadata Delivergdilanism — Metadata

embedded in a DVB Transport Stream

[META] 84.1.3

[DVBSI] 85.2.4

» Check that an OITF is able to retrieve the Evefdrination Table (EIT)
which is embedded in a DVB Transport Stream andados metadata events

(event name, start time, duration...). For Open IFFBvum, EIT
information is restricted to the following two maiypes of table:

Test Specification Version
Test Object(s)
Test Specification Description

Specification Section(s)

Test Cases
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0 actual TS, present/following event information bl&a id = "Ox4E";
o other TS, present/following event information =leabd = "0x4F";

Preconditions Transport Streams with EIT tables available
Priority Optional
Remark

5.2.4.2.2 Metadata Control
5.2.4.2.2.1 Locating a BCG for a Service using SD&S

Test Specification ID OIPF-META-MCD_MC_LBCGFS-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Control and Delivery — Metadata Contrbbeating a BCG for a
Service using SD&S

Specification Section(s) [META] 84.2.1
[SDNS] 85.2.6.2.2
Test Cases » Check that access to a BCG service is describadBi@G which is linked to

from Broadcast Discovery Record
e Check that the following SD&S elements should bedus
o In Broadcast Discovery the URI identifier of a B&C&tord :

— BroadcastDiscovery/Sl/ServiceDescriptionLocatizn
— BroadcastDiscovery/ServicesDescriptionLocation

— Check that if presengl/ServiceDescriptionLocatioshall take
precedence. Furthermore, if more than one BCG deisor
specified, a single preferred record may optionbéysignaled
using the “preferred” attribute.

o InBCG record:

— Identifier of BCG :BCGDiscovery/BCG@ID,

— One of delivery information of BCG metadata:
= BCGDiscovery/TransportMode/DVBSTP
= BCGDiscovery/TransportMode/HTTP@Location
= BCGDiscovery/TransportMode/HTTP@SOAP

Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark [META] Figure 6 Indicates how to receive BCG metiadieelating to a single

service or a couple of services in Broadcast Disppinformation. In order to
signal BCG metadata for a single service or sesvics, the value of
“ServiceDescriptionLocation” or “ServicesDescriptiamcation” in Broadcast
Discovery and “BCG@ID” in BCG must be the same. Trhasport address of
BCG metadata is described in the children nodé$rainsportMode” element
in the relevant BCG. With this address, the OITR gzceive BCG metadata fq
a single service or a couple of services (eitheruph push or pull container
based mechanism, or through SOAP querying).

=

5.2.4.2.2.2 Linking SD&S Service Information with BCG

Test Specification 1D OIPF-META-MCD_MC_LSDNSSIBCG-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Control and Delivery — Metadata Contrblrking SD&S Service
Information with BCG

Specification Section(s) [|\/| ETA] 84.2.2

[SDNS] 8§85.2.1.2

[BCG] 8§6.6
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Test Cases * Check that access to the BCG record allows the @bTrEceive all BCG
metadata relating to a single or a couple of sesvic
» Check that the following SD&S elements and BCG @etishould be used
for create an EPG:
e To create an EPG, for example, with the receiveBetadata and SD&S
metadata, the following BCG metadata elements shiogllused:
0 ServicelnformationTable

— TVAMain/ProgramDescription/ServicelnformationTallefvicel
nformation@serviceld
= Unique Identifier of Service whose syntax is dedine
clause 5.2.1.2 of SD&S [SDNSEquals the
ServiceName attribute in the associated SD&S Brastdc
Discovery record (See clause 6.6 in BCG [BCG]).
0 Schedule Element in ProgramLocationTable

ProgramLocationTable/Schedule@servicelDRef
= Reference of a serviceld
= servicelDRefalue must be the same as the associated
serviceldin ServicelnformationTable

— ProgramLocationTable/Schedule/ScheduleEvent/Pro@and
= CRID information of a program in a service. Prowdiak
to detailed program description, found in the
PrograminformationTable.

— ProgramLocationTable/Schedule/ScheduleEvent/PuddiSkartTi
me
= Advertised start time of a single program in a &&rv

— ProgramLocationTable/Schedule/ScheduleEvent/PuddiBlurati
on
= Advertised duration of a single program.
0 PrograminformationTable

— PrograminformationTable/Programinformation@prograiml
= CRID value of a single program
= programldvalue should be the same with one of CRID
values in ProgramLocationTable

Preconditions Test Manager has access to OIPF XML files and td Xfdlidation tools.
Priority Mandatory
Remark [META] Figure 7 describes how to find descriptieridrmation in BCG from a

single service of Broadcast Discovery. Servicerimi@tion in SD&S and BCG
metadata is linked as described in clause 6.6 @& BBCG] (BCG
Servicelnformation@serviceld = SD&S BroadcastDisagvServiceName
attribute). Once thserviceldvalue inServicelnformationTables found, a
single service’'s schedule events can be retrienged the
ProgramLocationTableThen,Program@CRIDsSn ScheduleEventalues can
be used to find detailed information of a singlatemt by referencing
Programinformation@programld

5.2.4.2.2.3 CRID Location Resolution

Test Specification 1D OIPF-META-MCD_MC_CRIDLR-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description Metadata Control and Delivery — Metadata Contr@RID Location
Resolution — Unmanaged Network

Specification Section(s) [META] 84.2.4.1

[BCG]

[TVA-BID]
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Test Cases * Check that The terminal that supports BCG shalpstpcontent resolution:

« Check that the terminal may support terminal-segsolution. If so, it shall
be delivered using the container-based mechanesrspecified by clause 5
of [BCG].

« Check that the terminal shall support server-sid®lution using the
protocol defined in [TVA-BID].

» Check that a service provider may provide contesolution information.

Preconditions Test Manager has access to OIPF XML files and td_X#dlidation tools.
Priority Mandatory

Remark

Test Specification ID OIPF-META-MCD_MC_CRIDLR-002

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description Metadata Control and Delivery — Metadata Contr@RID Location
Resolution — Managed Network

Specification Section(s) [META] 84.2.4.2
[PROT]
Test Cases » Check that the service provider have the choicerdoen two approach for

identifying each instance of one content :
0 one CRID per instance
o one CRID for the content and x IMIs for each insgrthe
combination of CRID and IMI identifies the appragg instance
» Check that to enable either approach to be use@datent on Demand
provided via managed networks, CoD session setdprétiation SHALL
use the CRID and an Instance Metadata IdentifiGlefes one exists) in
conjunction with the process defined in claused?.the Protocol

specification
» Check the implementation of the URI CRID request
Preconditions Test Manager has access to OIPF XML files and td_Xfdlidation tools.
Priority Mandatory
Remark CRID Location Resolution for scheduled contentridefined.
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5.3 Protocols

The testable functions and aspects for variouspods$ are given below.

.« HTTP:

0 Service Functions: Scheduled Content, CoD and @oliewnload.

o0 Service Access and Control Functions: These funstiovolve Service Provider Discovery, Service
Discovery, Service Access, User Profile ManagenfRaemote Management and User Registration and
Network Authentication.

o Communication Functions: These Functions involveC#D, Instant Messaging, IM Session and
Presence.

o Protocol System Infrastructure Functions

« SIP:

0 Service Functions: Scheduled Content and CoD.

0 Service Access and Control Functions: These funstiovolve Service Provider Discovery and
Notification of Service Profile Changes.

o Communication Functions: These Functions involvleC#D, Instant Messaging, IM Session and
Presence.

* RTSP:

0 Service Functions: CoD.
0 Service Access and Control Functions: Performanoeitdring.

*  IGMP:

0 Service Functions: Scheduled Content.
0 Service Access and Control Functions: Service Disgpand Remote Management.

* RTP/RTCP:

0 Service Functions: Scheduled Content and CoD.
o0 Service Access and Control Functions: Performanogifdring.

* UPnP and DLNA:
o Protocol System Infrastructure Functions.

53.1 Prerequisites
None

5.3.2 Test Method

Testing is performed by the Coordinated Testinghddtdisplayed in Figure 4 because the top of the 1U
(Implementation under Test) is not accessible. Téwt Management (Lower Tester) dictates the behawabthe
Testing Target and Driver (Upper Tester), to achithe purpose of each test case, in a languagénwhitbe "spoken”
from the Lower Tester PCO (Point of Control and €ation). By adopting the Coordinated Testing Melttthe
testing can be done by test cases written using Ti@&N-3 environment.

The TTCN-3 test cases are written with respectlitiuactionalities of the protocol. Different tesases will be generated
by varying the main functionality like RegistratiadBall Control etc. The Functionality Subgroups;tsas Call
Establishment, Call Release etc. also need to tiedvd he script will be varied according to theld®ksuch as the
Originating Endpoint, Terminating Endpoint, RegastrRegistrant etc.

The testing procedure begins when the Driver UgggnAon the Test Execution module triggers the &rlyser Agent
on the testing target. According to this trigger,application or driver on the testing target tdggthe REQUEST to the
Test Execution Module. When the REQUEST is recebtetthe remote end through the TRI, the TTCN-3 Ro@t
System sends a message to the Encoding Decoditenste decode the test message. The Encoding Der8gistem
then decodes this message and provides the TTCu8wto the Executable Test Suite entity. Theebestution starts
within the Test Control entity. During the test engon, the test events are logged in the Test lraggntity. This log
will be analyzed using a protocol analyzer suckVa®shark to compare it with the expected output.
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5321 Coordinated Test Method

The lower tester is remote and accesses the SUsEef8yUnder Test) through a network or a serviceiges. There is
only one PCO, beneath the lower tester. The tdpefUT is not accessible. However, an upper testest be
incorporated into the SUT, to handle an explicdl atandardized form of test coordination procedutesTest
Management. The Test Management dictates the lmiravi the Upper Tester, to achieve the purpossaoh test case,
in a language which can be "spoken" from the lotester PCO.

Test System SUT
Upper
Lower : Tester
Tester Test Coordinated
Procedures
- PDUs >
IUT
PCO ASPs

Service Provider

* 55 Abstract Service Pnmitnee, PDU: Protocol Diata Urnat

Figure 4 - Coordinated Test Method

The details of the test items are given below &arheof the testable protocols:

* Service Functions:
The service functions for the various protocolsimed in Scheduled Content, CoD and Content Dowhloa

* Service Access and Control Functions:

These functions basically consist of Service Prewidiscovery, Service Discovery, Service AccesgrUs
Profile Management and Usage, Remote Managemeat,Rigjistration and Network Authentication,
Notifications of Service Profile Changes and Perfance Monitoring.

e« Communication Functions:

For different protocols, communication functiongatve Caller ID, Instant Messaging, IM Session and
Presence.

e Protocols System Infrastructure Functions:
Some protocols like HTTP, UPnP and DLNA employ ¢héisictions over the endpoints.

5.3.3 Test Environment
The test environment for Protocol is displayed iguFe 5 and described below.

e Testing Target:
This is the entity for which the protocol of thensand received messages is to be tested.

* Test Execution:
0 TTCN-3 Runtime System:

This entity interacts with the Test Management nieduntities via TCl, and manages the Executablé Tes
Suite and Encoding Decoding System entities.
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o0 Executable Test Suite:

This entity handles the execution or interpretatibtest cases, the sequencing and matching oévesits,
as defined in the corresponding TTCN-3 modulemtéracts with the TTTCN-3 Runtime System entity to
send, attempt to receive (or match), and log teshts during test case execution.

o Encoding/ Decoding System:

This entity is responsible for the encoding andodiétg of test data, as specified in the executif@N-3
module.

Test Management:
o Test Control:
This entity is responsible for overall managemdrihe test system. After the test system has been

initialized, test execution starts within the T€sintrol entity. The entity is responsible for thegper
invocation of TTCN-3 modules.

o0 Test Logging and Analysis:

This entity is responsible for maintaining the test. It is explicitly notified of log test events/ the Test
Execution. The Test Logging entity has a unidi@udil interface where any entity part of the Test
Execution may post a logging request to the Tegplrg entity. A Test Management internal interface
may also be used to record test management infammgénerated by the Test Control.

o External Codec:

The External Codec entities are optionally resgaador encoding and decoding data associated with
message-based or procedure-based communicatidma e Test Execution module. Unlike the built-in
codec, the external codec has a standardizedanterfhich makes it portable between different TTEN-
systems and tools.

Driver User Agents:

These are APls that are present at the TestingeTaggwell as at the Test Execution module. Thettes
trigger the protocol messages.

TRI:

This is the interface between the Testing Targdttha Test Execution module. This TTCN-3 Run-time
Interface is required for interfacing the executaiglsts to the Testing Target. It provides a statizied
adaptation for timing and communication of a sofeveest system to a particular processing platfanch the
system under test

TCI:

This is the interface between the Test Executiodut®and the Test Management module. This TTCN-3
Control Interface is required for controlling theseution of test cases and activities like managenhegging
and analysis etc.
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Figure 5 - Test Environment for Protocols
5.3.4  Test Specification for Protocols
5.3.4.1 HTTP Protocol
5.3.4.1.1 Service Provider Discovery
Test Specification ID OIPF-PROT-HTTP_SPDM-001
Test Specification Version 1.0.0
Test Object(s) OITF, IG
Test Specification Description | Service Provider Discovery in HTTP protocol usingmaged network
Specification Section(s) [PROT] 85.3.1.1
Test Cases » Check request for subscription (HTTP POST) from ©t® IG with the

purposes below:
0 Subscription initiation
0 Refresh subscription
0 Subscription cancellation
¢ Check response for subscription (HTTP status cfrde) IG to OITF
¢ Check initial pending I1G request (HTTP PENDING_@m OITF to IG
e Check response with XML information (HTTP statusiepfrom I1G to
OITF

¢ Check pending IG request (HTTP Pending IG with ®i§ponse) from
OITFto IG
Preconditions « The Testing Target is configured with the Test Mgara

¢ The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as testManager

« Driver is installed on the Testing Target whiclygers the messages
Priority Mandatory
Remark
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Test Specification ID OIPF-PROT-HTTP_SPDUS-001

Test Specification Version 1.0.0

Test Object(s) OITF, IPTV Service Provider Discovery FE

Test Specification Description | Service Provider Discovery using SD&S records viast in HTTP protocol
Specification Section(s) [PROT] 85.3.1.2

Test Cases e Check service providers information request (HTTPTBfrom OITF to

service provider discovery server, that could bEMFService Provider
Discovery FE or |G, depending on the OITF deploytmen
¢ Check service providers information response (HE®®Rus code) from

service provider discovery server, that could bEMFService Provider
Discovery FE or IG, depending on the OITF deploymenOITF delivered
as SD&S record for searching Service Discoveryrimgtion in:

0 Push mode (via multicast)

0 Pull mode (via unicast)

o0 DAE Application (via web)

Preconditions » The Testing Target is configured with the Test Myara

¢ The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as testManager

» Driver is installed on the Testing Target whiclygers the messages

Priority Mandatory

Remark

Test Specification 1D OIPF-PROT-HTTP_SPDDAE-001
Test Specification Version 1.0.0

Test Object(s) OITF, IPTV Application FE

Test Specification Description | Service Provider Discovery using DAE ApplicationsHTTP protocol
without using managed network

Specification Section(s) [PROT] 85.3.1.2

Test Cases » Check retrieval of Service Provider Discovery Imf@ation from IPTV
Application FE, as Service Provider Discovery REQITF using DAE
Application

Preconditions « The Testing Target is configured with the Test Mgara

e The Encoding/ Decoding System and the Test Suitev€xter are
configured with the Testing Target as well as tkestManager

 Driver is installed on the Testing Target whiclygers the messages
Priority Mandatory
Remark

5.3.4.1.2 Service Discovery

Test Specification ID OIPF-PROT-HTTP_SDUS-001
Test Specification Version 1.0.0
Test Object(s) OITF, IPTV Service Discovery FE

Test Specification Description | Service Discovery using SD&S records via unicasT P protocol without
using managed network
Specification Section(s) [PROT] 85.3.2.2
Test Cases » Check service information request (HTTP GET) frolit®to IPTV
Service Discovery FE
» Check service information response (HTTP statugrfrdm IPTV Service
Discovery FE to OITF delivered as SD&S record fearghing Service
Access Information in:
0 Push mode (via multicast)
0 Pull mode (via unicast)
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o DAE Application (via web)

Preconditions

* The Testing Target is configured with the Test Mgara

* The Encoding/ Decoding System and the Test Suitev€rter are
configured with the Testing Target as well as testTManager

« Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SDDAE-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Application FE

Test Specification Description

Service Discovery using DAE Applications in HTTRofwrcol without using
managed network

Specification Section(s)

[PROT] §5.3.2.1

Test Cases

» Check retrieval of Service Discovery Informatioarfr IPTV Application
FE, as Service Discovery FE, to OITF using DAE Aqation

Preconditions

» The Testing Target is configured with the Test Mgara
» The Encoding/ Decoding System and the Test Suitev€iter are
configured with the Testing Target as well as tkstManager

 Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark

5.3.4.1.3 Service Access

Test Specification ID

OIPF-PROT-HTTP_SAUC-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Metadata Control FE

Test Specification Description

Service Access Container-Based Delivery via unizabtT TP protocol
without using managed network

Specification Section(s)

[PROT] §5.3.3.2

Test Cases

« Check Broadband Content Guide information requd$iT@ GET) from
OITF to IPTV Metadata Control FE

» Check Broadband Content Guide information resp@H3& P status code)
from IPTV Metadata Control FE to OITF delivered23&S record

Preconditions

» The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suitev&ter are
configured with the Testing Target as well as testManager

 Driver is installed on the Testing Target whiclygiers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SAUQ-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Metadata Control FE

Test Specification Description

Service Access Query mechanism vis unicast in Hpf®ocol without using
managed network

Specification Section(s)

[PROT] §5.3.3.2

Test Cases

e Check Broadband Content Guide information requd$tT® POST) from
OITF to IPTV Metadata Control FE for the SOAP methdelow:

0 get_Data
0 describe_Get Data
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0 submit_Data
0 describe_Submit_Data
e Check Broadband Content Guide information respdH3d P status code)
from IPTV Metadata Control FE delivered as XML do@nt that could
be:
0 SOAP method error response
0 SOAP method successful response

Preconditions

* The Testing Target is configured with the Test Mgera

« The Encoding/ Decoding System and the Test Suitev€rter are
configured with the Testing Target as well as testTManager

« Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SADAE-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Application FE

Test Specification Description

Service Access using DAE Applications in HTTP poatiowithout using
managed network

Specification Section(s)

[PROT] §5.3.3.1

Test Cases

» Check performance of the Service using DAE Appidrat

Preconditions

» The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suitev&ter are
configured with the Testing Target as well as testTManager

 Driver is installed on the Testing Target whicly¢iers the messages

Priority

Mandatory

Remark

5.3.4.1.4 Scheduled Content

Test Specification ID

OIPF-PROT-HTTP_SCSI-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG

Test Specification Description

Scheduled Content Session Initiation in HTTP protesing managed
network

Specification Section(s)

[PROT] §5.2.1.1.1

Test Cases

» Check request for session initiation (HTTP POS®OfIOITF to IG
» Check response for session initiation (HTTP statge) from IG to OITF

» Check acknowledgement of the last response (HTTRIREG_IG) from
OITF to IG

Preconditions

* The Testing Target is configured with the Test Mgara

« The Encoding/ Decoding System and the Test Suitev€ter are
configured with the Testing Target as well as testTManager

 Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SCSM-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG

Test Specification Description

Scheduled Content Session Modification SessionTifiMprotocol using
managed network
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Specification Section(s)

[PROT] §5.2.1.1.2

Test Cases

« Check request for session modification (HTTP PO&m OITF to IG
with the purposes below:
o Change of service.
o0 Change of bandwidth.
¢ Check response for session modification (HTTP statule) from IG to
OITF
¢ Check acknowledgement of the last response (HTTIRIREG_IG) from
OITF to IG

Preconditions

e The Testing Target is configured with the Test Mgara

¢ The Encoding/ Decoding System and the Test Suitev€iter are
configured with the Testing Target as well as testManager

« Diriver is installed on the Testing Target whiclyd¢rers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SCSR-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG

Test Specification Description

Scheduled Content Session Refresh in HTTP protegiog managed network

Specification Section(s)

[PROT] §5.2.1.1.4, [PROT] §5.5.1.4.1

Test Cases

» Check refresh message (HTTP PENDING_IG) from Old K
» Check response for refreshing (HTTP status code) 1G to OITF
» The OITF performance should be tested:

0 Repeat the refreshing

0 Terminate the session

Preconditions

* The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suitev€&ter are
configured with the Testing Target as well as testManager

» Diriver is installed on the Testing Target whiclydgrérs the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-HTTP_SCST-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG

Test Specification Description

Scheduled Content Session Termination in HTTP pritosing managed
network

Specification Section(s)

[PROT] §5.2.1.1.3, [PROT] §5.5.1

Test Cases

¢ Check request for session termination (HTTP POSHTOFP
PENDING_IG) from OITF to IG

» Check response for session termination (HTTP staide) from IG to
OITF originated by the OITF or IPTV Control FE reg

Preconditions

* The Testing Target is configured with the Test Mgara
* The Encoding/ Decoding System and the Test Suite/€ter are
configured with the Testing Target as well as tiestTManager

 Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark
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534.2 SIP Protocol

5.3.4.2.1 Service Provider Discovery

Test Specification ID OIPF-PROT-SIP_SPDM-002
Test Specification Version 1.0.0
Test Object(s) IG, Authentication and Session Management FE, IBEWice Provider

Discovery FE
Test Specification Description | Service Provider Discovery in SIP protocol usingnaged network

Specification Section(s) [PRQT] 86.3.1
Test Cases » Check request for subscription (SIP SUBSCRIBE) fi@o IPTV
Service Provider Discovery FE via Authenticatiomn &ession
Management FE with the purposes below:
0 Subscription initiation.
0 Refresh subscription.
0 Subscription cancellation
e Check response for subscription (SIP status cadea) fPTV Service
Provider Discovery FE to IG via Authentication g®ession Management
FE
* Check request for notifying (SIP NOTIFY) from IPTS&rvice Provider
Discovery FE to IG via Authentication and Sessioangigement FE
« Check response for notifying (SIP status code)d@®TV Service Provide
Discovery FE via Authentication and Session Manag@rirE
Preconditions » The Testing Target is configured with the Test Mgera

¢ The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as testManager

« Driver is installed on the Testing Target whiclygers the messages
Priority Mandatory
Remark

5.3.4.2.2 Scheduled Content

Test Specification 1D OIPF-PROT-SIP_SCSI-002
Test Specification Version 1.0.0
Test Object(s) IG, Authentication and Session Management FE, |Ebyitrol FE

Test Specification Description | Scheduled Content Session Initiation in SIP prdtasang managed network

Specification Section(s) [PROT] 86.2.1.1.1, [PROT] 86.2.1.2.1

Test Cases » Check request for session initiation (SIP INVITE)rh IG to IPTV Control
FE via Authentication and Session Management FE

» Check response for session initiation (SIP stadae)xfrom IPTV Control
FE to IG via Authentication and Session Managerfént

» Check acknowledgement of the last response (SIP)A@k IG to IPTV
Control FE via Authentication and Session Managéarfén

Preconditions » The Testing Target is configured with the Test Myara

» The Encoding/ Decoding System and the Test Suitev&ter are
configured with the Testing Target as well as testManager

 Driver is installed on the Testing Target whiclygers the messages
Priority Mandatory
Remark
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Test Specification ID

OIPF-PROT-SIP_SCSM-002

Test Specification Version

1.0.0

Test Object(s)

IG, Authentication and Session Management FE, [Ebyitrol FE

Test Specification Description

Scheduled Content Session Modification in SIP motoasing managed
network

Specification Section(s)

[PROT] §6.2.1.1.1, [PROT] §6.2.1.2.2

Test Cases

¢ Check request for session modification (SIP re-IN&lor SIP UPDATE)
from IG to IPTV Control FE via Authentication anéssion Management
FE with the purposes below:
o0 Change of service.
o0 Change of bandwidth.
* Check response for session modification (SIP statdg) from IPTV
Control FE to IG via Authentication and Session slgeament FE

Preconditions

e The Testing Target is configured with the Test Mgara

¢ The Encoding/ Decoding System and the Test Suites€iter are
configured with the Testing Target as well as testManager

« Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-SIP_SCST-002

Test Specification Version

1.0.0

Test Object(s)

IG, Authentication and Session Management FE, |EDBvitrol FE

Test Specification Description

Scheduled Content Session Termination in SIP pobtoc

Specification Section(s)

[PROT] §6.2.1.1.2, [PROT[§6.2.1.2.3

Test Cases

» Check request for session termination (SIP BYENfIG to IPTV Control
FE via Authentication and Session Management Fgir@ied by an OITF
request

» Check response for session termination (SIP statds) from IPTV
Control FE to IG via Authentication and Session lsigement FE
originated by an OITF request

» Check request for session termination (SIP BYENfIBTV Control FE to
IG via Authentication and Session Management Ffimated by an
internal indication

Preconditions

e The Testing Target is configured with the Test Mgara

* The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as testTManager

 Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

5.3.4.3

5.3.4.3.1 Service Discovery

IGMP and Multicast Protocol

Test Specification ID

OIPF-PROT-IGMP_SDJS-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Service Discovery Joining Service in IGMP protoaithout using managed
network

Specification Section(s)

[PROT] §8.2.1.2

Test Cases

* Check joining operation (IGMPv3 Membership Repart@MPv2
Membership Report) from OITF to Transport Procassinnction FE
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Preconditions

* The Testing Target is configured with the Test Mgara

* The Encoding/ Decoding System and the Test Suitev€ter are
configured with the Testing Target as well as testTManager

 Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-IGMP_SDLS-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Service Discovery Leaving Service in IGMP protoaithout using managed
network

Specification Section(s)

[PROT] §8.2.1.2

Test Cases

¢ Check leaving operation (IGMPv3 Membership RepoiGMPVv2 Leave
group) from OITF to Transport Processing Functiéh F

Preconditions

» The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suitev€iter are
configured with the Testing Target as well as tkst™Manager

 Driver is installed on the Testing Target whiclygiers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-DVBSTP_SDMD-004

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Service Discovery FE

Test Specification Description

Service Discovery DVB SD&S records via multicasDWBSTP protocol
without using managed network

Specification Section(s)

[PROT] §8.2.1.1

Test Cases

» Check multicast delivery of SD&S information in DBBP protocol from
IPTV Service Discovery FE to OITF

Preconditions

* The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as testManager

 Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark

5.3.4.3.2 Service Access

Test Specification ID

OIPF-PROT-IGMP_SAJC-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Service Access to Join Container-Based DelivegiMlP protocol without
using managed network

Specification Section(s)

[PROT] §8.2.1.2

Test Cases

¢ Check join operation (IGMPv3 Membership Report@MPv2
Membership Report) from OITF to Transport Proces$innction FE

Preconditions

* The Testing Target is configured with the Test Myera

e The Encoding/ Decoding System and the Test Suitev€ter are
configured with the Testing Target as well as tkstTManager

« Driver is installed on the Testing Target whiclygers the messages
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Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-IGMP_SALC-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Service Access Leaving Container-Based DeliveGiMP protocol without
using managed network

Specification Section(s)

[PROT] §8.2.1.2

Test Cases

¢ Check leave operation (IGMPv3 Membership RepotGdPv2 Leave
group) from OITF to Transport Processing Functié F

Preconditions

e The Testing Target is configured with the Test Mgara

* The Encoding/ Decoding System and the Test Suitev&ter are
configured with the Testing Target as well as testManager

« Driver is installed on the Testing Target whiclygyers the messages

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-DVBSTP_SAMD-004

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Metadata Control FE

Test Specification Description

Service Access DVB SD&S records via multicast inEBTP protocol
without using managed network

Specification Section(s)

[PROT] §8.2.1.1

Test Cases

e Check multicast delivery of Broadband Content Guidermation in
DVBSTP protocol from IPTV Metadata Control FE toT®l

Preconditions

e The Testing Target is configured with the Test Mgara
« The Encoding/ Decoding System and the Test Suites&€ter are
configured with the Testing Target as well as testT™Manager

 Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

5.3.4.3.3 Scheduled Content

Test Specification ID

OIPF-PROT-IGMP_SCJS-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Scheduled Content Joining Service in IGMP protedgthout using managed
network

Specification Section(s)

[PROT] §8.1

Test Cases

e Check join operation (IGMPv3 Membership Report@MPv2
Membership Report) from OITF to Transport Proceg$innction FE

Preconditions

e The Testing Target is configured with the Test Mg@ra
¢ The Encoding/ Decoding System and the Test Suites€rter are
configured with the Testing Target as well as tkstTManager

« Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark
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Test Specification ID

OIPF-PROT-IGMP_SCLS-004

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Scheduled Content Leaving Service in IGMP protagthout using managed
network

Specification Section(s)

[PROT] §8.1

Test Cases

¢ Check leave operation (IGMPv3 Membership RepotCGCdiPv2 Leave
group) from Transport Processing Function FE tofOIT

Preconditions

* The Testing Target is configured with the Test Mgara

¢ The Encoding/ Decoding System and the Test Suites€ter are
configured with the Testing Target as well as test™Manager

« Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

5.34.4
5.3.4.4.1 Scheduled Content

RTP/RTCP Protocol

Test Specification ID

OIPF-PROT-RTP_SC-005

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE

Test Specification Description

Scheduled Content Delivery in RTP protocol withasing managed network|

Specification Section(s)

[PROT] §9.1.1

Test Cases

» Check streamed content encapsulated in RTP fromsprat Processing
Function FE to OITF (Single Program Transport Ste8PTS)

Preconditions

* The Testing Target is configured with the Test Mgara

» The Encoding/ Decoding System and the Test Suites€iter are
configured with the Testing Target as well as testManager

 Driver is installed on the Testing Target whiclygers the messages

Priority

Mandatory

Remark

5.3.45

UDP Protocol

5.3.4.5.1 Scheduled Content

Test Specification ID

OIPF-PROT-UDP_SC-007

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function FE without gsitanaged network

Test Specification Description

Scheduled Content Delivery in UDP protocol

Specification Section(s)

[PROT] §9.1.1

Test Cases

« Check streamed content encapsulated in UDP fromspiat Processing
Function FE to OITF

Preconditions

* The Testing Target is configured with the Test Mpera

« The Encoding/ Decoding System and the Test Suitev€rter are
configured with the Testing Target as well as tkstManager

 Driver is installed on the Testing Target whiclygyers the messages

Priority

Optional

Remark
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5.3.4.6 Remote Management

5.3.4.6.1 Remote Management for Open Internet Profile and Baseline Managed Profile

The Remote Management for the Open Internet PrafittBaseline Managed Profile is based on the DREA
Therefore, the test cases are part of the DAE@®eCcti

5.3.4.6.2 Remote Management for Enhanced Managed Profile
Pre-requisites:

Information on BBF Conformance and Interoperabitiégt plan to be provided when the OIPF/BBF liaigom
place.

OIPF Remote Management for Enhanced Managed Pddilzes SHALL be supported via the Broadband Forum
(BBF) TR-069 based approach [TR-069].

The BBF has specified the CPE WAN Management Pabi@WMP) designed for the communication betwe&Pi&
and an Auto-Configuration Server (ACS). The ACS& &erver within the Service Provider's network tiaattrols and
manages a CPE which has a TR-069 client. The BBFRls® defined a set of hierarchical CPE objectetsofibr
InternetGatewayDevice object, VoIP, STB devices, et

In the framework of an OIPF deployment based orEhieanced Managed Profile, it is assumed that M8 RVG, I1G
and AG functional entities are implemented in hvieh the Broadband Forum TR-069 approach and treatbmpliance
rules of the BBF for conformance and interopergbdpply. A RMS (Remote Management Server) OlPftional
entity is called an ACS (Auto-Configuration ServerBBF terminology. The Remote Management testsase the
ACS abbreviation.

As the OITF functional entity defined by the OIPH e integrated in retail devices, it is intendédt an OITF support
limited functions mainly for Capabilities inventgriyerformance monitoring and Diagnostics. Consettyjean OITF
device does not fulfil all the requirements that srquested in TR-069 [TR-069]. The OIPF has ddfmmsubset of the
RPC methods defined in the TR-069 protocol, as a&t specific OITF data model derived from the II38-and
TR-106 data models. Therefore, the test casesf@I&F functional entity focus on the set of RPCtimogls of the
protocol and the parameters of the OIPF-specifia daodel.

Test Specification ID OIPF-PROT-TR069-RPC-001
Test Specification Version 1.0.0
Test Object OITF

Test Specification Description | Check that the OITF implements the limited set BflRmethods of [TR-069]
that are required in the framework of OIPF. Chéwlt tn ACS compliant with
[TR-069] is able to remotely manage an OITF

Specification Section(s) [PROT] §5.3.5.1.2
Test Cases ¢ Check that the OITF implements the following RPChmoes and respects
the calling arguments and type as defined in [TB}06
0 Inform
0 GetRPCMethods
0 SetParameterValues
0 GetParameterValues
0 SetParameterAttributes

0 GetParameterAttributes

¢ Check that the DeviceldStruct that is used forDeeiceld argument of the
Inform method is obtained from the ManufacturerOtiig ProductClass
"OIPF" and the serialNumber, and that the DevicislDnique for each
OITF

Preconditions « OITF is connected to a gateway that provides adoegsnanaged network
and the OITF has already been provisioned wittatldress of the ACS

e The ACS and the OITF are able to communicate usimgrlying protocols
used by TR-069 protocol

Priority Mandatory

Remark
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Test Specification ID OIPF-PROT-TR069-TR106-002
Test Specification Version 1.0.0
Test Object OITF

Test Specification Description | Test of the OITF specific Data Model derived frofR-I06 Data Model

0 Check that all the READ parameters in the paramdisgs defined in
the table 66 can be read and are consistent wétegmantics given
by the parameters

0 Check that all the WRITE parameters in the pararadigs defined
in the table 66 can be written in the OITF and jdevhe expected
result

Specification Section(s) [PROT] 85.3.5.1.2
[PROT] Annex K OITF-specific TR-135 and TR-106 RemManagement
Objects (Normative), table 66

Test Cases « Check that th®evice.DeviceSummarnandDevice.Devicelnforeadable
parameters can be read and are consistent withlfffe description

* Check that th®evice.ManagementServer.URLlwritable parameter can bje
written and used to set-up the URL of the ACS

¢ Check that th®evice.ManagementServer.Usernamand the
Device.ManagementServer.Passwordritable parameters can be writte
and used to set-up the username and passwordaiaathenticate the CPE
when making a connection to the ACS

« Check that th®evice.ManagementServer.PeriodicinformEnable
Device.ManagementServer.Periodicinformintervaland
Device.ManagementServer.PeriodicinformTimewritable parameters can
be written and used to indicate whether or noGR& MUST periodically
send an Inform message to the ACS, with indicatioduration and
interval of time

e Check that th®evice.ManagementServer.ParameterKey
Device.ManagementServer.ConnectionRequestURL
Device.ManagementServer.ConnectionRequestUsernarad
Device.ManagementServer.ConnectionRequestPasswqodrameters to
associate the OITF with an ACS are accurately impleted

* Check that th®evice.Gatewaylnfo.readable parameters can be read and
are consistent with the WAN Gateway (the connetitégtnet Gateway
Device)

¢ Check that thé®evice.LAN. readable parameters can be read and are
consistent with the IP configuration of the OITF

L]

Preconditions « OITF is connected to a gateway that provides adoeasnanaged network
and the OITF has already been provisioned wittatldress of the ACS

e The ACS and the OITF are able to communicate usimgrlying protocols
used by TR-069 protocol

Priority Mandatory

Remark

Test Specification 1D OIPF-PROT-TR069-TR135-003
Test Specification Version 1.0.0

Test Object OITF

Test Specification Description | Test of the OITF specific Data Model derived frofR-I35 Data Model

0 Check that all the READ parameters in the pararadiss defined in
the table 65 can be read and are consistent watedmantics given
by the parameters

0 Check that all the WRITE parameters in the pararadigts defined
in the table 65 can be written in the OITF and pdevhe expected
result
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Specification Section(s) [PROT] 85.3.5.1.2
[PROT] Annex K OITF-specific TR-135 and TR-106 Remianagement
Objects (Normative), table 65

Test Cases < Check that theSTBService.{i}.Capabilities.readable parameters can be
read and are consistent with the OITF capabilities

¢ Check that theSTBService.{i}.Componentsreadable parameters can be
read and are consistent with the OITF componerdsrigion

* Check that the
.STBService.{i}.Components.FrontEnd.{i}.DVBT.Modulation.SNR
readable parameter can be read and is consistémthei signal quality
value of the DVBT reception the OITF

¢ Check that theSTBService.{i}.AVStreams.readable parameters can be
read and are consistent with the OITF AV Streanssation

¢ Check that theSTBService.{i}.Components.FrontEnd.{i}.IP.RTCP.
writable parameter can be written and used to enabtlisable RTCP
receiver report generation

* Check that theSTBService.{i}.ServiceMonitoring writable parameters
can be written to configure the service monitordgmgl that the provided
Sample statistics are consistent with the settings

» Check that theSTBService.{i}.ServiceMonitoring.writable parameters
can be written to reset the Total statistics amad tie provided Total
statistics are consistent with the settings

Preconditions » OITF is connected to a gateway that provides adoeasnanaged network
and the OITF has already been provisioned withattdress of the ACS

e The ACS and the OITF are able to communicate usitgrlying protocols
used by TR-069 protocol

Priority Mandatory

Remark

Test Specification ID OIPF-PROT-TR069-1GConf-004
Test Specification Version 1.0.0

Test Object IG

Test Specification Description . . . . . .
- A Configuration of the IG via Configuration File

Specification Section(s) [PROT] §5.3.5.1.3

Test Cases Check that the IG can be configured with an IPTYfiguration file with the

list of users with their IMPU, Alias and Passwoadsl also configure whether

user authentication is to be performed by the 1G

Preconditions » |G is connected to a WAN gateway that provides sete a managed
network and the IG has already been provisioned thi¢ address of the
ACS

» The ACS and the IG are able to communicate usinlgrlying protocols
used by TR-069 protocol

Priority Mandatory

Remark

5347 Communication Services for Protocols

5.3.4.7.1 General Communication Services

Test Specification ID OIPF-PROT-CS-001
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Test Protocol Communication Service for OITF
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Specification Section(s) [PROT] 85.5.1.4

Test Cases » Verifies OITF supports the sending of HNI-IGI PemgliG request without|
an ongoing SIP dialogue

« Verifies OITF supports the sending of HNI-IGI PemgliG request without
an ongoing SIP dialogue

« Verifies OITF supports the refreshing of HNI-IGI REING_IG request
by the reception of a HTTP OK from the IG

« Verifies OITF supports the refreshing of HNI-IGI REING_IG request
by the resending of HNI-IGI PENDING_IG

« Verifies OITF supports the sending of HNI-IGI SIRqiest to terminate
the session

« Verifies OITF supports the reception of HTTP 200 €@sponse after the
sending of a HNI IGI SIP Request to terminate #sion (a SIP bye)

« Verifies OITF supports the sending of a HNI IGl SRBquest to terminate
the session (a SIP SUBSCRIBE (with X-OITF-Expiry &e0)

« Verifies OITF supports the reception of HTTP 200 ésponse from the
IG as a result of cancelling of HNI-IGI PENDING_kéquest when there
exists an outstanding HNI-IGI PENDING_IG requesthl IGI SIP
Request to terminate the session (a SIP SUBSCRME X-OITF-Expiry

set to 0)

Preconditions » Test Object should be connected to reference |G efledence managed
network.

Priority Mandatory

Remark

Test Specification ID OIPF-PROT-CS-002

Test Specification Version 1.0.0

Test Object(s) IG

Test Specification Description | Test Protocol Communication Service for IG

Specification Section(s) [PROT] 85.5.1.4

Test Cases » Verifies IG supports setting up a pending HNI-IGENDING_IG request
without an ongoing SIP dialogue

» Verifies IG supports responding to a pending HNI-RENDING_IG
request without an ongoing SIP dialogue

» Verifies IG supports the refreshing of HNI-IGI PENNI5_ |G request

» Verifies IG supports the cancelling of HNI-IGI PENIG_IG request due
to disconnection of TCP connection

» Verifies IG supports the cancelling of HNI-IGI PENDG_IG request due
to TCP time out

» Verifies IG supports the cancelling of HNI-IGI PENIG_IG request with
an outstanding HNI-IGI PENDING_IG request an HNIH&P Request to
terminate the session

» Verifies IG supports the response to cancellingidf-IGI PENDING_IG
request with an outstanding HNI-IGI PENDING_IG reguian HNI-IGI
SIP Request to terminate the session

» Verifies IG supports the cancelling of HNI-IGI PENIG_IG request with
an outstanding HNI-IGI PENDING_IG request a HNI IGIP Request to
terminate the session (a SIP SUBSCRIBE (with X-OBxpiry set to 0)

» Verifies IG supports the response to cancellingiif-IGI PENDING_IG
request with an outstanding HNI-IGI PENDING_IG requa HNI IGI SIP
Request to terminate the session (a SIP SUBSCRMN&ER X-OITF-Expiry
set to 0).

Preconditions » Test Object should be connected to Reference OfiFreference managed
network.
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Priority Mandatory
Remark

5.3.4.7.2 Caller ID

Test Specification ID OIPF-PROT-CID-001

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Test Protocol Caller ID for OITF

Specification Section(s) [PROT] 85.4.1.1.1, [PROT] 85.4.1.2.1

Test Cases « Verifies OITF support receiving Caller ID in aniast message (SIP

MESSAGE) on the HTTP PENDING_IG response

« Verifies OITF support responding to the receptiballer ID in an instant
message (SIP MESSAGE) with a HTTP POST

» Verifies OITF supports receiving Caller ID as pafran incoming call (SIP
INVITE) on the HTTP PENDING_IG response

« Verifies OITF supports the response of receivinieCdD as part of an
incoming call (SIP INVITE) with an HTTP POST

Preconditions » Test Object should be connected to reference IGefletience managed
network.

Priority Mandatory

Remark

Test Specification ID OIPF-PROT-CID-002

Test Specification Version 1.0.0

Test Object(s) 1G

Test Specification Description | Test Protocol Caller ID for IG

Specification Section(s) [PROT] 85.4.1.1.1, [PROT] 85.4.1.2.1

Test Cases » Verifies IG supports receiving Caller ID in an iauist message (SIP
MESSAGE)

» Verify IG supports forwarding to the OITF the reead Caller ID from an
incoming call (SIP INVITE)

» Verify IG supports forwarding to the OITF the recad Caller ID from an
incoming call (SIP INVITE).

» Verify IG supports forwarding to the OITF the resad Caller ID from an
incoming call (SIP INVITE)

Preconditions » Test Object should be connected to Reference OttiFeference managed
network.

Priority Mandatory

Remark

5.3.4.7.3 Instant Message

Test Specification ID OIPF-PROT-IM-001

Test Object(s) OITF

Test Specification Description | Test Protocol Instant Message for OITF

Specification Section(s) [PROT] 85.4.2.2

Test Cases + Verifies OITF supports receiving instant messade (BESSAGE) on the

HTTP PENDING_IG response

« Verifies OITF supports responding to the receptibmstant message (SIF
MESSAGE) on the HTTP PENDING_IG response with a RTHOST

Preconditions « Test Object should be connected to reference IGefietence managed
network.
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Priority Mandatory

Remark

Test Specification ID OIPF-PROT-IM-002

Test Specification Version 1.0.0

Test Object(s) 1G

Test Specification Description | Test Protocol Instant Message for IG

Specification Section(s) [PROT] 85.4.2.2

Test Cases ¢ Verifies IG supports receiving instant message (8ESSAGE)

« Verifies IG supports forwarding the instant messgj® MESSAGE) to

OITF

Preconditions « Test Object should be connected to Reference OfilFeference managed
network.

Priority Mandatory

Remark

5.3.4.7.4 Chat using MSRP

Test Specification ID OIPF-PROT-CHAT-001

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Test Protocol Chat using MSRP for OITF

Specification Section(s) [PROT] 85.4.3

Test Cases + Verifies OITF supports initiating MSRP based clegsson by the sending

of HTTP POST

» Verifies OITF supports reception of HTTP 200 OKtfas response to the
initiation of MSRP based chat session

» Verifies OITF supports sending of the HTTP PENDING as a final
response to the initiating MSRP based chat session

» Verifies OITF supports the reception of MSRP badeat session initiation
message

» Verifies OITF supports responding to MSRP based séssion initiation
message with an HTTP POST to the IG

» Verifies OITF supports the reception of the SIP Af&Kulting from MSRP
based chat session initiation message

» Verifies OITF supports sending MSRP based chat agess

» Verifies OITF supports receiving the response talsgy MSRP based chat
message

» Verifies OITF supports receiving MSRP based chadgage

» Verifies OITF supports sending the response toivegeMSRP based chat
message

» Verifies OITF supports sending a chat status messag

» Verifies OITF supports receiving the response talggy a chat status
message

» Verifies OITF supports terminating a chat session
» Verifies OITF supports the response to requesgnginating a chat

session

Preconditions  Test Object should be connected to reference IQefietence managed
network.

Priority Mandatory

Remark
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Test Specification ID OIPF-PROT-CHAT-002

Test Specification Version 1.0.0

Test Object(s) 1G

Test Specification Description | Test Protocol Chat using MSRP for IG

Specification Section(s) [PROT] 85.4.3

Test Cases » Verifies IG supports receiving MSRP based chatisesaitiation from

OITF over HNI-IGI

« Verifies IG supports the response to receiving M®R8ed chat session
initiation from OITF over HNI-IGI

» Verifies IG supports the initiating (SIP INVITE) tfie chat session towards
the remote user

» Verifies IG supports the response of initiating{ INVITE) of the chat
session towards the remote user

« Verifies IG supports sending the chat invitatiorthe OITF

« Verifies IG supports sending the received chaiatiiin message from the
OITF to the reference managed network

« Verifies IG supports receiving the response to senthe received chat
initiation message from the OITF to the referen@maged network

< Verifies IG supports the receiving the chat mesd$ega the OITF

« Verifies IG supports the response to receivingctiet message from the
OITF

« Verifies IG supports receiving a chat message fiteenOITF and sending a
chat message (MSRP) to the remote user

« Verifies IG supports the acknowledgment of sendirtpat message
(MSRP) to the remote user

« Verifies IG supports sending a chat status mes@d§&P SEND
ACTIVITY) to the remote user

» Verifies IG supports receiving the response to Bend chat status message
(MSRP SEND ACTIVITY) to the remote user

« Verifies IG supports receiving a chat status mes$agm the OITF

» Verifies IG supports the response to receivingat skatus message from
the OITF

» Verifies IG supports receiving a chat message (MSERD) from the
remote user

« Verifies IG supports the response to receivingat aessage (MSRP
SEND) from the remote user

« Verifies IG supports sending the received chat agsso the OITF

« Verifies IG supports the response of sending theived chat message to
the OITF

« Verifies IG supports receiving a chat status mesgsSRP RECEIVE
ACTIVITY) from the remote user

< Verifies IG supports responding to the receivinghat status message
(MSRP RECEIVE ACTIVITY) from the remote user

« Verifies IG supports sending the received chaustatessage to the OITF

» Verifies IG supports the response to sending tbeived chat status
message to the OITF

» Verifies IG supports receiving a termination ofteatsession from the
remote user

» Verifies IG supports the response to forwardingrantnation of a chat
session from the remote user

» Verifies IG supports receiving a termination ofteatsession from the
OITF

» Verifies IG supports the response to receivingaitgation of a chat
session from the OITF

» Verifies IG supports sending termination of a ckedsion to the remote
user
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» Verifies IG supports the response to sending teation of a chat session {
the remote user

Preconditions

¢ Test Object should be connected to Reference OtitiFeference manage,
network.

Priority

Mandatory

Remark

5.3.4.7.5 Presence

Test Specification ID

OIPF-PROT-PRES-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Test Protocol Presence for OITF

Specification Section(s)

[PROT] §5.4.4

Test Cases

» Verifies OITF supports subscribing to a presena@nev
» Verifies OITF supports the receiving the resposgubscribing to a
presence event

» Verifies OITF supports receiving a notification fine subscribed event

» Verifies OITF acknowledges the receiving of a rictifion for the
subscribed event

» Verifies OITF supports cancelling subscription tprasence event

» Verifies OITF supports the receiving the respoisesancelling a presence
event

» Verifies OITF supports refreshing the subscriptiom presence event

» Verifies OITF supports the receiving the resposeefreshing the
subscription to a presence event

» Verifies OITF supports publishing presence inforiomat

» Verifies OITF supports receiving the response tblighing presence
information

» Verifies OITF supports refreshing the publish preseinformation
periodically

» Verifies OITF supports receiving the response feeshing the publish
presence information periodically

Preconditions

» Test Object should be connected to reference |Gefietence managed
network.

Priority

Mandatory

Remark

Test Specification ID

OIPF-PROT-PRES-002

Test Specification Version

1.0.0

Test Object(s)

IG

Test Specification Description

Test Protocol Presence for IG

Specification Section(s)

[PROT] §5.4.4

Test Cases

» Verifies IG supports receiving a HNI-IGI request gubscribing to a
presence event (OIFRIG)

» Verifies IG supports the response for receivingNl+GI request for
subscribing to a presence event (OHFS).

» Verifies IG supports initiating a subscription (S3I®BSCRIBE) for a
presence event

» Verifies IG supports the acknowledgment to initigta subscription (SIP
SUBSCRIBE) for a presence event

« Verifies IG supports receiving a notification (D TIFY) of a presence

event
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« Verifies IG supports responding to a notificati®R NOTIFY) of a
presence event

» Verifies IG supports sending a notification of aeiwed presences event gn
the HNI-IGI interface (IG-OITF)

« Verifies IG supports cancelling subscription toragence event
(OITF=IG)

« Verifies IG supports the response of cancellingsstiption to a presence
event (OITHIG)

« Verifies IG supports the response of cancellingsstiption to a presence
event (IG-Network)

« Verifies IG supports the response of cancellingsstiption to a presence
event (IG-Network)

« Verifies IG supports refreshing subscription toragence event
(OITF=IG)

« Verifies IG supports the response to refreshingetiption to a presence
event (OITHIG)

« Verifies IG supports refreshing subscription torasence event and
(IG-Network)

» Verifies IG supports the response from refreshimassription to a presende
event (IG-Network)

» Verifies IG supports publishing presence informati@ITF—IG)

« Verifies IG supports the response of publishingspree information
(OITF=IG)

» Verifies IG supports publishing presence informatmd (IG-Network).

» Verifies IG supports the response of publishingspnee information

(IG—Network)

Preconditions  Test Object should be connected to Reference Otiireference managed
network.

Priority Mandatory

Remark

5.3.4.8 Content on Demand
5.3.4.8.1 Managed Model

Test Specification ID OIPF-PROT-CoD-001

Test Specification Version 1.0.0

Test Object OITF, IG

Test Specification Description | Test Protocol for Content on Demand Managed Model

Specification Section(s) [PROT] 85.2.2.1, [PROT] 85.2.2.1.2, [PROT] §6.2.2.1

Test Cases + Validates OITF supports retrieval of missing partereto form SDP (FEC
info including bandwidth or Transport Protocol). T®lsends HTTP POST
request.

» Validates OITF supports retrieval of missing partareto form SDP (FEC
info including bandwidth or transport Protocol).T®lIreceives the response
for the HTTP Post request.

» Validates OITF supports HNI-IGI session initiatio®ITF sends HTTP
POST.

» Validates OITF supports HNI-IGI session initiatiddlTF receives
response to HTTP POST (HTTP 200 OK).

» Validates OITF supports HNI-IGI session initiatiddlTF sends HTTP
Pending Request to acknowledge the final response

» Validates OITF supports HNI-IGI session refresh.

» Validates OITF supports HNI-IGI session terminatio®@ITF sends HTTP
POST

» Validates OITF supports HNI-IGI session terminatiOiTF receives
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response to HTTP POST request to terminate sessidifP 200 OK.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararfoetthe
content delivery channel.
0 Streaming is done with MPEG2TS over RTP/UDP. Olééeives
content encapsulated in the RTP packets.
0 Media stream is protected.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararftetthe
content delivery channel.
0 Streaming is done with MPEG2TTS over RTP/UDP. Ol&éeives
content encapsulated in the RTP packets.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararftetthe
content delivery channel.
0 Streaming is done with MPEG2TS over UDP. OITF reegicontent
encapsulated in the UDP packets.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararfoetthe
content delivery channel.
0 Streaming is done with MPEG2TTS over UDP. OITF reze
content encapsulated in the UDP packets.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararftetthe
content delivery channel.
0 Streaming is done with MPEG2TS over RTPUDP. OlTdenees
content encapsulated in the RTP packets.
Validates OITF supports session initiation - HTTEST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararfoetthe
content delivery channel.
0 Streaming is done with MPEG2TTS over RTPUDP. Ol&éeives
content encapsulated in the RTP packets.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararftetthe
content delivery channel.
0 Check Media stream is protected.
Validates OITF supports session initiation - HTTOST
0 Check HTTP Request Header, HTTP Request Body vidtA S
Parameter for RTSP control channel and SDP pararioetthe
content delivery channel.
0 Check multiple media stream to be protected orsingedia stream
protected by multiple FEC stream
Validates OITF supports modify playback
Validates OITF supports pause playback..
Validates OITF supports handling of media contoulretrieving playback
information. - OITF supports RTSP GET_PARAMETER.
Validates OITF supports RTSP commands - OITF reseRTSP 200 OK
response message from reference CDF.
Validates OITF supports handling the Beginning BEnding of stream. —
OITF receiving of RTSP ANNOUNCE “2101” End of Stre&eached
from reference CC/CDF.
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» Validates OITF supports handling the Beginning Bnding of stream. -
OITF receiving of RTSP ANNOUNCE “2101” End of Stred&reached
from reference CC/CDF - OIFT sends RTSP 200 OK.

» Validates OITF supports Session refresh HNI-IGksmsrefresh.

e Check refresh message (HTTP Pending_IG) from ObTlteference 1G,
and check response for refreshing (HTTP status)dooie reference IG to
OITF

« Verify Test Object sends refresh messages perilbgdicekeep alive the
session successfully.

< Validates IG supports retrieval of missing sesgiarameters to form SDP
IG Receives HTTP Post

« Validates IG supports retrieval of missing sesgiarameters to form SDP
Send SIP OPTION to reference network

« Validates IG supports retrieval of missing sesgiarameters to form SDP
Receiving SIP 200 OK Response Message from theerafe network

« Validates IG supports retrieval of missing sesgiarameters to form SDP
The IG forwards the SIP 200 OK info to the OITFd®nding a 200 OK
HTTP

» Validates IG Support the CoD Retrieval HTTP POS/alidation
Unsuccessful

» Validates IG Support the CoD Retrieval HTTP POS/alidation
Unsuccessful. IG sends a HTTP non-200 OK message

» Validates IG supports session initiation - Receg#T TP POST from
reference OITF

< Validates IG supports session initiation - |G s&hd INVITE

» Validates IG supports session initiation - |G reesiResponse to SIP
INVITE - SIP 200 OK

» Validates IG supports session initiation - IG seHdS P 200 OK to OITF

» Validates IG supports session initiation - Receptibto HTTP Pending
Request

« Validates IG supports session refresh. Check refresssage (HTTP
Pending_IG) from OITF to IG, and check responsed@meshing (HTTP
status code) from IG to OITF

» Validates IG supports session termination - HTTBtIRequest to
terminate session

» Validates IG supports session termination - IG seBid® BYE to reference

network
Preconditions Test Object(s) should be connected and referencagea network.
Priority Mandatory
Remark
5.3.4.8.2 Unmanaged Model
Test Specification ID OIPF-PROT-CoD-002
Test Specification Version 1.0.0
Test Object OITF
Test Specification Description | Test Protocol Content on Demand for OITF Unmandgedel
Specification Section(s) [PROT] 85.2.2.2.2, [PROT] §7.1.1.1.1, [PROT] §7.1.2, [PROT] §7.1.1.1.3
Test Cases » Verify OITF support HTTP Progressive Streaming

» Verify OITF support RTSP Streaming - Session Set-OpTF sends RTSH
Describe message

» Verify OITF support RTSP Streaming - Session Set-QpTF receives
RTSP 200 OK response

» Verify OITF support RTSP Streaming - RTSP SETUP d4gs

» Verify OITF support RTSP Streaming - OITF Receivesponse to RTSP
SETUP (RTSP 200 OK Message)
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« Verify OITF support RTSP Streaming - OITF send RTFRRAY and
PAUSE

» Verify OITF support RTSP Streaming - OITF receifRESP 200 OK
response to the RTSP PLAY and PAUSE message

» Verify OITF support RTSP Session Teardown - OITR&SBTSP
TEARDOWN

» Verify OITF support RTSP Session Teardown - OlTéerees RTSP 200
OK response from reference CC/CDF.

» Verify OITF supports RTSP GET PARAMETER Message

» Verify OITF supports RTSP GET PARAMETER Responsesiége -
OITF receives RTSP 200 OK

» Verify OITF supports RTSP ANNOUNCE Message

» Verify OITF supports RTSP ANNOUNCE Response MessaQETF
receives RTSP 200 OK

» Verify OITF supports RTSP OPTIONS Message

« Verify OITF supports RTSP OPTION Response Messa@H - receives
RTSP 200 OK

» Verify OITF supports receiving RTSP 301 Responsesage
» Verify OITF supports receiving RTSP 302 Responsesage
» Verify OITF supports receiving RTSP 4xx Responsasage
» Verify OITF supports receiving RTSP 2xx Responsasage

Preconditions

Test Object should be connected to reference nktwor

Priority

Mandatory

Remark

5349 Content Download

Test Specification ID

OIPF-PROT-CoD-003

Test Specification Version

1.0.0

Test Object

OITF

Test Specification Description

Test Protocol for Content Download for OITF

Specification Section(s)

[PROT] §5.2.3

Test Cases

» Verify OITF support Content Download. OITF sendsTHPTGET with the
Range HTTP Header

Preconditions

Test Object should be connected to reference IGefietence managed
network.

Priority

Mandatory

Remark
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5.4 Declarative Application Environment (DAE)

The scope of DAE testing falls into two basic arasslescribed below.

» Basic test for browser supporting the DAE environm&his refers to the top-level presentation céjpi@s of
the browser

o0 Wa3C technologies like XHTML and CSS
o Other browser-based technologies such as CE-HTML.

» DAE specification test (inclusive of specific sem$ that can be invoked from the browser)

Streaming

Download and Playback
Channel List and Channel Switch
PVR

Remote Ul

Metadata and Application

IMS APIs

O O0OO0OO0OO0OO0OO0o

54.1 Prerequisites
The prerequisites required before testing the DAEt@ check compliance with W3C and CEA-2014-A.

5.4.1.1 CEA-2014-A tests applicable for OIPF testing of the Remote User Interface
Configuration information that details the typecohfigurations that may be tested are:

+ Ul Control Point

*  3-Box model

* Box Model

* 2-Box model

Test materials for testing of Remote Ul Client &wmote Ul Server implementations with Ul profiles default
resolution settings) as defined in CEA-2014-A sash

HD_UIPROF High Definition Ul profile
SD_UIPROF Standard Definition Ul profile
MD_UIPROF Mobile Device Ul profile

OIPF defines additional profiles, and these nedukttested in addition to the CEA tests.

OITF_SDEU_UIPROF SD
OITF_SD60_UIPROF
OITF_SDUS_UIPROF
OITF_HD_UIPROF
OITF_FULL_HD_UIPROF

5.4.1.1.1 Conventions

R Required
) Optional
S Should (recommended)
CR Conditionally Required
Not required, not applicable
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5.4.1.1.2 Mandated sections of the CEA-2014-A specification

The following sections are indicated in [DAE] (seat4.1) as mandatory for OIPF terminals with respe the i-box
guidelines. Note that changes described in se@io? of [DAE] can have additional guidelines.

+ 512
« 52
+ 53
« 54
« 55
+ 56
o 56.1
« 57
o 571
o 573
+ 58
« 59
« 510

To provide a complete overview, all sections of @eA-2014-A test specification are listed.
However, the DAE specification also indicates #iabf CEA-2104-A can be implemented as an optideature.
5.4.1.1.3 CEA-2014-A Remote Ul Server and Client Types
Each Remote Ul Client or Server type is denoted leyel and the following levels have been defined:
* Level 0- a Remote Ul Client or Server type which is nistdverable in a UPnP network

* Level 1- a Remote Ul Client or Server type which is diszrable in a UPnP network, and can be controlled by
an (external) Ul Control Point through HTTP commsnd

» Level 2- alLevel 1 type Remote Ul Client or Server whictds optional support for SOAP-based invocation of
UPnNP actions.

5.4.1.1.4 Test Guidelines Overview

The following tables in this document list the CR2B814-A test cases that need to be tested for aR GdPpliant
device. These selected test cases need to be edexsut pre-requisite for OIPF certification (basedhe OIPF profile
supported).

The table needs to be read as follows:
e Column 1: CEA-2014-A Test Specification test casmber.

* Column 2, 3 and 4: Mentions if that particular tes$e is a mandatory or optional requirement for a
CEA-2014-A Remote Ul Client (Level O, Level 1 aneMel 2)

* Column 5, 6 and 7: Mentions if that particular tes$e is a mandatory or optional requirement for a
CEA-2014-A Remote Ul Server (Level 0, Level 1 arelél 2)

e Column 8: Mentions if that particular test casa imandatory or optional requirement for a CEA-2@144
Control Point

e« Column 9, 10 and 11: Mentions if that particulasttease is a mandatory or optional requiremena fotPF
Profile (OIP, BMP and EMP)

» Column 12: Gives the description of the test case.

Some tables have an additional column “OIPF Anneh&8nges”. This column mentions if the particuést tase has
any modification in [DAE] Annex B.

5.4.1.1.5 CEA-2014-A Section 5.1.1

The test cases mentioned for this section are mgitisince these are the CEA-2014-A specific discpwechanisms
that are optional in OIPF.

67 of 131



Test Specification Overview — V1.0.0 — 2010-11-15

Note: [DAE] section 4.1.1 indicates that the XML liftting is being used in an AG device. This metuag the control
point requirements on the XML Ul listing shouldalse used by an OIPF device that is interacting ait AG device.

Note: [PROT] section 10 also contains UPnP basezharésm; so some of the practice of these testsl tmuused to
define tests for the guidelines in this chapter.

RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 Ol BMP EMP

51.1.a R| R| R 0] 0] @) Requires Remote Ul Sersgpport either Leve
0, 1 or 2 requirements.

5.1.1b ol O O O @] Indicates Remote Ul Seraeayg also support
UPnP CDS discovery mechanisms.

5.111.a R o] O O Requires Remote Ul Semesisle on internet
domain

5.1.1.1b R O O 0] Requires Remote Ul Serpaggide a URL to
an XML Ul Listing

5.1.1.2.a Rl R (0] (0] @] Requires Remote Ul Sevemiscoverable via
UPnNP.

5.1.1.2b Rl R @] 0] o Requires Remote Ul Senvetade a
<uiServerinfo> element in its UPnP Device
Description.

5.1.1.2.c Rl R 0] 0] @) Describes how Remote Wes provide a
URL to retrieve an XML Ul Listing.

5.1.1.2d R @] @] (0] Requires Remote Ul Seruses
urn:schemas-ce-orglevice and service types.

5.1.1.2.e Rl R @) @) R Requires Remote Ul SerisgrRemote Ul
UPnP multicast notification state variables.

5.1.1.3.a R 0] O 0] Requires Level 2 Remot&étivers support
Level 1 Remote Ul Server requirements
(excluding device/service names).

5.1.1.3b R 0] 0] O Requires Remote Ul Seruses
urn:schemas-upnp-orglevice/service types.

5.1.1.3.c R O 0] O| Requires Remote Ul Servensply with UPnP
Remote Ul Server specifications. Clarifies
delivery of XML Ul Listing for UPnP Remote
Ul compliant servers.

5.4.1.1.6 CEA-2014-A Section 5.1.1.4 Content Directory Service
Not applicable in OIPF Terminal testing.

Note: Requirements are applicable to RUI servelistwsupport advertising RUI applications via therBP
ContentDirectory service.

RUIC Level RUIS Level uiCP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.1.14.a Ol O (@] (0] (0] Indicates Remote Ul sergan advertise

Remote Ul applications via UPnP CDS service
Requires UPnP device to be DLNA compliant.

5.1.1.4.b R| R @) @] 0] Describes Remote Ul Sesmeapsulation of
XML Ul elements within UPnP CDS <item>
elements.

5.1.1.4.c R| R O 0] 0] Describes Remote Ul Sesmeapsulation of
XML Ul elements within UPnP CDS <item>
elements.
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5.4.1.1.7 CEA-2014-A Section 5.1.1.5 XML Ul Listing
Not applicable in OIPF Terminal testing.

Note: [DAE] section 4.1.1 indicates that the XML lifting is being used in an AG device. This metuad the control
point requirements on the XML Ul listing also shdbble used by an OIPF device that is interacting ait AG device.

Also the CEA-2014-A i-Box model is using the XML Uisting therefore OIPF devices should use thegairements.

Current tests are based on the server side of ke Xl Listing, and therefore apply to the OIPF seer This might
change in the future.

RUIC Level RUIS Level UICP OIPF Description
o 1 2|0 1 2 OlP BMP EMP

5.1.15.a Rl Rl R Requires XML Ul Listings qagnwith UPnP
Remote Ul Server specification XML Schemia
requirements.

5.1.15b Rl R R Requires Remote Ul Servessige
CE-HTML compliant applications with <uri>
elements usingttp: or https:transport
schemes.

5.1.15.c R R| R Requires Remote Ul applicetin XML Ul
listing to have a <protocol>-element with
shortnameattribute of'CE-HTML-1.0".

5.1.1.5d R R| R Requires <protocolinfo>-edaindescribe the
Remote Ul application’s capability
requirements per 5.2.1.e.

5.1.15.e Rl Rl R Requires each Remote Uliegifmn
<uri>-element to have a corresponding
<profilelist>-element which provides the
capability requirements of the served-up
application.

5.1.1.5.f R| R| R Requires Remote Ul Serveoside a
“filtered” XML Ul listing based on Remote U
client capabilities provided in the http-get
request’s User-Agent header.

5.1.154g R Rl R Requires Remote Ul Servetganerate an
XML Ul Listing exceeding 64KB.

5.4.1.1.8 CEA-2014-A Section 5.1.1.6 Embedded/Non-embedded Ul ControlPoint Requirements
Not applicable in OIPF Terminal testing.

UPNP control point requirements.

RUIC Level RUIS Level uiCP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.1.16.a R (0] O O Requirement states Ul @bRoints will

adhere to HTTP requirements of Sec 5.3 wh
fetching XML Ul Listings.

5.1.1.6.b R 0] (0] @) Requirements states Ul ©bRDints insure
Remote Ul Client capabilities match the targ
Remote Ul Servers URL when commanding
connection.
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5.4.1.1.9 CEA-2014-A Section 5.1.2 General Remote Ul Client Requirements
UPNP control point side requirements.

RUIC Level RUIS Level uUICP OIPF Description
0 1 2 0 1 2 OIP  BMP EMP
5.1.2.a R| R| R R R R Requires Remote Ul Clisofgport either
Level 0, 1 or 2 Remote Ul Client requirements.
5.1.2.b R| R| R R R R Requires Remote Ul Cli¢im$ can connect

to an i-Box Remote Ul Server support the
https: scheme and SSL or TLS encryption.

5.1.2.c R| R| R R R R Requires Remote Ul Clisofgport Remote
Uls that are offered through <protocol>
elements with ahortnameattribute of
CE-HTML-1.0.

5.1.2.c S| S| S o 0] 0] Requires Remote Ul Clightaild support
<protocol>-elements with a
shortnameattribute of CE-HTML-1.0_SAVED
per section 5.8.

5.1.2d ol O] O @) 0] (0] Requirement indicates RerabtClients may
support Remote Uls that are offered through
<protocol>-elements with a
shortnameattribute ofXRT.

5.1.2.e Oo| O] O 0] @) 0] Requirement indicates RerdbiClients may
support Remote Uls that are offered through
<protocol>-elements with a

shortnameattribute ofURC-HTTP.

5.1.2f O] O] © 0] 0] @] Requirement indicates Renote Ul Clients
may support other Ul protocols.
5.1.2.2.a R| R (0] 0] 0] Requires Remote Ul cliertkide a

<uiClientinfo> Remote Ul Client capabilities
element their UPnP Device Description.

5.1.2.2b R @) (0] (0] Requires Remote Ul cliests
urn:schemas-ce-orglevice and service types,

5.1.2.2.c R R 0] o o Requires Remote Ul cli@etsept connection
commands from Ul Control Points.

5.1.2.2d R| R (0] @) @] Describes how Remote WHrE$ are required

to return results of connection requests issuéed
from Ul Control Points.

5.1.2.2.e R| R @) 0] 0] Describes how Remote #n® are required
to handle failed connection requests from Ul
Control Points.

5.1.1.2.f R| R Requires Remote Ul Clientsegt disconnect
commands from Ul Control Points. Describe
how Remote Ul clients are required to handlg
failed disconnects requests.

L2

5.1.2.3.a R (0] 0] 0] Requires Level 2 Remot€li#ints support
Level 1 Remote Ul Client requirements
excluding device/service names.

5.1.2.3.b R 0] @) 0] Requires Remote Ul Seruses
urn:schemas-upnp-orglevice and service
types.

5.1.2.3.c R 0] O 0] Requires Level 2 Remot€li#nts comply

with UPnP Remote Ul Client specifications.
Clarifies support of required UPnP Remote U
actions.
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5.4.1.1.10 CEA-2014-A Section 5.1.2.4 Non-embedded Ul Control Point Requirements

This section lists requirements of UPnP controhpothat discover remote Ul clients on the homevask. This is
optional for i-box models, but [DAE] states that@HPF terminal can optionally implement this featWVhen this
feature is implemented, all test cases listedimgbction must be executed successfully.

Conditionally required for OIPF terminal testing.

RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.1.2.4.a R CR CR CR Requires non-embeddedddtrol Points to
discover Level 1 and Level 2 Remote Ul
Clients.
5.1.2.4b R CR CR CR Requires non-embeddedddtrol Points
issue connection commands to Remote Ul
Clients as described in 5.1.2.2.c. Requires U
Control point to do Remote Ul application
capability matching on behalf of the Remote
Ul Client.
5.1.2.4.c 0] (0] @) @) Requirement states Ul @bfoints may

include a <profilelist>-element when
commanding a connection.

5.4.1.1.11 CEA-2014-A Section 5.2 Capability Exchange

Mandatory for OIPF terminal testing.

Note that the RUIS server requirements can be egpdi OIPF services, but are not identified intdige.

RUIC Level
0 1

2

RUIS Level
0 1 2

UICP

oIP

OIPF
BMP

EMP

OIPF Annex
B changes

Description

521la

R R

R

R

R

R

Yes Requirement describagas
of Remote Ul Client capability
elements in Remote Ul Client
capability description. Defines
how Remote Ul Client may
extend pre-defined Ul profile

capabilities.

5.2.1b

Yes Requirement defines®®em
Ul Client named Ul profiles.
States the minimum capability
settings for each pre-defined U

profile.

5.2.1.c

Requirement states Reldlote
Clients should include audio
and video profile capability
elements based on DLNA
media profiles.

5.2.1.d

CR| CR

CR

Requires Remote Ul Ciids
that support DLNA audio or
video profile capabilities
support http streaming.

5.2.1.e

Requirement describes how
Remote Ul Servers are required
to structure XML Ul Listings.

52.1f

Require a Remote Ul Server to
support the SD_UIPROF
profile with no extensions.
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5.2.19 S S| S Recommends Remote Ul
Servers publish multiple
versions of each Remote Ul
application with different Ul
profiles.

5.2.2.a R R R R R R Requires Remote Ul Clients
connecting to a Remote Ul
application to select one of the
named Ul profiles the
application supports and to
provide the named profile
during connection.

5.2.2.b R R R R R R Requires Remote Ul Clients
connecting to a Remote Ul
application indicate it supports|
the audio and video profiles
required by the Remote Ul
Server application.

5.2.2.c R R| R Requires Remote Ul Servers
return Remote Ul content
matching the Remote Ul
client’s capabilities provided
during connection, and to
return an error if it cannot
supply matching content.

5.2.2d R R R R R R Requires Remote Ul Clientsot
change their capabilities while
connected to a Remote Ul
Server.

5.2.2.e R R R Requires Remote Ul Servers
insure any content linked to by
a CE-HTML page will also
match the connecting Remote
Ul client capabilities.

5.2.2.f S S S Requires a Remote Ul Servers
insure any content linked to by
a CE-HTML page conforms to
MIME-types listed in this
reguirement.

5.2.2.9 R R R R R R Requires Remote Ul Clients
replace browser windows
contents due to: following a
link, submitting a form or
changing the location of an
<iframe>-element.

5.2.2.h R R R R R R Requires a Remote Ul Clitn
support a BackK Browser
button. Requires Remote Ul
Clients take into account
changes to a window object’s
location property.

5.2.2.i R R| R Describes required behaviour
for Remote Ul Servers which
are unable to provide Remote
Ul content that matches the
connecting Remote Ul client’s
capabilities.
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5.2.2

O

States a Remote Ul Clientay
attempt to recover from a faile

content) by attempting to
connect to the SD_UIPROF
version of the Remote Ul
Server application.

5.4.1.1.12 CEA-2014-A Section 5.2.3 Browser Area
General requirements on the browser area. Seaferred to as mandatory in OIPF.

RUIC Level

0

1

2

RUIS Level
2

0

1

UICP

oIP

OIPF
BMP

EMP

Description

X

connection (due to no matching

5.2.3.a

@)

O

@)

O

@)

O

Requirement states Remb@ient rules for
scaling of Remote Ul content smaller or equ
to the Remote Ul Clients advertised
capabilities.

5.2.3b

Requirement states Remo@i&ht rules for
scrolling/cropping of Remote Ul content
larger than the Remote Ul Clients advertise
capabilities.

)

5.23.c

Requires Remote Ul Cliemap content with
absolute positions using the stated size of tf
Remote Ul Clients browser area.

e

5.2.3d

Requires Remote Ul Clibntsvser area to
be visible at all times.

5.2.3.e

Requires Remote Ul Cliesgssquare-pixels.

Requires Remote Ul Clients preserve the
aspect ratio of content..

5.2.3f

Indicates that Remote Ué@k may use
screen area outside of the Browser area for

their own purposes.

5.4.1.1.13 CEA-2014-A Section 5.3 Http Headers

Section indicated as Mandatory for OIPF terminslite.

Note that some Server tests can be used for OlRIEss, but are not identified in the table.

RUIC Level

0

1

2

RUIS Level

0

1

2

UICP

OIP

OIPF
BMP

EMP

OIPF Annex
B changes

Description

5.3.a

R

R

R

R

R

R

R

R

R

Yes Requirement indicRE®ote
Ul Clients and Remote Ul
Servers support the listed http
request/response headers.
Defines CEA-2014-A specific

usage of http headers.

5.3.b

Requires Remote Ul Clients

and recommends support for
HTTP Refresh header.

support HTTP Cookie headers,

5.3.c

Remote Ul Server support for
HTTP Cookie headers.

Requirement indicates optional

5.3d

Requirement indicates optiah

Remote Ul Client support for
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Content-* headers.

5.3.e

Requirement indicates Rexe
Ul Clients and Remote Ul
Servers are required to conformn
to DLNA media transport
guidelines for connections
involving DLNA AV media

types.

5.3.e

Requirement indicates Rote
Ul Clients, Remote Ul Servers
and Ul Control Points are
required to ignore unsupported
HTTP headers.

5.3.9

Defines Remote Ul Clients
requirements for HTTP
persistent connection timeouts.

5.3.h

Requirement set limitsro

aggregate header data length
generated by Remote Ul Clienfs
and Remote Ul Servers.

5.3.i

Requirement sets limitsn
individual header lines

generated by Remote Ul Clients
and Remote Ul Servers.

5.3

Requirement sets maximum
allowable integer value for use
in Remote Ul Client and
Remote Ul Server headers.

5.4.1.1.14 CEA-2014-A Section 5.4 XHTML profile (CE-HTML)
Mandatory for OIPF terminal testing.

RUIC Level
0 1 2

RUIS Level
0 1 2

UICP

OIPF
OIP BMP

EMP

OIPF Annex
B changes

Description

54.a-1

Rl R| R

Requires Remote Ul Clients
support and Remote Ul
applications conform to XHTML
1.0 Strict or Transitional, with

stated extensions and restrictions

D.

5.4.a-2

Requires Remote Ul Clients
support and Remote Ul
applications conform to
ECMA-262 (ECMAScript '
edition).

5.4.a-3.a

Yes

Requires Remote ¢n®
support and Remote Ul
applications conform to DOM
level 2 Core

5.4.a-3.b

Requires Remote Ul Cli¢gs
support and Remote Ul
applications conform to DOM
level 2 Style, with stated
restrictions.

5.4.a-3.c

Yes

Requires Remote i#n®
support and Remote Ul

applications conform to DOM
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level 2 Events, with stated
extensions.

5.4.a-3.d
5.4.a-3.e

Yes

Requires Remote Ul Clients
support and Remote Ul
applications conform to DOM
level 2 HTML, with stated
extensions and restrictions.

54.a-4

n/a

n/a

n/a

n/a

Reference to CEA2081
scripting object interfaces defineg
in other sections.

)

5.4.a-5

Requirement defines B&dvipt
access to element properties usif
format:
documentglement-id].[property].

9

5.4.a-6

Yes

Requirement refers 8CW
recommendations for resolving
conflicting name and id element
attributes.

5.4.a-7

Yes

Requires Remotellgh
support and Remote Ul
applications conform to CSS TV
Profile 1.0 (a variant of CSS 2.0)
with stated extensions and
restrictions.

5.4.a-8

Requires Remote Ul Clitmts
support and Remote Ul
applications to conform to the
given image formats.

5.4.a-9

Requirement defines CEA428
specific <op>-element which a
Remote Ul Client expands to a
custom name string for a VK_*

key.

5.4.1.1.15 CEA-2014-A Section 5.4.1 Key Events

Mandatory for OIPF terminal testing.

RUIC Level
0 1 2

RUIS Level
0 1 2

UICP

OIP

OIPF
BMP

EMP

OIPF Annex
B changes

Description

54.1.a

R| R| R

Yes

Requirement definesnsion to
DOM level 2 Events for keydown,
keyup and keypress events.
Requirement also defines key codl
literal constants (VK_*) for use in
ECMASCcript.

5.4.1.b

Requires Remote Ul Clients

generate key events for an elemgnt

with input-focus for all keys
indicated in the Remote Ul client
capabilities.

54.1.c

Requirement directs key ents to
the window object if no element
has input focus.

54.1d

Requires key events béihad”
consistent with DOM level 2
Event. Defines the Window objec
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as target if key event is not handled
by a DOM tree node’s
EventListener.

54.1e

Requirement states notgenerate
key event for keys associated with
forms element(s) input
management such as
(VK_CLEAR, VK_BACKSPACE,
etc).

54.1.f

Yes

Requirement defines &eryl
Client requirements for handling
navigation keys within form
element input fields.

5.4.1.9

Requirement defines Rerdbte
Client special key event handling
of VK_ENTER on form elements.

5.4.1.h

Requirement defines Rerdbte
Client special key event handling
for button elements within a form.

5.4.1.

Requires Remote Ul Clidres
capable of generating a full set of
alpha-numeric and punctuation
input key events for form element
input fields with CSS property
input-format: alpha-numeric.

5.4.1

Requires Remote Ul Clients
generate numeric input key event
for form element input fields with
CSS propertynput-format:
numeric.

[

5.4.1.k

Requirement exteodshange
event for forms elements to
generate a change event on every
value change.

5.4.11

Requires Remote Ul Clients
implement typematic (key repeat)
event behaviour.

54.1.m
54.1.n

Yes

Requires Remote Ul Clients
provide key-based navigation to
<a>, <area>, <form>, <iframe>
and AV Player objects. Defines
generation/handling of DOM 2
focus events..

54.1.0

Requires Remote Ul Cliewctsept
VK_* literal key codes for the
value of the accesskey attribute of
XHTML element(s).
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5.4.1.1.16 CEA-2014-A Section 5.4.2 Window Scripting Object
Mandatory for OIPF terminal testing.

RUIC Level

0

1

2

RUIS Level
0 1 2

UICP

OIPF

OIP BMP EMP

OIPF Annex
B changes

Description

54.2.a-1

o

o

O

Yes

Requirement defines Rerdd
Clients support of required
methods and properties of the
Window obiject.

54.2.a-1.w

Yes

Requirement sunmaari
CEA-2027 related window
methods and properties.

Note: Support of CEA-2027
properties/methods is optional fq
CEA-2014-A certification.

=

5.4.2.a-2

Yes

Requirement statesdieU|
Clients treatment of the Window
object as a global and identifies
“this.” and " as aliases of the
Window obiject.

5.4.2.a-3

Yes

Requirement defines
UlContentFrame as an alias of
window for CEA-2027
compatibility.

Note: This requirement is
CEA-2027 related and is optionall
for CEA-2014-A certification.

54.2.a-4

Yes

Requirement defirmsd&e Ul
Clients support of required
methods and properties of the
Window.location object.

5.4.2.a-5

Yes

Requirement defirmsdte Ul
Clients support of required
methods and properties of the
Window.history object.

5.4.2.b-1

Requirement defines ReteoUl
Clients support of required
methods and properties of the
Window object.

5.4.2.b-2

Requirement summarizes
CEA-2027 related window
methods and properties.

Note: Support of CEA-2027
properties/methods is optional far
CEA-2014-A certification.

54.2.c-1

Requirement states Reraddl
Clients treatment of the Window
object as a global and identifies
“this.” and *” as aliases of the
Window object.

5.4.2.c-2

Requirement defines
UlContentFrame as an alias of
window for CEA-2027
compatibility.

Note: This requirement is
CEA-2027 related and is optional
for CEA-2014-A certification.
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5.4.1.1.17 CEA-2014-A Section 5.5.1 NotifSocket Scripting Object
Mandatory for OIPF terminal testing.

RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
55.1.al R| R| R R R R Requirement defines Rerdbtelients support

of properties and methods of NotifSocket
scripting object.

5.4.1.1.18 CEA-2014-A Section 5.5.1 XMLHttpRequest Scripting Object
Mandatory for OIPF terminal testing.

RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
55.2al R| R| R R R R Requirement requires i-Biaxiel Remote Ul
Clients support the XMLHttpRequest object.

5.4.1.1.19 CEA-2014-A Section 5.6.1 Multicast Notifications
Required for OIPF terminal testing, See [DAE] cleapt. 1.

RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.6.1.a-1 R| R R| R R R R Requirement(s) defines Remoted& and
to Remote Ul Client support of UPnP Multicast
5.6.1.a-12 events for non i-Box model devices.
5.6.1.a-13 R| R Rl R R R R Requirement definepamf named UPnP
Multicast State variables to send notification
messages.
5.6.1.b S| S 0] 0] (0] Requirement defines Remoteetver

requirements for retransmission of multicast
notification messages.

5.6.1.c S| S @] (0] @) Requirement defines Remoteever
requirements control rate of sending unique
multicast notification messages.

5.6.1d Rl R 0] @) O Requirement defines Levahd 2 Remote Ul
Server requirements UPnP multicast event
variables.

5.6.1.e Requirement defines UPnP Service

Description schema changes to support
multicast states variables. Obsolete with the
publication of UPnP Device Architecture 1.1
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5.4.1.1.20 CEA-2014-A Section 5.6.2 Polling based Notifications
[DAE] Annex B indicates that this section of the £2014-A specification is optional for an OITF (atitional

required).

This means that when implemented the test caseshausiccessfully executed.

RUIC Level
0 1 2

RUIS Level
0 1 2

uUICP

OoIP

OIPF
BMP

EMP

OIPF Description
Annex B
changes

5.6.2.a—
l.a

R

CR

CR

CR

—

Yes Requirement defines method
request Remote Ul Client
begin/end polling for Remote
Ul Servers for naotifications.

o

56.2.a—-
1b

CR

CR

CR

Yes Requirement indicates Remate
Ul Clients must provide HTTP
headers per Sec 5.3 when
polling for notifications.

5.6.2.a-
1l.c

CR

CR

CR

Yes Requirement defines format of
Remote Ul Server’s response {o
a Remote Ul Client’s http-get
polling request.

5.6.2.b

CR

CR

CR Requirement states Rekbte

Client requirements for polling
for notifications in the
background.

5.6.2.c

CR

CR

CR Requirement indicatemde

Ul Clients should limit the
number of active notification
subscriptions.

5.6.2.d

—

Requirement defines metbod
request Remote Ul Client
begin/end polling for Remote
Ul Servers for notifications.

5.6.2.e

Requirement indicates Remate
Ul Clients must provide HTTP
headers per Sec 5.3 when
polling for notifications.

5.4.1.1.21 CEA-2014-A Section 5.6.3 Natification Content and Window
[DAE] Annex B indicates that this section of the &E014-A specification is optional for an OITF (atitional

required).
This means that when implemented the test caseshawssiccessfully executed.
RUIC Level RUIS Level UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.6.3.al R CR CR CR| Requirement indicates Rertdd Clients
ignore notification messages with identical
Notification IDs.
5.6.3.b R| R| R Requirement indicates a Rerdbteervers
provide CE-HTML compliant content.
56.3c| R| R| R CR CR CR|  Requirement indicatemnde Ul Client
performing http-get to fetch notification URLS
provide HTTP headers per Sec 5.3.
56.3d| S| S| S 0] 0] 0] Requirement indicates RetdbClients
position notification windows above other
displayed content.
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56.3e| S| S| S 0] (0] (0] Requirement defines safimptification
windows.
5.6.3.f S| S| S Requirement defines Remot8dsVers

handling of the <notificationscripts> Remote
Ul Client capability element.

56.3.g, S| S S 0] 0] 0] Requirement defines Retdb@ient
handling of _blank attribute in <a>, <form>
and <area> elements in naotification window
content.

56.3.h] R| R| R CR CR CR| Requirement defines Rerdd Client
handling of the _close attribute in <a>. <form>
and <area> elements in notification window
content..

563i| R| R| R CR CR CR| Requirement defines Rerhid Client
handling of cancellation of notification
messages.

5.4.1.1.22 CEA-2014-A Section 5.7.1 Streamed A/V content

This section applies to CEA-2014-A RUI Clients whimptionally support the A/V Player object; howetlss is
required for OIPF terminals.

Note: CEA-2014-A does not define any media forfidPF mandates a list of media formats.

RUIC Level RUIS Level | UICP OIPF OIPF Annex | Description
0 1 2|0 1 2 oP BMP Emp | Bchanges
571a-| R | R| R R R R Requirement defines <object>
1 element attributes and

child-elements for AV player
scripting objects.

b71la-| S| S| S R R R Requirement defines Remote Ul
2 Clients DOM

HTMLODbjectElement interface

support for AV Player scripting

object.
571a-| S| S| S R R R Requirement defines Remote Ul
3 Clients support for AV Player

video window-mode and
requirements for scaling of video

content.

571a-| R | R| R R R R Requirement defines Remote Ul

4 Clients support of limited set of
CSS properties for the AV Player
window.

5.7.1b R| Rl R R R R Requirement defines Rerdbte

Clients support opacity/z-index
support for XHTML overlays on
an AV Player window.

5.7.1.c R| Rl R R R R Requirement defines Remdtl
Clients support of the methods and
properties of the AVPlayer object

5.7.1d R| R| R R R R Requirement defines Rerdbte
Clients support for AV Player
scripting object methods and
properties specific to video
playback.
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5.7.1e

Requirement indicates ReteoUl
Clients may position the Browser
area anywhere over the AV Playe
running in fullscreen mode.

=

57.1.f

Yes Requirement defines &erb|
Client AVPlayer objects handling
of navigation keys..

5719

Requirement recommendsdiem
Ul Server applications dynamically
create AVPlayer objects to avoid
patent issues.

5.7.1.h

Requirement defines <objec
element attributes and
child-elements for AV player
scripting objects.

5.7.1.i

Requirement defines Rerhidte
Clients DOM
HTMLObjectElement interface
support for AV Player scripting
object.

5.7.1

Requirement defines Remdt#
Clients support for AV Player
video window-mode and
requirements for scaling of video
content.

5.4.1.1.23 CEA-2014-A Section Local video player

This section applies to CEA-2014-A RUI Clients whizptionally support the Local Video Player objedtjch is also
optional for OIPF terminals

This means that when implemented the test caseshassiccessfully executed.

2]

RUIC Level RUIS Level uUiCP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.72.al R| R| R R R R Requirement defines Reftdotelient support
for Local Video Player scripting object.
572b| R| R| R R R R Requirement defines limgetof supported CS
properties for Remote Ul Clients Local Video
Player scripting object.
572c¢c| R| R| R R R R Requirement defines Rerdb€lients support
of XHTML content overlays on Local Video
Player.
572d] O] O| O (0] O o] Requirement states Rembt@lients Local
Video Player should not directly or indirectly
block execution of CE-HTML scripts.
5.7.2e| O| O] O 0] @) 0] Requirement recommends RebhoServer
applications dynamically create Local Video
Player objects to avoid patent issues.

81 of 131



Test Specification Overview — V1.0.0 — 2010-11-15

5.4.1.1.24 CEA-2014-A Section 5.7.3 Full screen video

Note: This section applies to CEA-2014-A RUI Cliemthich support either the A/V Player object or ltoeal Video
Player object; however this is required for OlPifri@als.

RUIC Level RUIS Level | UICP OIPF Description
0 1 2 0 1 2 Ol BMP EMP
5.73a| R| R| R R R R Requirement defines Rerdotelients handling

of full-screen mode for AV Player and Local
Video Player scripting objects.

573b| R| R| R R R R Requirement indicatesdgatieen video objects
must cover the entire Remote Ul Clients Browser
Area.

573c| R| R| R R R R Requirement indicates RerbtClient will

switch to non-full-screen mode when video
full-screen objects are no longer visible.

573d| O] O| O 0] 0] O Requirement indicates Rehote Ul Client may
rescale the Browser Area when switching to
full-screen mode.

5.4.1.1.25 CEA-2014-A Section 5.8 Save and Restore
All tests are Conditionally Required, e.g. requioedly when implemented and indicated in the profile
Note: This section applies to RUI Clients and Riéh&rs which support Save-Restore of Ul pages.

RUIC Level RUIS Level | UICP OIPF Description
0 1 2 0 1 2 OIP BMP EMP
5.8.a R| R| R CR CR CR Requirement describes RebioClients

<save-restore> capability element and Ul
Control Point usage scenarios.

5.8.b R| R| R CR CR CR Requirement defines mesttaod properties
of Remote Ul Clients Save-Restore scripting
object.

5.8.b-1 R| R| R CR CR CR Requirement indicatem®e Ul Servers

should provide a URL to accept saved Ul
information posted from Remote Ul clients.

5.8.b-2 R| R| R CR CR CR Requirement indicates®e Ul Server
applications should support the save-restore
mechanism by including the save-restore
<object> element and scripts necessary to
support the save-restore mechanism.

5.8.b-2c| R| R| R CR CR CR Requirement desciitasote Ul Clients
support for Ul Control Point save-state
requests and the labelling of saved state

information.

5.8.c S| S Requirement defines Remote Uledsr
listing of saved-state information from Remqgte
Ul clients.

5.8d S| S| S Requirement defines the Rembgebtiers

response to a Remote Ul Client request to
restore save-state information.

5.8.e R| R S Requirement defines Remote ¢in®
support for a Ul Control Point to request the
Remote Ul Client fetch and restore saved-st‘ate

information.
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5.8.f

Requirement defines Remote Ueak
processing when restoring saved-state
information

5.8.f-3

Requirement defines requestemBte Ul
Servers to delete saved-state information.

5.8.9

Requirement describes Remoteligh@
<save-restore> capability element and Ul
Control Point usage scenarios.

5.8.h

Requirement defines methodspamerties
of Remote Ul Clients Save-Restore scripting
object.

5.8.i

Requirement indicates Remote &hvErs
should provide a URL to accept saved Ul
information posted from Remote Ul clients.

5.8

Requirement indicates Remot&éiver
applications should support the save-restore
mechanism by including the save-restore
<object> element and scripts necessary to
support the save-restore mechanism.

5.4.1.1.26 CEA-2014-A Section 5.9 Cookie Support
Mandatory for all DAE based devices

RUIC Level

0

1

2

RUIS Level
0 1 2

UICP

OIPF
OIP BMP

EMP

Description

5.9.a

R

R

R

R R

Requirement defines Remot€llghts
support of “cookies” per applicable IETF RRC
including the “expires” field from the origina
Netscape specification.

5.9.b

Requirement defines minimifietime of
“cookies” at Remote Ul Clients.

5.9.c

Requirement defines Remot€lignts
substitution of Remote Ul application <uilD>
in domain name field of cookies from Level
1/2 servers during save restore.

5.9d

Requirement indicates Rerbbi€lients be
capable of storing a minimum of 20 cookies
per Remote Ul application.

5.9.e

Requirement indicates Rerdbt€lients
support cookies of at least 4KB in length.

5.9.f

Requirements indicate Rerubit€lients not
accept cookies that contain un-encoded
semi-colon and comma characters.

5.9.9

Requirement indicates Rerdbtserver
applications should only store cookies
necessary to its operation.
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5.4.1.1.27 CEA-2014-A Section 5.10 Robustness Guidelines
Mandatory for all DAE based devices

RUIC Level

0

1

2

RUIS Level
0 1 2

uUICP

(0]]

OIPF
BMP

EMP

Description

5.10.a

R

R

R

Rl R R

Requirement indicatekdJgdnform to
DLNA and UPnP maximum length
requirements.

5.10.b

Requirement indicates RemotsdNers
insure image content served conform to
Remote Ul Client resolution capabilities.

5.10.c

Requirement indicates Remotsduers put
“reasonable” limits on usage of alpha
blending and overlapping elements.

5.10.d

Requirement indicatend®e Ul devices
ignore unknown XML elements including
child-elements, and ignore undefined XML
attributes and values.

5.10.e

Requirement indicatend®e Ul devices no
depend on ordering of XML elements unles
a schema specifies a specific ordering.

[

5.10.f

Requirement indicates Remot8éiVers
applications limit usage of XMLHttpReques
and NotifSocket objects to a maximum of 1
each.

—

5.10.g

Requirement indicates RemotsdoVer
applications avoid usage of animated GIF
graphics as backgrounds and limit usage o
alpha blending in animated GIF graphics.

5.4.2

Test Method

For conformance testing against the DAE specifice]j test cases will be developed to test the DAIEtfonality under
in the target device. Test applications are loaatatiexecuted over the browser-based DAE environmigimthe help of
native Ul on the test target (referred to as tsedever, described below in the test environngsation).

DAE test cases will be applications, which are iection of mark-up pages and scripts as per tHeFRIDAE
specifications [DAE]. Mark-up pages will be genexhtn various supported formats to test for varikingls of layout
capabilities as well as DAE services. Scripts widke use of various APIs specified in the DAE sfieation and
references therein. These applications will exerearious services and capabilities of the DAE emrnent. These
applications will be stored in a database refetoeas the web-page DB.

The test cases will be supported with other tetst dwred in various data bases such as the usile @B for storing
user profiles, the license DB for storing licenst®imation, the stream DB for storing media contemd the metadata
DB for content metadata storage etc. These datalaaedocated in a central repository (hereafterred to as the test

case database - TC DB).

These data will be utilized by various componeriithe test environment during the test case execués listed below
in the test environment section. These various amapts are the ones interacting with the test targjag various
standardized interfaces as defined by the Open IPGim to implement the IPTV solution, e.g. the veelbver for
sending test applications to the target. A cemndity referred to as Test Manager (described béhaive test
environment section) will control these compondatmteract with the test target (as per the taseainder execution).

In addition, the test manager will co-operate wvather test-environment specific components (fongxe, the test
report generator) which may aid in the test execytvalidation and/or reporting.
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To perform a sequence of test cases, the testrdvitéch is a native Ul on target, shows the vasitast cases to be
executed. The tester selects one test case frolisth& request for that test case is sent tatéisé manager from the
target for execution of that test case. The testager then sends a message to the web serveraio the particular test
application from the web-page DB. The target thequests the web server for the test applicatioroétains it after
proper authentication.

The application for testing the streaming functiggahall contain appropriate mark-up (contentatggors and
embedded streaming objects) and scripts for olgicontent from the stream generator.

The test manager will observe this request (thrquastket capture/protocol analysis over the netwark) will send a
message to the stream generator to prepare thizga@dest stream. The stream generator will olitséntest contents
from the stream DB.

The test application will now request the streamegator for the content stream and obtain it. Bsé driver will be
provided with a user-input facility to log outputtbe application at the target end and may algahe test result status
as pass or fail. The test driver will send theggs ltm the test manager for further analysis, itinegl. The test driver will
further forward the analyzed results to the tegoregenerator for the generation of a test refoorthe executed test
case.

The details for each of the testable aspect (foh eategory of aspect the broad testing approaktbevadapted) of the
DAE module:

* Rendering:

Rendering of application layout and visual looksddbe as per the visual models supported. Evanatf the
test case result shall be performed, either

a) manual — by user determination, or
b) automated - by comparison to a snapshot imaggecéxpected output.

Rendering aspects deal with the static visual dugndered by the browser as well as the animatiatscan
be offered by SVG and Javascript usage.

Check for support of relevant standards like SVSGSCXHTML etc. Use available test suites and apiatg
test cases therein. Launch an application withrdddayout and match the output with the expectagu.

e Application Model:

This includes Application Lifecycle, Signalling, &gity and Event Notifications. Creating a numbgr o
applications with specified interactions leadshie desired side-effects, which can be monitored taster, e.g.
creation and termination of an application basedser-generated input events. These may also iad¢ksds for
application level security and performance issegsarding resource constraints under multiple apptio
loads, responsiveness to user input in such a appéication load time as a function of size & athpplication
level performance issues.

* Service APIs:

Services & functionalities are offered in the DAR/#onment using APIs (e.g. the standard DOM ABI) f
objects (existing, such as XMLHttpRequest, or ea&zhby the OIPF specifications such as, video/hrast
CEA A/V streaming, local system etc). Using suigatdols, simulated components (as necessary) éaet
environment, the functionality offered by these bartested under various data sets (e.g. diff&ew
structured applications, metadata, certificateg &ic these components parameters, and environment
conditions. For example, for testing the streanubppct, the content server can be setup using Dénelix
server or VLC player to send content at variousltg®ns. Test results can be checked using therétatn
values along with expected final page layout charagel page loading.

* Interactivity:

This refers to the interaction of the browser viite user (through events based on user navigation a
interactions) and the network side application sexr\{sending requests).Support for DOM events &leadl part
of this. For user interactions, event can be geedras desired to navigate the Ul presentation aadhaversing
an EPG application. Support for desired the naidgdeature support must be done and delivery efetvent to
the right target can be tested. If possible, autethplayback mechanism should be used, using tiaig
description of events (key event like VK_UP) sd@provide the applications with the desired ingatthe
target Ul elements at desired times to enable lEpW§animation responsiveness/performance checking
offered by the OITF.
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e Application and Service Security and User Autheattan:

Security issues concerning the client side secueifpirements, such as privileged API usage, sgotineck for
untrusted servers, application retrieval throughdhme FQDN, will be tested for support of secp@ieation
fetching using proper authentication. Details oerwithentication, content and service accessgimte
implementation details are provided in the CSPise¢tefer Section 5.6).

The issues described under this testing cannatdted through a script API test and may requirpiteypthe
communication to and from OITF to ensure that thEFdmplements the security checks properly whilgng
for applications access or making applications wittass criterion which indicated blocked accegsit@te
functionality. The pass criteria can be implemerge@rror/exception check.

5.4.3 Test Environment
The test environment for DAE is displayed in Figrend each component is described below.

e Test Manager:
It sends a message to the Authentication and Seb&amagement server which initiates the session and
provides to the Test Manager the user’s currerftlprdt sends a message to the stream generatoake a test
stream. It sends a request to the web server ththerdesired test web pages to the target unsertevill
interact with the Test Driver on the target foisthurpose. It will log the output from the targetiaend the
information to the test report generator which wéherate a report based on the pass/fail criteria.

» Authentication and Session Management:
It initiates the session. It responds to the temtager’'s query about user authentication with #e’s current
profile.

»  Stream Generator:
It generates a test stream. After generating astesstm, it sends the stream to the target. bidigurable by
the Test Manager to deliver the appropriate strieathe test target (i.e. the OITF).

» Test Case Database:
It consists of stream database, web page databdsgser database. The following items are storetr@am
database; Test data, AV Content, applications.Wéle pages are stored in the web page databaseis€he
current profile is stored in the user database.

 Web Server:
It sends web pages to the target.

» Test driver on target:
It allows the fetching of the DAE application foparticular test case (rendering tests, serviceed®) making
use of the native Ul on the target.

» DAE Application for streaming: APIs for making DAdpplication that implements streaming functionality

» Additionally, a number of servers might be usedsropriate for per the test case, e.g. CSP Stowver
authenticating the OITF for content access.

All the network communication of interest can beped using packet capture /protocol analysis tts a customized
Wireshark application for monitoring HTTP requestponse flow) and can also be presented in thefltge output.
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Figure 6 - Test Environment for DAE

5.4.4  Test Specification for DAE
5.4.4.1 DAE Overview
5.4.4.1.1 Application Definition

Test Specification ID OIPF-DAE-Overview-001

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | To test DAE Application definition

Specification Section(s) [DAE] 84.3, [DAE] 84.4 (partly)

Test Cases » Check that the applications are organized in ariampree structure and

that the applications that are created while thé&E@fvironment is running
are created as children of the system node.

* Check that the applications are organized in anidgmpree structure and
that the applications that are created while thé&e@fvironment is running
are created as children of the system node orsédiag of the application

¢ Check for modes to display multiple applications

* Check for notification given by various methodsitalzde like show(),
hide(), activate(), deactivate() to the executiomi®nment

e Check that the mode by which multiple applicatians displayed on the
OITF are determined prior to initialization of tB&E execution
environment.

¢ Check for the transparency of the background ofaeg of the browser
area outside the DOM window

¢ Check for the transparency of the background o6&/ window object
associated within an application

* Check that the DOM Window object associated wittapplication covers
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the entire area available to DAE applications
* Check that the restrictions of size or locatiomafdows are not enforced
for windows associated with applications within irewser area

« Check that the Active Application List is updated
Preconditions « Test manager initiates an authenticated sessi@QiTE.

¢ OITF should be connected to the test network ane hacess to the
resources located on the Test Case Database.

» Test Manager sends request to load initial apptioadn OITF

Priority Mandatory
Remark

5.4.4.1.2 Resource Management

Test Specification ID OIPF-DAE-Overview-002

Test Specification Version 1.0.0

Test Object(s) OITE

Test Specification Description | To test DAE Resource Management features

Specification Section(s) [DAE] 84.4

Test Cases » Check that the OITF restores interrupted presemstautomatically when

interrupted by audio from memory

» Check that the OITF does not restore automatieatyedia presentation if
it is interrupted due to resource loss caused byhan request to play an
audio or video presentation

Preconditions + Test manager initiates an authenticated sessiQ1TF.

* OITF should be connected to the test network ane hacess to the
resources located on the Test Case Database

Priority Mandatory

Remark

5.4.4.1.3 Content Download

Test Specification ID OIPF-DAE-Overview-003

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | To test DAE Content Download features

Specification Section(s) [DAE] 84.6

Test Cases » Check that the OITF continues downloading as adpacid process even

o

if the browser does not have an active sessiontivélserver that originate
the download request anymore after a device powemdintil it succeeds

« Check that the OITF continues downloading as adpatid process even
if the browser does not have an active sessiontivélserver that originate|
the download request anymore after a device netfedltee, until it
succeeds

* Check that the OITF continues downloading as adpackd process even
if the browser does not have an active sessiontivélserver that originate
the download request anymore (e.g. has switchaddther DAE
application), until it succeeds

» * Check that the OITF passes the data inside théeeab access download
descriptor into the XMLHttpRequest.response XMLp@dy in Javascript
for further processing, if the OITF encounters aNMA response message
with the Content-Type of the
“application/vnd.oipf.ContentAccessDownload+xmly, the result of an
XMLHttpRequest

» Check that if the OITF receives an HTTP 404 “FiletRound” status code,
the OITF SHALL stop his attempts to resume the doaah, and go to a

o

o
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“Failed Download” state.

Preconditions « Test manager initiates an authenticated sessi@iTF.

¢ OITF should be connected to the test network ane hacess to the
resources located on the Test Case Database

* *OITF encounters an HTTP response message witGdment-Type of
the “application/vnd.oipf.ContentAccessDownload+Xmak the result of
an XMLHttpRequest

Priority Mandatory

Remark

5.4.4.1.4 Scheduled Content

Test Specification ID OIPF-DAE-Overview-004

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | To test DAE Scheduled Content features

Specification Section(s) [DAE] §4.8

Test Cases » Check that if the OITF conveys the channel lisbinfation to a service

through an HTTP POST message that is sent updirsheonnection to a

service that requires tuner control

Preconditions + Test manager initiates an authenticated sessiQITF.

* OITF should be connected to the test network ane hacess to the
resources located on the Test Case Database.

» OITF supports conveying the channel list informatio a service using
Javascript by using method “getChannelConfig()”

» OITF does NOT support conveying the channel ligirimation to a service
through an HTTP POST message that is sent updirsheonnection to a
service that requires tuner control

Priority Mandatory

Remark

5.4.4.2 DAE Application Model
5.4.4.2.1 Application Lifecycle

Test Specification ID OIPF-DAE-Application-Model-001

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | To test DAE Application lifecycle

Specification Section(s) [DAE] 85.1

Test Cases e Check for the access of HTML, JavaScript and S\l&s fioy an application

from same FQDN

» Check that the OITF includes the ability for apations to discover the
applications provided by the AG through the remdte

» Check that the child applications do not inheré gfermissions issued to the
parent application.

» Check that when an APl is exported by an applicatiioother applications
security checks are carried out in the contexhefdalling application

» Check fordestroyApplication().

» Check that when an application is terminated, s8baiated resources are
freed and any network connections are terminated.

» Check that when methods on an Application objeetcatled from pages
not running as part of an application, the OITFoWs an error.

Preconditions « Test Manager has initiated an authenticated session
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+ OITF is connected to the test network and havesacttethe resources
located on the Test Case Database.

« Test Manager sends request to test web serventbtBe test page to OITF.

Priority Mandatory
Remark

5.4.4.3  Application Announcement and Signalling

5.4.4.3.1 Broadcast related Applications

Test Specification ID OIPF-DAE-Application-Model-002

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | To test DAE Application announcement and signaHliBgpadcast related
applications

Specification Section(s) [DAE] 85.2.3

Test Cases ¢ Check that the OITF follows the Procedure for $tgrBroadcast Related

Applications when no previous linear TV serviceuaning

¢ Check that the OITF follows the Procedure for $tgrand Stopping
Broadcast Related Applications when signallingpgdated

¢ Check that the OITF follows the Procedure for egjtan application by a
user controllable mechanism, if supported by th€FOI

¢ Check that the OITF follows the Procedure for exjtan application, the
OITF stops presenting any broadcast

Preconditions « OITF supports an exit mechanism for stopping ariegon which is
directly accessible by the end-user

» Test manager initiates the authenticated sessiQiTF.

» Broadcast Discovery information is delivered to ©IT

» OITF is connected to the test network and havessctethe resources
located on the Test Case Database.

» The broadcast scheduled content service must maspication which
can be stopped by the end user. This applicaticst rave at least one
child applications. This application must haveeast one sibling as well

Priority Mandatory

Remark

5.4.4.3.2 Service provider related Applications

Test Specification ID OIPF-DAE-Application-Model-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | To test DAE Application announcement and signalli@grvice provider

related applications

Specification Section(s) [DAE] 8§5.2.4

Test Cases » Check that the OITF provides a mechanism to shevsénvice discovery
application and starts the service provider relajgalications when a
service provider is selected

» Check that the OITF loads the EPG application étifowser, if there is a
mechanism supported by the OITF to show the EPGcapipn

» Check that the OITF loads the CoD application mibhowser, if there is a
mechanism supported by the OITF to show the CoDicgijmn

e Check that the OITF loads the Communication Seramgication in the
browser, if there is a mechanism supported by tHd-@o show the
Communication Service application

« Check that the OITF follows the Procedure for egjtan application by a
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user controllable mechanism, if supported by th&FOI

» Check that the OITF follows the Procedure for exjtan application if a
different service provider is selected

» Check that the OITF follows the Procedure for exjtan application if the
selected service provider updates the list of appibins in their SD&S
service provider discovery record, an applicat®removed and the OITF
detects this update

Preconditions

« Test manager initiates the authenticated sessi@iT.

» Service Provider Discovery information is delivetedDITF

« OITF is connected to the test network and havessctethe resources
located on the Test Case Database.

« The service provider service must have a few apfitins which are
signalled with the status code AUTOSTART

Priority

Mandatory

Remark

5.4.4.3.3 Broadcast independent Applications

Test Specification ID

OIPF-DAE-Application-Model-004

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

To test DAE Application announcement and signaliBgpadcast
independent applications

Specification Section(s)

[DAE] §5.2.5

Test Cases

» Check that the OITF follows the Procedure for $tgrand Stopping
applications for applications which are independsrioth broadcasters
and service provider

Preconditions

» OITF supports a mechanism for starting and stopamgpplication which
is directly accessible by the end-user

» Test manager initiates the authenticated sessiQiTF.

» OITF is connected to the test network and havessctethe resources
located on the Test Case Database.

» The database must have an application which iiegent of
broadcasters and service providers which can Iotedtar stopped by a
user operation. This application must have at leastchild applications.
This application must have at least one siblingvak.

Priority

Mandatory

Remark

5.4.4.3.4 Switching between Applications

Test Specification ID

OIPF-DAE-Application-Model-005

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Check that the OITF switches between applications

Specification Section(s)

[DAE] §5.2.2, [DAE] §5.2.5

Test Cases

» Check that the OITF follows the Procedure for $tgrand Stopping
applications for applications which are independsdrioth broadcasters
and service provider

Preconditions

» OITF supports a mechanism for starting and stoppimgpplication which
is directly accessible by the end-user

» Test manager initiates the authenticated sessi@iTF.

» OITF is connected to the test network and havessctethe resources
located on the Test Case Database.
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e The database must have an application which ieigent of
broadcasters and service providers which can Ioeedtar stopped by a
user operation. This application must have at leastchild applications.
This application must have at least one siblingiak.

Priority

Mandatory

Remark

5.4.4.3.5 Signalling Format

Test Specification ID

OIPF-DAE-Application-Model-006

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Check for the signalling format used to signal Dé&gplication

Specification Section(s)

[DAE] §5.2.7

Test Cases

« Check for the signalling format used to signal D&fplication

« Check the response of the application if it is altgd with the control
codes like AUTOSTART, PRESENT etc

Preconditions

» Test manager initiates the authenticated sessi@i .

» OITF should be connected to the test network ane hacess to the
resources located on the Test Case Database.

Priority

Mandatory

Remark

5.4.4.3.6 Event Notification

Test Specification ID

OIPF-DAE- Application-Model-007

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Check for the event notification in DAE
Specification Section(s) [DAE] 85.3

Test Cases

» Check for XMLHTTPRequest scripting object for inssen Event
notification

» Check for NotifSocket scripting object for in-sessievent notification
» Check for out of session event notification for tinalst

» Check for polling based out of session event raatfon (OPTIONAL).
* HNI-IGI transactions for out-going request messa@@® TIONAL)

* HNI-IGI transactions for in session incoming requesssages

« HNI-IGI transactions for out of session incominguest messages.
(OPTIONAL)

* HNI-IGI transactions for out of session incominguest messages Check

that OITF transactions when an unsolicited mesaagees from the
network. (OPTIONAL)

Preconditions

» Test manager initiates the authenticated sessi@iTF.
» DAE application is active on OITF.

* OITF is connected to the test network and havessctethe resources
located on the Test Case Database.

Priority

Mandatory

Remark
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5444 Formats
54441 CE-HTML

Test Specification ID OIPF-DAE-Formats-001

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Check for the Format support in DAE

Specification Section(s) [DAE] 86.1, [DAE] Annex B

Test Cases » Check for the exceptions support in XHTML profilelled CE-HTML

« Check in JPEG that support for lossless and hikigatmodes and
arithmetic coding of DCT coefficients is OPTIONAL

Preconditions « Test manager initiates the authenticated sessi@iTF.

¢« CEA-2014-Ai-Box model is supported.

« Test manager send request to test web server dioeserst page to OITF,
which has hasFeature() method of DOM embedded.

< OITF is connected to the test network and havesactethe resources
located on the Test Case Database.

Priority Mandatory

Remark

5.4.4.4.2 Media Format

Test Specification ID OIPF-DAE-Formats-002

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Check for the Format support in DAE

Specification Section(s) [DAE] 8§6.2

Test Cases e Check in JPEG that support for lossless and hikigatmodes and
arithmetic coding of DCT coefficients is OPTIONAL

Preconditions « Test manager initiates the authenticated sessiGiTF.

» Externally defined formats are supported by theFOIT

» Test manager send request to test web server darsiéial test page on
OITF.

» OITF is connected to the test network and havessct®ethe resources
located on the Test Case Database.

Priority Optional
Remark
54443 SVG
Test Specification ID OIPF-DAE-Formats-003
Test Specification Version 1.0.0
Test Object(s) OITF
Test Specification Description | Check for the Format support in DAE
Specification Section(s) [DAE] 86.3
Test Cases « Check that SVG tiny 1.2 extensions are supported

« Check for the extensions required to support DObkas from parent
CE-HTML document to child SVG Tiny 1.2 document

« Check for the extensions required to support DObkas from child SVG
Tiny 1.2 document to parent CE-HTML document

» Check for the extensions required to support DObkas from parent SVG
Tiny 1.2 document to child CE-HTML document

» Check for the extensions required to support DObkas from child
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CE-HTML document to parent SVG Tiny 1.2 document

« Check for the extensions required to support DObkas from SVG Tiny
1.2 document to CE-HTML document

< Check for the extensions required to accomplistingeand moving focus
through SVG Tiny 1.2 document and CE-HTML document

« Check for the extensions required to pass an @kahbccurred in the
CE-HTML document to a script in SVG Tiny 1.2 docurhe

e Check for following document event methods: createsty),
dispatchEvent(), addEventListener(), removeEvete¢hisr(),
addEventListenerNS() and removeEventListenerNS().

« Check that the script code of SVG Tiny 1.2 is ableall functions in DOM
nodes.

« Check that the DAE applications do not rely upodemosupport for the use
of audio and video elements from SVG Tiny 1.2.

< Check that the DAE applications does not rely upagpport for the use of
Connection from SVG Tiny 1.2.

Preconditions « Test manager initiates the authentication sesdi@i BF.

e OITF support SVG Tiny 1.2 documents.

» DAE application is active on OITF.

« OITF is connected to the test network and havessctethe resources
located on the Test Case Database.

Priority Mandatory
Remark
5445 APIs
5.4.45.1 Obiject factory API
Test Specification 1D OIPF-DAE-API_Object_Factory-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to check and create an instahPé\E defined embedded
objects will be tested in this section

Specification Section(s) [DAE] 87.1
Test Cases » Check for support of mime types througldbjectSupported dPI of
OipfObjectFactoryobject
« CheckOipfObjectFactoryobject APIs given below for creation of visual
objects

0 Test forcreateVideoBroadcastObject)PI

0 Test forcreateVideoMpegObject@PI

0 Test forcreateStatusViewObject@PI
« CheckOipfObjectFactoryobject APIs given below for creation of non

visual objects

0 Test forcreateApplicationManagerObjectdPI
Test forcreateCodManagerObjectBPI
Test forcreateConfigurationObject@PI
Test forcreateDownloadManagerObjectfPI
Test forcreateDownloadTriggerObject@PI
Test forcreateDrmAgentObject@PI
Test forcreateGatewaylnfoObjectBPI
Test forcreateIMSObject(API
Test forcreateNotifSocketObjectfPI
Test forcreateParentalControlManagerObjectfPI
Test forcreateRecordingSchedulerObjecipI
Test forcreateRemoteManagementObje&pl
Test forcreateSearchManagerObjecPI

O OO0 O0OO0OO0OO0OO0OO0OOOoOOo

94 of 131



Test Specification Overview — V1.0.0 — 2010-11-15

0 Test forcreateCapabilitiesObject@\PI
0 Test forcreateMDTFObject(API

Preconditions

» The Testing Target is configured with the Test Mgara
» OITF is authenticated on the network and has laeth¢he first page

Priority

Mandatory

Remark

5.4.45.2 Applications Management APIs

Test Specification ID

OIPF-DAE-AP|_App_Mgmt-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Various APIs used to provide OITF DAE applicati@pability will be tested
in this section

Specification Section(s)

[DAE] §7.2

Test Cases

» Check for current visualization mode of applicatiming
getApplicationVisualizationModefPI of
application/oipfApplicationManageobject

» Check that the application part of specified doconig retrieved by
getOwnerApplication(API of application/oipfApplicationManagewbject

» Check that children applications of an applicatwoe retrieved by
getChildApplications(API of application/oipfApplicationManagewobject

» Check that the hint to execute garbage collecgagiven bygc() API of
application/oipfApplicationManagesbject

» Check that the application are made visiblesbgw()API of Application
class

» Check that the applications are made invisibldiole() API of Application
class

* Check that the applications are activatedibtivateInput()API of
Applicationclass

¢ Check that the applications are deactivateddnctivatelnput(API of
Applicationclass

* Check that the applications are createctimateApplication(API of
Applicationclass

» Check that the application are destroyedibgtroyApplication(API of
Applicationclass

* Check for access of Application object in arrayatioin throughitem() API
of ApplicationCollectionclass

¢ Check current available memory to application bipgigetFreeMem(API
of ApplicationPrivateDateclass

« Check that the keyset which DAE application regeiéstreceive is set by
setValue()API of KeySetlass

Preconditions

» The Testing Target is configured with the Test Mgara
» OITF is authenticated on the network and has laeth¢he first page

Priority

Mandatory

Remark

5.4.45.3 Configuration and Setting APIs

Test Specification ID

OIPF-DAE-API_Config_Setting-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Various APIs used to provide OITF Configuration &wtting functionality
will be tested in this section
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Specification Section(s) [DAE] 8§7.3

Test Cases » Check that parental control pin is set throsgtParentalControlPIN(API
of the Configurationobject

¢ Check that parental control pin is set through
setParentalControlPINEnable@PI of theConfigurationobject

« Check that status of parental control pin is regtethrough
getParentalControlPINEnable@PI of theConfigurationobject

« Check that target is unlocked by parental contioitiprough
unlockWithParentalControlPIN(\PI of theConfigurationobject

¢ Check that specified parental control pin is cdrtemugh
verifyParentalControlPIN(API of theConfigurationobject

¢ Check that non parental rated programmes are bdooiehe terminal
throughsetBlockUnrated(API of theConfigurationobject

« Check that the system text for given key is rewtethrougtgetText()API
of the Configurationobject

* Check that the system text for given key is saiubhsetText()API of the
Configurationobject

¢ Check that the screen size is set throsgiscreenSizedPI of the
LocalSystenobject

¢ Check that the type of PVR support is set throseffPvrSupport(API of
the LocalSystenobject

* Check for access dfetworkinterfaceobject in array notation through
item() API of NetworkInterfaceCollectionbject

» Check for access @VOutputobject in array notation througtem() API
of AVOutputCollectiorobject

Preconditions  OITF supports <ConfigurationChanges> element witlhue “true”

* The Testing Target is configured with the Test Mgera

* OITF is authenticated on the network and has lagdi¢he first page

Priority Mandatory

Remark

5.4.45.4 Content download APIs

Test Specification ID OIPF-DAE-API_Content_Download-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF content downl@atttionality will be

tested in this section

Specification Section(s) [DAE] 87.4

Test Cases » Check passing of content access descriptor to derlying download
manager bywpplication/oipfDownloadTriggeobject through API
registerDownload()

» Check OITF is triggered to initiate download, frgmen URL of given
content, forapplication/oipfDownloadTriggeobject through API
registerDownloadURL()

» Check for possibility of download of given size for
application/oipfDownloadTriggeobject through API
checkDownloadPossible()

» *Check passing of CRID and IMI to the underlyingrddoad manager
throughregisterDownloadFromCRID(API of
application/oipfDownloadTriggeobject

» **Check that the in-progress, stalled or queuedmload is paused through
pause()API of application/oipfDownloadManagevbject

» **Check that the paused download is resumed throagame()API of
application/oipfDownloadManagesbject

» **Check that the downloaded content is removedugraemove()API of
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application/oipfDownloadManagesbject

« **Check that the collection of downloads of givehare retrieved through
getDownloads(API of application/oipfDownloadManageavbject

« **Check that filtered list of downloads is createsingcreateFilteredList()
API of application/oipfDownloadManageawbject

* Check that when the ID of a download is TV-Anyti@RID, then the
values of name, description and parentalRatingen@s are set by the
DAE based on the metadata provided for the itenthiadg that CRID

» Check for access @ownloadobject in array notation througtem() API
of DownloadCollectiorclass

» Check for access of DRM Control information in grreotation through
item() API of DRMControlinfoCollectiorclass
Preconditions + OITF indicates “true” for <download> element

e *QITF supports <clientMetadata> with value “trueica“type” attribute
with value “bcg” and supports download managememisA

e **QITF supports download management APIs i.e. latite
"manageDownloads" of the <download> element a vahexjual to ‘none’

* The Testing Target is configured with the Test Mgera

e OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory

Remark

5.4.455 Content On Demand Metadata APIs

Test Specification ID OIPF-DAE-API_CoD_Metadata-003

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF content metaddlicbe tested in this
section

Specification Section(s) [DAE] 87.5

Test Cases » Check for the Content catalogue APIs

o0 Test foritem() API of CatalogueCollectiortlass
o Test forgetPurchaseHistory(API of ContentCataloguelass
» Check that requested CoD folder content list, wiéctmade available on
demand in paging model, is fetched from the appatgsource, and
application is notified on availability
» Check for theCODFolderclass APIs
0 Test foritem()API
o Test forgetPage(API
o Test forabort() API
» Check for theCODAssetlass APIs
0 Test forisReady()API
o0 Test forlookupMetadata(API
» Check for theCODServiceclass APIs
0 Test forisReady()API
0 Test forlookupMetadata(API
Preconditions  OITF supports <clientMetadata> with value “true’tlditype” attribute with
value “bcg” and may apply to “type” attribute withlue “dvb-si”
» The Testing Target is configured with the Test Mgara
» OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory
Remark
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5.4.45.6 Content Service Protection API

Test Specification ID

OIPF-DAE-API_Content_Protection-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Various APIs used to provide OITF DRM protectiorl we tested in this
section

Specification Section(s)

[DAE] §7.6

Test Cases

e ChecksendDRMMessagefPI of application/oipfDrmAgenbbject to
send message to DRM agent

Preconditions

* OITF supports DRM protection by providing one orrm&drm> elements
¢ The Testing Target is configured with the Test Mgara
* OITF is authenticated on the network and has lagth¢he first page

Priority

Mandatory

Remark

5.4.45.7 Gateway Discovery and Control APIs

Test Specification ID

OIPF-DAE-API_Gateway_Discover_Control-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Various APIs used to provide OITF Gateway Discowng control
functionality will be tested in this section

Specification Section(s)

[DAE] §7.7

Test Cases

» Check for IG supported method throughGSupportedMethod@P1 of
application/oipfGatewayInfobject

Preconditions

* The Testing Target is configured with the Test Mgera
* OITF is authenticated on the network and has lagdi¢he first page

5.4.45.8

Priority Mandatory
Remark
IMS Related APIs
Test Specification ID OIPF-DAE-API_IMS-003
Test Specification Version 1.0.0
Test Object(s) OITF
Test Specification Various APIs used to provide OITF IMS functionaijll be tested in this
Description section

Specification Section(s)

[DAE] §7.8

Test Cases

» Check for followingapplication/oipfIMSobject APIs
0 Test forgetRegisteredUsersfgPI

Test forregisterUser()API

Test fordeRegisterUser(M\PI

Test forgetAllUsers()API

Test forsetUser()API

Test forsubscribelmsNotification Pl

0 Test forunSubscribelmsNotification8PI

O O O o0 o

» *Check for followingapplication/oipfIMScommunication services class AP,

0 Test foropenChatSessionfPl andsendMessagelnSessioAfp!
Test forcloseChatSessiondPlI

Test forsendMessagefPI

Test forsetStatus(A\PI

Test forsubscribeToStatusfPI

Test forgetContacts(API

O O 0O oo

Is
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Test forallowContact()API

Test forblockContact(API

Test forcreateContactList(API

Test forgetContacts(string\PI

Test foraddToContactList(API

Test forremoveFromContactList@PI

Test fordeleteContactList(API

Test forallowAllContacts()API

0 Test forblockAllContacts(API

» Check that list of users represented byllserDataCollectiorobject can be
accessed in array notation through ABi()

» Check that list of features associated to uselesgmted by the
FeatureTagCollectiombject can be accessed in array notation through A
item()

» Check for followingContactCollectiomAPls

0 Test foritem()API
0 Test forremove()API
0 Test foradd()API

O OO0 O0OO0OO0oOO0oOOo

Preconditions

» OITF supports control of its IMS functionality bysarver by stating
<ims>true</ims> in its capability description

* *OITF supports Communication Services functionalifya server by stating
<communication_services>true</communication_ses#da its capability
description

» The Testing Target is configured with the Test Mgara

» OITF is authenticated on the network and has laeth¢he first page

Priority

Mandatory

Remark

5.4.45.9 Parental Rating and Parental Control APIs

Test Specification ID

OIPF-DAE-API_Parental_Rating_Control-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Various APIs used to provide OITF parental rating aontrol functionality
will be tested in this section

Specification Section(s)

[DAE] §7.9

Test Cases

» Check thasetParentalControlStatus@PI is used by
application/oipfParentalControlmanagebject for setting the status of
parental control

» Check thagetParentalControlStatus@PI is used by
application/oipfParentalControlmanagebject for getting the status of
parental control

» Check blockage status of non parental rated progesithrough
getBlockUnrated(API of application/oipfParentalControlmanagembject

» Check that the index of the parental rating schismetrieved through
indexof()API of ParentalRatingSchensass

» Check that string representation of rating for ptakrating scheme can be
accessed in array notation throutgm() API of ParentalRatingScheme
class

» Check for retrieval of URI of icon representingimgtof parental scheme
throughiconURI() API of ParentalRatingSchen®ass

» Check for access of parental rating schemes ity awgtation througlitem()
API ParentalRatingSchemeCollectiobject

» Check for creation and addition of n@®arentalRatingSchemabject to
ParentalRatingSchemeCollectitiroughaddParentalRatingScheme{pPI

* Check for getting reference BlrentalRatingSchenmbject associated
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with given scheme name througatParentalRatingSchemeXpPI

» Check that parental rating values can be accessauldy notation through
item() API of ParentalRatingCollectiombject

» Check for creation and addition BarentalRatingobject for a given
parental rating scheme and parental rating, faogramme or channel, to
ParentalRatingCollectionhroughaddParentalRating(API

Preconditions « OITF has indicated <parentalcontrol> element wihue “true” in
capability profile

* The Testing Target is configured with the Test Mgera

e OITF is authenticated on the network and has lagth¢he first page

Priority Mandatory

Remark

5.4.45.10 Scheduled Recording APIs

Test Specification ID OIPF-DAE-API_Scheduled_Recording-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF Scheduled recaydiinctionality will be
tested in this section

Specification Section(s) [DAE] §7.10
Test Cases » Check for following application/oipfRecordingSchéeiuobject APIs
0 Test forrecord() API
0 Test forrecordAt()API
0 Test forgetScheduledRecording#PI
0 Test forgetChannelConfig(API
0 Test forremove()API

0 Test forcreateProgrammeObject@PI
» Check for access of scheduled recordings in aro#ation throughtem()
API of ScheduledRecordingCollectiabject
» *Check for extension tapplication/oipfRecordingSchedulfar control of
recording through following APIs
0 Test forgetRecording(API
0 Test forremove()API
0 Test forstop()API
0 Test forrefresh()API
» Check that the values Bfecordingobject properties are obtained from th
metadata of recorded programme and are copiedgrogramme used for
the scheduling a recording by trexord() API of
application/oipfRecordingSchedulebject
¢ Check for access of Recording object in array mathroughitem() API
of RecordingCollectiorbject
» Check thaPVREvenbbjects are generated and it indicates the changes
the status of active recording
» Check for followingBookmarkCollectiorAPIs
o Test foritem() API
0 Test foraddBookmark(API
0 Test forremoveBookmark@PI

Preconditions « OITF indicates <recording> with value “true” in itapability profile

* *QITF indicates <recording> element with attribtiteanageRecordings”
with value “true” in its capability profile

» The Testing Target is configured with the Test Mgara

» OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory

Remark

4]
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5.4.4.5.11 Remote Management APIs

Test Specification ID OIPF-DAE-API_Remote_Mgmt-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APls used to provide OITF remote managerfiigrationality will be

tested in this section

Specification Section(s) [DAE] 87.11

Test Cases * Check for application/oipfRemoteManagement objeetsA

0 TestgetParameter(API

0 TestsetParameter(API

0 TesttriggerSoftwareUpdate(\PI

Preconditions « OITF indicates the <remote_diagnostics> with v&tuge” in capability
description

e The Testing Target is configured with the Test Mgara

* OITF is authenticated on the network and has lagahthe first page

Priority Mandatory

Remark

5.4.45.12 Metadata API

Test Specification ID OIPF-DAE-API_Metadata-003

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF Metadata fundaidg will be tested in
this section

Specification Section(s) [DAE] §7.12

Test Cases » Check that the MetadataSearch object is created aseateSearch() API

of application/oipfSearchManager object
» Check that the channel line up is retrieved usigtgCgannelConfig() API of
application/oipfSearchManager object
» Check for the following MetadataSearch class APIs
0 Test foraddRatingConstraint@PI
Test foraddCurrentRatingConstraint@\PlI
Test foraddChannelConstraintPI
Test fororderBy()API
Test forcreateQuery(API
0 Test forfindProgrammesFromStreani)PI
» Check for following theQueryclass APIs
0 Testforand()API
0 Test foror() API
0 Testfornot() API
» Check that the metadata search results are fefobvadthe appropriate
source, and application is notified on availability
» Check for the followingsearchResultslass APIs
0 Test foritem()API
0 Test forgetResults(API
0 Test forabort() API
0 Test forupdate()API
Preconditions « OITF supports <clientMetadata> with value “true'tidtype” attribute with
value “bcg”
« OITF that supports <clientMetadata> with value &rand “type” attribute
with value “dvb-si”, for these OITFs adherence sional

O O O O
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* The Testing Target is configured with the Test Mgara

» OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory

Remark

5.4.45.13 Scheduled content and hybrid tuner APIs

Test Specification ID OIPF-DAE-API_Sched_Content_Hybrid_Tuner-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to provide OIMideo/broadcastunctionality will be
tested in this section

Specification Section(s) [DAE] §7.13

Test Cases » Check for the following/ideo/broadcasbbject APIs
o0 Test forgetChannelConfig(API
Test forbindToCurrentChannel(A\PI
Test forcreateChannelObject@PI
Test forsetChannel(API
Test forprevChannel(API
Test fornextChannel(API
Test forsetFullScreen(API
Test forsetVolume(API
Test forgetVolume(API
0 Test forrelease()API
¢ Check support for CSS properties of video/broadohct like width,
height, position, float, top, left, right, bottorgrtical-align, padding and
padding-* properties, margin and margin-* propestigorder and border-*
properties, visibility, and display
¢ Check for the <overlaylocaltuner> support
¢ Check support for CSS opacity property and CSS3 RG@Eour values,
for any non-video XHTML element on top of video ebj
* *Check for extension tgideo/broadcasbbject for recording and time shift
through following APIs
0 Test forrecordNow()API
Test forstopRecording(API
Test forpause()API
Test forresume()API
Test forsetSpeed®PI
Test forseek()API
Test forstopTimeshift(API
0 Test forsetChannel(API
* Check for extension teideo/broadcasbbject for playback through
following APls
o0 Test forgetComponents@PI
0 Test forgetCurrentActiveComponents{pI
0 Test forselectComponent@PI
0 Test forunselectComponent8PI
* **Check for extension teideo/broadcasbbject for channel scan through
following APIs
0 Test forstartScan()API
0 Test forstopScan(API
o ***Check for creation of channel list from SD&Sdgments through
createChannelList(API as extension ofideo/broadcasbbject
« Check for creation of filtered list of channelsabighcreateFilteredList()
API of ChannelConfigclass

O OO0 O0OO0OO0OO0OOo

O O 0O O o0 O
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» Check for followingChannelListclass APIs
0 Test foritem() API
0 Test forgetChannel(API
0 Test forgetChannelByTriplet(API
0 Test forgetChannelBySourcelDAPI
o ***x*Check for extension to metadata @hannelclass through following
APls
0 Test forgetField()API
0 Test forgetLogo()API
» Check for followingFavouriteListCollectiorclass APIs
0 Test forgetFavouriteList)API
0 Test foritem() API
» **Check for extension ofavouriteListCollectiorclass through following
APls
0 Test forcreateFavouriteList(API
0 Test forremove()API
0 Test forcommit()API
» Check for followingFavouriteListclass APIs
0 Test foritem() API
0 Test forgetChannel(API
0 Test forgetChannelByTriplet(API
0 Test forgetChannelBySourcelDAPI
» **Check for extension ofavouriteListclass through following APIs
0 Test forinsertBefore(JAPI
0 Test forremove()API
0 Test forcommit()API
Preconditions + OITF supports <video_broadcast> with value “true”
* * OITF supports <recording> with value “true”
e **QITF supports <clientMetadata> with value “truaihd “type” attribute
with value “eit-pf” or “dvb-si”
o **Q|TF supports <extendedAVControl> with value tig”
o ***Q|TF indicates support for broadcast video ugiBD&S
o ***Q|TF supports <clientMetadata> with value “taf and “type”

" ou " ou

attribute with values “bcg”, “sd-s”, “eit-pf’ or “eb-si”
* The Testing Target is configured with the Test Mgera
e OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory
Remark

5.4.45.14 Media Playback APIs

Test Specification ID OIPF-DAE-API_Media_Playback-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF media playbadictionality will be
tested in this section

Specification Section(s) [DAE] §7.14
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Test Cases « Check that the resources are freed when play atat8/ object is set to 6
(error), due to unavailability of scarce resour@ess set to 0 when stopped

e Check that when ‘data’ attribute and/or the ‘typ#tibute of the
HTMLODbjectElement representing the A/V object hdfedent values, the
object goes to state 0

» Check that when available content has reachedetertd the A/V control
object is set to state 5 (finished)

» Check that when available content has reachedetbelyinning the A/V
control object is set to state 2 (paused)

< Check that the request is rejected when seek ferpezd beyond the
available content

« Check that the visibility of an A/V object does raftect its state or its use
of scarce resources

< Check that when play, on streaming content, isdah stopped,
connecting or buffering state, the A/V object gteepause state

e Check that when play, on downloaded content, ieddefore sufficient
data is downloaded, A/V object is set to errorestat

e Check that when play, on downloaded content, ieddefore sufficient
data is downloaded , A/V object is set to errotesta

» Check that when play, on recorded content, is ddikfore sufficient data
is recorded, A/V object is set to error state

< Check that initiating playback of the A/V streanesisnformation given by
Content Access Descriptor referred to by the ‘dataibute,

e Check for passing DRM-information of selected cahtend DRM system
ID as a part of <DRMControlInformation>-elementsaoontent-access
descriptor to the DRM agent

« Check for extension t&/V objectfor playback through following APIs

0 Test forgetComponents@PI

0 Test forgetCurrentActiveComponentpPI
0 Test forselectComponent@PI

0 Test forunselectComponent8PI

» Check for changing the played content item throsgfi$ource(API as
extension tA/V object for playing media

» *Check for extension t&/V object for Ul feedback of buffering A/V
content through following APIs

0 Test forgetAvailablePlayTime(\PI
0 Test forsetBufferingStrategy@PI

» Check for <object> element restrictions for memauogio

» Check for <object> element is accessible throughlthvascript A/V medial
object

« Test forplay() andstop()

Preconditions » OITF supports A/V object

« *OITF supports buffering of A/V content

* The Testing Target is configured with the Test Mgara

« OITF is authenticated on the network and has lagth¢he first page

Priority Mandatory

Remark

5.4.45.15 Miscellaneous APIs

Test Specification ID OIPF-DAE-API_Miscellaneous-003
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Various APIs used to provide OITF miscellaneousfiomality will be tested
in this section
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Specification Section(s) [DAE] 8§7.15
Test Cases » Check forapplication/oipfMDTFobject APIs
0 Test foraddFLUTEListener(API
0 Test foraddFLUTEListenerTags@PlI
0 Test forgetFLUTEListeners(API
0 Test forgetTags(API
0 Test forremoveFLUTEListener@PI
« **Check that theapplication/oipfStatusViewmbedded object provides
overall consistent graphical view for status of dévads
« **Check for following application/oipfStatusViewbject APIs
0 Test forgetMinimumlitemWidth(A\PI
0 Test forgetMinimumitemHeight(A\PI
e ***Check that at least additional monitor state redyn
“list_of _recorded_content” is supported &gplication/oipfStatusView
object
« ***Check for support of given capability by OITHitough
HasCapability()API of application/oipfCapabilitiebject
o ***xCheck for debug()API, used by application developer for debugging
Preconditions + *OITF indicates <mdtf> element with value “true” dapability profile
e **QITF supports content download

« **QITF supports at least the minor states “list_reicent_downloads” and
“list_of_downloaded_content”

o **Q|TF supports recoding functionality

o ***Q|TF supports application/oipfCapabilitieobject

o ***Q|TF supports global (Window) object

* The Testing Target is configured with the Test Mgara

¢ OITF is authenticated on the network and has lagdi¢he first page
Priority Mandatory

Remark

5.4.4.5.16 Shared Utility classes and features

Test Specification ID OIPF-DAE-API_Shared_Utility-003

Test Specification Version 1.0.0

Test Object(s) OITE

Test Specification Description | Various APIs used to provide OITF shared utilitigB be tested in this
section

Specification Section(s) [DAE] 87.16

Test Cases » Check for access of strings in array notation tgratem() API of

StringCollectionobject
» *Check that the value of given field contained intadata for the
programme is retrieved througletField()method ofProgrammeclass

» **Check that the descriptor content from DVB S| Bifogramme
descriptor is retrieved througetSIDescriptor(nethod ofProgramme
class

» Check for access ¢frogrammeobjects in array notation througkm()
API of ProgrammeCollectiombject

Preconditions « *OITF supports <clientMetadata> with value “truaich“type” attribute

with value “bcg”, “eit-pf” or “dvb-si”
» **QITF supports <clientMetadata> with value “truaihd “type” attribute
with value “eit-pf” or “dvb-si”
» The Testing Target is configured with the Test Mgera
* OITF is authenticated on the network and has lagdh¢he first page
Priority Mandatory
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‘ Remark ‘

5.4.4.6  System Integration Aspects
5.4.4.6.1 Mapping from APIs to Protocols

Test Specification 1D OIPF-DAE-Map_PROT _Interactivity-004

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | This section tests the APIs which maps Protocols fDAE
Specification Section(s) [DAE] §8.2

Test Cases ¢ Check that the content is downloaded which is diesdrin the

“contentAccessDescriptor” through registerDownlqaiiP|
* Check mapping of following APIs of CEA-2014-A AV jglot to the
HNI-IGI protocol interfaces

o play()
o stop()
o seek()
o play(0)
¢ Check that the OITF obtains the Broadcast DiscoiRgord by utilizing
UNIS-7

¢ Check setChannel() API of video/broadcast objectrfiiation of
broadcast session

¢ Check setChannel() API of video/broadcast objecstatching between
channels

¢ Check release() API that causes OITF to perforiGMP Leave on the
active broadcast session of video/broadcast object

* Check registerUser() API for IMS registration oeus
¢ Check deRegisterUser() API for IMS de-registratidmuser

» Check subscribelmsNotification() API for applicatisubscription to
notifications

« Check unSubscribelmsNotification() API for notifgithat application will
not receive unsolicited notifications

e Check mapping of following DAE APIs with the unmaea network

o play()
o stop()
o seek()
o play(0)

« Check setChannel() API of video/broadcast objectrfiation of
broadcast session

* Check setChannel() API of video/broadcast objecstdtching between
channels

¢ Check release() API that causes OITF to perforiGMP Leave on the
active broadcast session of video/broadcast object

Preconditions « The Testing Target is configured with the Test Mgara

¢ OITF is authenticated on the network and has lage¢he first page
Priority Mandatory
Remark

5.4.4.6.2 URI Schemes and Usage

Test Specification 1D OIPF-DAE-URI_Schemes_Usage_Interactivity-004
Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Testing various URI schemes and their usage
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Specification Section(s) [DAE] 88.3
Test Cases « Check for the support of corresponding protocolgiten URL scheme
Preconditions » The Testing Target is configured with the Test Mgera

« OITF is authenticated on the network and has lagth¢he first page
Priority Mandatory
Remark

5.4.4.7 Capabilities
5.4.4.7.1 DAE capability and Default Ul

Test Specification 1D OIPF-DAE-Capability_UI_Profile_Rendering-005

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Various DEA capabilities and default Ul profiles

Specification Section(s) [DAE] 89.1, [DAE] 8§9.2

Test Cases » Check that OITF supports loading of multiple sirankous applications

and running in browser
» Check that OITF supports at least 2 DAE applicaibeing visible at one
time, in notification and main browser window
» *Check for the HD output support for 1280x720 griaph
» Check for the support of unrestricted scaling ofiéfivered video
» Check that OITF supports at least one bit of pgelpalpha
» Check that OITF supports decoding of one streanta@ming audio and
video
e Check support for Tiresias Screenfont or equivalgtit the “Generic
Application Western European Character set”
» Check in OITF that it supports some means for itiexit
* Check that SSL/TLS implementation has supports for
o Key length up to 2048 bits for asymmetric encryptio
o0 Key length at least 128 bits for AES symmetric gption
0 Key length at least 168 bits for 3DES symmetricrgption
» Check that at least 100 cookie’s are supported mvaikimum of 20 per
domain
» Check that the maximum size of any individual ceadki4K
» Check that VK_0 — VK_9 key events are availabl®&E applications
» Check that VK_UP, VK_DOWN, VK_LEFT, VK_RIGHT, VK_ENER,
VK_BACK, VK_RED, VK_GREEN, VK_YELLOW, VK_BLUE key
events are available to DAE applications
» **Check that VK_PLAY, VK_PAUSE, VK_STOP, VK_NEXT,
VK_PREV, VK_PLAY_PAUSE, VK_FAST_FWD, VK_REWIND keys
events are available to DAE application
» Check that OITF supports at least one of the falhgwJ! base profile
"OITF_SDEU_UIPROF", "OITF_SD60_UIPROF",
"OITF_SDUS_UIPROF", "OITF_HD_UIPROF",
"OITF_FULL_HD_UIPROF"
» Check that server and OITF supports the concatemafia series of Ul
profile name fragments in any order
» **Check that the OITF supporting extension to chitities is advertised
using mechanism defined in [DAE] section 8.1
Preconditions + *OITF supports HD output
o **QITF supports VK_PLAY, VK_PAUSE, VK_STOP, VK_NEXT
VK_PREV, VK_PLAY_PAUSE, VK_FAST_FWD, VK_REWIND keys
» **QITF supports an extension to the capabilitiesigh is defined using a
combination of a base Ul Profiles and a (numbetJfiProfile fragment(s)
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* The Testing Target is configured with the Test Mgara
» OITF is authenticated on the network and has lagth¢he first page

Priority Mandatory
Remark

5.4.4.7.2 CEA-2014 Capability Negotiation and Extensions

Test Specification ID OIPF-DAE-CEA_Negotiation_EXTN_Rendering-005

Test Specification Version 1.0.0

Test Object(s) OITF, Server

Test Specification Description | VVarious CEA-2014-A capabilities negotiation will bested under this section
Specification Section(s) [DAE] 89.3

Test Cases * Check that the control over OITF local tuner fuantlity by the server is

indicated in capability exchange mechanism by elémigleo_broadcast

* Check that OITF support for overlay over local tuneleo broadcast is
indicated by <overlaylocaltuner> having either alu
none|on-off|global|per-pixel

¢ Check for the rendering of broadcasted content Bv@n OITF is
indicated in capability exchange mechanism by elémigleo_broadcast

* Check that OITF support for overlay over IP videoducast is indicated by
<overlaylPbroadcast> having either value none|djgtlobal|per-pixel

¢ Check that control for recording functionality of T by server, is
indicated in capability exchange mechanism by elgmescording>
having either value true|false

¢ Check that for recording OITF uses supported mefopdonveyance of
channel list to server

¢ Check that support for content download to a clieimdicated by
<download> element in client capability

* Check that OITF support for parental control isicated by
<parentalcontrol> element in capability profile &iyher value true|false

¢ Check that OITF support for extended A/V API isicated by
<extendedAVControl> element in capability profilg &éither value
true|false

¢ Check that OITF support for client side metadatacpessing and APIs is
indicated by <clientMetadata> element in capabypitgfile by either value
truelfalse

* Check support for modification in OITF configuratiand settings by
applications is indicated by <configurationChangeement in OITF
capability profile by either value true|false

¢ Check that OITF support for IMS API is indicated €iyns> element in
client capability profile by value either true|fals

* Check that OITF support for handling DRM protectedtent is indicated
by <drm> element

¢ Check that OITF support for streaming A/V contentlient is indicated by
non-empty list of <audio_profile> and/or <video_file> elements in the
RUI client capability description

¢ Check for support for new attribute namely “DRMS&ystD” for
<audio_profile> and <video_profile> elements

* Check that client provides the list of supportediawand video profiles
through <audio_profile> and/or <video_profile> witlype” attribute
having value as application/vnd.oipf.ContentAccéiesBning+xml

¢ Check that OITF support for remote diagnosticeiiédated by
<remote_diagnostics> element in capability prdfijeeither value
truelfalse

¢ Check OITF support for SVG

* Check that OITF support for 3rd party polling metisan is indicated by
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<pollingNotifications> element by either value tffia¢se

* Check OITF support for multicast delivery termimatifunction is indicateg
by <mdtf> element by either value true|false

« Check support for extensions to the capability iFaflements defined in
[Req. 5.2.1.a] of [CEA2014A]

Preconditions « OITF support for new elements is defined by schdeszribed in [DAE]
Annex F

* The Testing Target is configured with the Test Mgara

« OITF is authenticated on the network and has lagth¢he first page

Priority Mandatory

Remark

5.4.4.8 Security

5.4.4.8.1 Application / Service Security and User Authentication

Test Specification ID OIPF-DAE-App_Service_Security-006

Test Specification Version 1.0.0

Test Object(s) OITF

Test Specification Description | Performs necessary security checks for applicatimhuser authentication

Specification Section(s) [DAE] 810

Test Cases » Check that OITF authenticates the server during@ Afandshake through|a
valid X.509v3 certificate (granted by a certificatathority that is trusted by
the OITF)

» Check that OITF matches the hostname or (sub) donane of the
HTML document’s URI with the hostname or (sub) domzame as
specified in the X.509v3 certificate

» Check that OITF support the Online Certificate @&a®rotocol (OCSP), to
determine the current validity of the X.509v3 deatite

» Check that OITF supports a private certificate esien for X.509v3
certificates called “permissions”

» Check that OITF throws an error with the messadgevéSecurityError"
when server does not have the necessary accedegeé/but user may
override this decision

» Check that the server specifies the use of TL®&wh HTML document
that accesses privileged functionality

» Check that the server has exposed a valid X.508xHicate during the
TLS certificate handshake

» Check that server can request an OITF for certaimjssions to access
privileged functionality through a private certdi® extension

» Check for the security requirement of tuner congirad lineup (if it is
supported)

o Check that authenticated server, which has negepsailege,
obtains the channel line up of (local) tuner frofTP

0 *Check that OITF does not convey the Client Charigting to the
server through HTTP POST or getChannelConfig() tanolws an
error as defined in [DAE] section 10.1.1

0 *Check that OITF denies the requests to switchcalltuner to
another channel by throwing an error as defindi#E] section
10.1.1

e Check for the security requirement for recordirigt (is supported)

o Check that authenticated server, which has negepsailege,
schedules the broadcast recording on OITF

0 *Check that OITF denies server request to access
application/oipfRecordingScheduler object and tts@m error as
defined in [DAE] section 10.1.1
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0 *Check that OITF does not convey the Client Charigting to the
server through HTTP POST or getChannelConfig()
0 Check that authenticated server, which has negepsailege,
schedules recording of current broadcast on OITF
0 *Check that OITF denies the request to start raogrdf current
broadcast and throws an error as defined in [DASEtien 10.1.1
0 Check that OITF restricts the visibility and comtower scheduled
recordings to those scheduled recordings that imérated through a
server from the same FQDN that scheduled the reagsd
Check for the security requirement for content doad (if it is supported)
0 Check that authenticated server, which has negepsailege,
initiates a download on OITF
0 *Check that OITF does not start the content dowshleeen after
receiving a content-access description documergnwhe server is
unauthentic
Check for the security requirement for DRM relatedctionality (if it is
supported)
0 Check that authenticated server, which has negepsailege,
interacts with the DRM agent of OITF
0 *Check that OITF throws an error as defined in [AEction 10.1.1
when an application loaded from the server attempéecess
properties or methods of DRM agent object
Check for the security requirement for IMS functdty (if it is supported)
0 Check that authenticated server, which has negepsailege,
interacts with IMS functionality of OITF
0 *Check that OITF throws an error as defined inisec10.1.1, when
an application loaded from the server tries to sseay classes,
properties or methods defined in [DAE] section 7.8
Check for the security requirement for metadata@seing functionality (if
it is supported)
0 Check that authenticated server, which has negepsailege,
interacts with search manager of OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when an application loaded from the server attetgpéecess
properties or methods of search manager
0 Check that authenticated server, which has negepsailege,
accesses extensions to video/broadcast for Elihfpffmation of
OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when an application loaded from the server attetgpéecess
programme properties of video/broadcast
Check for the security requirement for configuratand setting
functionality (if it is supported)
0 Check that authenticated server, which has negepsailege,
interact with configuration functionality of OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when loaded application from server tries to aceessof the classes,
properties or methods defined in [DAE] section 7.3.
Check for the security requirement for APIs for Gliinder control of
service provider for accessing extended tuner cbAPIs (if it is
supported)
0 Check that authenticated server, which has negepsailege,
interact with extended tuner control APIs of OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when loaded application from server tries to acesegsof the classeg,
properties or methods defined in [DAE] section 7713
Check for the security requirement for APIs for Gliinder control of
service provider for accessing extended PVR ARIis i§ supported)
0 Check that authenticated server, which has negepsailege,
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interact with extended PVR APIs of OITF
0 *Check that OITF throws an error as defined in [AEction 10.1.1
when loaded application from server tries to aceessof the classes,
properties or methods defined in [DAE] section 7410
« Check for the security requirement for APIs for ®linder control of
service provider for accessing download managet i6fsupported)
0 Check that authenticated server, which has negepsailege,
interact with download manager of OITF
0 *Check that OITF throws an error as defined in [AEction 10.1.1
when loaded application from server tries to aceessof the classes,
properties or methods defined in [DAE] section 3.4.
« Check for the security requirement for APIs for ®linder control of
service provider for accessing all downloads
0 Check that authenticated server, which has negepsailege,
manages downloads which are not initiated by ctiapplication on
OITF
0 *Check that OITF throws an error as defined in [AEction 10.1.1
when loaded application from server tries to acteisgproperty
defined in [DAE] section 7.4.3
» Check for the security requirement for remote damgic and management
API (if it is supported)
o Check that authenticated server, which has negepsailege,
interact with remote diagnostic and managementtiomality of
OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when loaded application from server tries to aceessof the classes,
properties or methods defined in [DAE] section 7111
» Check for the security requirement for parentaltadmanager (if it is
supported)
0 Check that authenticated server, which has negepsailege,
interact with parental control manager functionyadif OITF
0 *Check that OITF throws an error as defined in [JAEction 10.1.1
when loaded application from server tries to aceessof the classes,
properties or methods defined in [DAE] section Z.9.

Preconditions « *Server does not have the necessary privilegesi®nbt properly
authenticated

* The Testing Target is configured with the Test Mgera

e OITF is authenticated on the network and has lagth¢he first page

Priority Mandatory

Remark

5.5 Procedural Application Environment (PAE)

No test areas are defined for the Procedural Aatitin Environment

5.6 Authentication, Content Protection and Service Protection (CSP)

The test area for CSP can be divided into the vatig parts:

» User Authentication
» Content Protection (DRM functionality)

o Terminal Centric Approach
o Gateway Centric Approach

» Cl+ based Gateway Centric Approach
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e OITF side testing
e CSPG-CI+ side testing

* DTCP-IP based Gateway Centric Approach

e OITF side testing
e CSPG-DTCP side testing

56.1 User Authentication

5.6.1.1  Prerequisites
None

56.1.2 Test Method

As referred to in Figure 7, the Test Manager canfig the OITF driver and the Test driver accordmnthe test case
requirement. The configuration done enables thpgreequence of messages between the Test Tadgtteafiest
Server. Test drivers are used to trigger the mesag between the OITF and the Test Server. Theesece of this
message flow will be controlled by the Test Managessting will also require some network analydingjs. The test
case will be the message flow sequence betweelifie and the Test Server. For this, a DAE applaratvill run on
the OITF functioning as the OITF Driver, as desedlbelow. It will inform the Test Manager about therent test case
under execution. The Test Manager will then appabgly configure the Test Server for sending respamessages as
required by the test case.

For User Authentication, interactions done overliiS-14 interface between the OITF and the SAA bd tested. A
request for authentication will be triggered frdme OITF and then the SAA checks the details froenuer database
and responds accordingly. The details in the uataldise can be varied to create various scenariosér
authentication, e.g. in case of HTTP digest autbatibn, the OITF will send a user name, passwartiaparticular
value based on the user name and password ongtsedbavhich authentication will be done. The OlDHRver can
request the Test Manager to provide a DAE appticatihich can be an HTML page which will ask theruse their
user ID and password. This ID and password wilthecked asynchronously by a PHP script runnindherStAA
(simulated authentication server). If the authextitin is successful then the user is consideretid user.

The testable aspects of User Authentication aszdntions between the OITF and the SAA and betwee$AA and
the user database for adherence to a specificAlghentication Protocol.

» Checking the message flow for the request and resspsequence and the specific fields within these
request/response messages according to the prowead)

5.6.1.3 Test Environment

The test environment for CSP User Authenticatiodisplayed in Figure 7 and each component in tvir@mment is
described below.

* Test Manager:

It controls the test environment according to #wt tase. For this, it configures the OITF drived the Test
driver (for the Test Server) to manage the sequehosessages according to the test case to betexecu

e Test Target:
It contains the OITF functionality.

e Test Server:
It contains the SAA Simulator.

e  OITF Driver:

It triggers the OITF target to check the authetiticaprocedures with the SAA simulator. It will BeDAE
application.

» Test Driver:
It triggers the Test Server to control the authetibn procedures with the SAA simulator and Usatabase.

* OITF Test Target:
It contains the OITF functionality. Initial requedbr testing will be triggered from here.
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*  SAA Simulator:

It contains the SAA functionality. It will commurate with the OITF and the user database for user
authentication.

+ User Database Simulator:
It contains the user database functionality. Iphehe SAA in retrieving details about the usengei

authenticated.
Test Manager
Configuration Configuration
for test case for test case
¥ ¥
OITF Driver Test Driver
Trigger Trigger response
message ¥
Test Server
* UNIS-14
QITF (DAE) SAA R
Checking user Database
Credentlals. (Userﬂ_icense)
Fetching licenses.
Test Target

Mote: At each interface, messages are logged and analyzed with netwaorls analyzer.

Figure 7 - Test Environment for CSP — User Authentiation

5.6.1.4  Test Specification for CSP — User Authentication

Test Specification ID OIPE-CSP-HTTP-001

Test Specification Version 1.0.0

Test Object OITF

Test Specification Description | Check that the OITF support basic HTTP capabilities

Specification Section(s) [CSP] 85.2.3

Test Cases + Verifies OITF supports service initiation through ldTTP GET request

« Verifies OITF support for re-direction during sexwiinitiation

« Verifies OITF support for HTTP URL Parameters at/ge redirection
« Verifies OITF support for Cookies

» Verifies OITF support for HTML forms

» Verifies OITF support for HTTP POST forms

» Verifies OITF supports TLS

« Verifies OITF supports SSL

Preconditions + Test Object is connected to reference network
e Test Object is successfully powered on

Priority Mandatory

Remark
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Test Specification ID

OIPF-CSP-AUTH-001

Test Specification Version 1.0.0

Test Object OITE

Test Specification Description | Check that the OITF support Authentication Captbsi
Specification Section(s) [CSP] 85.4.4

Test Cases

« Verifies OITF initiates initial GBA request aftenccessful user registratio

« Verifies OITF initiates Initial GBA procedure aftsuccessful user
registration

¢ Verifies OITF retrieval for the GBA keys needed &rHTTP session

» Verifies OITF initiates an HTTP session using GBAreentication.
Requested service supports GBA

» Verifies OITF performs HTTP Digest using GBA auttieation.
Requested service supports GBA.

=)

Preconditions

e Test Object is connected to reference network
e Test Object is successfully powered on

Priority

Mandatory

Remark

Test Specification ID

OIPF-CSP-AUTH-002

Test Specification Version 1.0.0

Test Object 1G

Test Specification Description | Check that the IG support Authentication Capabiiti
Specification Section(s) [CSP] 85.4.4

Test Cases

Verifies 1G supports the GBA authentication proaedwhen triggered by
OITF to perform it

Preconditions

» Test Object is connected to reference network
» Test Object is successfully powered on

Priority

Mandatory

Remark

Test Specification ID

OIPF-CSP-IMS-001

Test Specification Version 1.0.0

Test Object OITE

Test Specification Description | Check that the OITF support IMS registration
Specification Section(s) [CSP] 85.5

Test Cases

« Verifies OITF initiation of an HNI-IGI registratioRequest (IMS AKA)
« Verifies OITF initiation of an HNI-IGI registratioRequest (SIP DIGEST)

Preconditions

« Test Object is connected to reference network
« Test Object is successfully powered on

Priority

Mandatory

Remark

Test Specification ID

OIPF-CSP-IMS-002

Test Specification Version 1.0.0

Test Object 1G

Test Specification Description | Check that the 1G support IMS registration
Specification Section(s) [CSP] 85.5

Test Cases

» Verifies IG support performing IMS-AKA registration
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» Verifies IG support performing SIP Digest Basechauatication
» Verifies IMS registration (IMS-AKA) at IG power up
« Verifies IMS registration (SIP Digest) at IG powgy

Preconditions + Test Object is connected to reference network
e Test Object is successfully powered on
Priority Mandatory
Remark
Test Specification ID OIPF-CSP-SESSION-001
Test Specification Version 1.0.0
Test Object OITF
Test Specification Description | Check that the OITF support session management
Specification Section(s) [CSP] 85.6
Test Cases « Verifies OITF support for Cookie Session — Stor®gpkie

» Verifies OITF support for Cookie Session — Updat@apkie

» Verifies OITF support for cookie deletion by a user

e HTTP Authentication Session — Sharing Authenticattarameters (HTTP
Basic)

e HTTP Authentication Session — Sharing Authenticatf@rameters (HTTP
Digest)

e HTTP Authentication Session — Sharing Authenticgatf@rameters (GBA
Credentials)

Preconditions + Test Object is connected to reference network
» Test Object is successfully powered on

Priority Mandatory

Remark

5.6.2  Terminal Centric Approach

5.6.2.1 Prerequisites
None

56.2.2 Test Method

As shown in Figure 8, the Test Manager configunesQITF driver and the Test driver according tt tese
requirements. The configuration done enables tbpasrsequence of messages between the Test TadgteaTest
Server. Test drivers are used to trigger the mesag between the OITF and the Test Server. Thheieace of this
message flow will be controlled by the Test Manadesting will also require some network analydimgjs. The test
case will be the message flow sequence betweedlifie and the Test Server. For this, a DAE applaratvill run on
the OITF functioning as the OITF Driver, as desedlbelow. This application will contain JavaScripitines each
invoking appropriate CSP agent API calls for tridgg the message flow from the OITF for each teskc It will inform
the Test Manager about the current test case @nxe@eution. The Test Manager will then appropriatelgfigure the
Test Server for sending response messages asa@édwithe test case. The OITF Driver will have wa$zript in which
sequence for a particular test case is describ@dDRM testing, the DAE application can trigger test cases through
its sendDRMmessage API and can check the resuufress or failure through the naotification han¢decallback
function).

For the terminal centric DRM approach, the LiceBsever will be simulated as the test server. Theragtions between
the CSP client and the License Server uses the {@IFMBT interface, which needs to be tested as pespécification of
the content protection solution used. For exampleen using the Marlin Protocol for the case of hise Evaluation,
various message exchanges will be tested. Messagdase of different types, such as the requestdaiee the License
Evaluation action token, the Configuration tokem &tcan be achieved by varying the value of thet parameter in the
DAE sendDRMmessage(...) API. For the license evaluathere can again be different test cases gemerat the
license database, we can vary the format of licetsénject invalid licenses and ensure that th® Cl&nt responds
with a proper error message. The message flovaighle License Server interacts with the Licendatmiese and fetches
the license which will be delivered to OITF. Thisense is given by the OITF to the CSP client, g€d$P-1 interface.
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Various scenarios for the testable aspects of greihal Centric DRM Approach, using the Marlin prool
could be:

o0 Marlin Registration
» Node Acquisition
* Link Acquisition

0 License Acquisition
0 License Evaluation
o0 Marlin Deregistration

5.6.2.3 Test Environment

The test environment for CSP Terminal Centric Aggiois displayed in Figure 8, and each componettiain
environment is described below.

Test Manager:

It controls the test environment according to &t tase. For this, it configures the OITF drived the Test
driver (for the Test Server) to manage the sequehoeessages according to the test case to betexkecu
Test Target:

It constitutes the OITF and the CSP client.

Test Server:
It constitutes the SAA Simulator and the CSP-T 8erv

OITF Driver:

It triggers the OITF target to send the sequenatientication/DRM messages to the SAA simulatdhe
CSP-T Server as per the test case. It will be a BpfElication and it will communicate with the teshnager
for obtaining the DRM message sequence specificditam the test manager.

Test Driver:

It triggers the Test Server to send the sequeneeatbentication/DRM messages to the OITF, User lixesta
and the License Database as per the test case.

OITF Test Target:

It contains the OITF functionality. Initial requedbr testing will be triggered from here.

SAA Simulator:

It contains the SAA functionality. It will commurate with the OITF and the user database for user
authentication.

User Database Simulator:

It contains the user database functionality. Iphe¢he SAA in retrieving details about the user for
authentication.

CSP-T Server:

It contains the CSP-R Server functionality. Forragée, it can be used to simulate the Marlin Broamb&erver
(Bluewhale) functionality as per the case test cageirements for testing the Terminal Centric DBpproach.

CSP Client:
It is the CSP Agent functionality in the Residehhiatwork.

License Database:
It provides the required licenses required to vibavprotected content.
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Test Manager

Configuration Configuration
for test case for test case
h 4 ¥
OITF Diriver Test Driver
Trigger Trigger response
message Y
Test Server
* UNIS-14
OITF (DAE) SAA R
CSP.1 1 Checking user Database
interface credentials. (UseriLicense)
¥ UMIS-CSET Fetching licenses.
CSP Agent (e * CSPT
Test Target

Note: At each interface, messages are logged and analyzed with network analyzer.

Figure 8 - Test Environment for CSP — Terminal Centic Approach

5.6.3 Cl+ based Gateway Centric Approach

5.6.3.1  Prerequisites
None

5.6.3.2 Test Method
This involves the testing of the interface andgné¢ion with the CSPG-CI+ module including:

» Playing protected A/V content.
» Command interface to the CSPG-CI+.
The tests will be performed using a DAE applicationning on the target. The DAE application allows:
» Playing protected content using the A/V plug-ineatj e.g. the CEA-2014-A A/V streaming object a th
video/broadcast object.

* Sending messages to the CSPG-CI+ module and cgteliamts from the CSPG-Cl+ module using the
application/oipfDrmAgent object.

The following parts cannot be tested, as they atalefined in the Open IPTV Forum specification:

* CSPG-CI+ protected content played from a nativdiegipon.
» Use of CSPG-CI+ specific metadata, as defined BH[Csection 4.2.3.10

5.6.3.2.1 OITF side testing of the CSPG-CI+ module,

The CSPG-CI+ module plugged in to the OITF is a GSR+ test module which has an IP connection toGB€-G test
server (this connection is made via the IP conoaatf the OITF ).

To avoid the need for a complete CAS system, thatieur of the CSPG-CI+ Test module is driven by Trest
Manager, using the IP connection established betageSP-G test server and a CSPG-CI+ test modoke: M test
descriptions, all requests from the Test ManagéneédCSPG-Cl+ Test Module, and reports from the GERP+ to the
Test Manager are proxied through the CSP-G Teseg&er
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The Test DAE application, Web Test Server or CSPPe& Server report the test results to the Testdden

CSPG CI+ OITF Test Web Test AV Content CSP-G Test
Test Module Manager Server Test Server Server

DAE application | |
| Set Current Test |
SetCurrentTest (in ﬂl)AE application) ! | |
I
I
|

kl
»

P
«
>

| Descramble request

[
Descramble request

Play Content

v

Play Content (from d)AE application)
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Figure 9 - Sequence diagram of a descrambling test

As an example, Figure 9 presents the sequenceadiaigr a descrambling test. This is a simplifieewviof the
exchanges between the different elements, as & "oeshow all Cl+ exchanges between the OITF badCSPG-Cl+
gateway.

The CSPG-CI+ Test Module is connected to the CSRe& Server (via the OITF). The Test Manager céstite
behaviour of the CSP-G Cl+ Test Module via the @SPest Server.

The Test Manager drives the test via the Web Teste® and the Test DAE application by setting whiett must be
performed.

In this sequence:

» The DAE application requests playing of the pratdatontent (as requested by Test Manager).

* The OITF gets the protected content from the A/\h8at Test Server and passes it to CSPG-CI+ tegtiimo
* The CSPG-CI+ test module descrambles the conteme(piested by Test Manager).

* The DAE application and CSPG-CI+ test module repieettest results to the Test Manager.

Note that even if no specific CAS system has tefezified, content has to be scrambled. The corgestrambled
using a fixed CW. This scrambling is signalledhe fTransport Scrambling Control Bits by settingthe 01
(Scrambling with the DEFAULT content key). The TE®IAS_SYSTEM_ID is signalled as usual in the PMThef
MPEG2-TS stream.

5.6.3.2.2 CSPG-CI+ testing
The OITF is a Reference OITF supporting CSPG-Cl+.
The CSPG-CI+ manufacturer will be provided witht @ta from the test database to adapt:

e Test AV content in clear, to protect it with the 8Aystem in the CSPG-CI+ module.
» Test web pages, to adapt them with CAS or CSPGs@éctific messages.
» Metadata files, to adapt them with CAS or CSPG-§pecific messages
The CSPG-CI+ manufacturer will provide the adapést data and the optional Head-End Server (CSRr&ES.

118 of 131



Test Specification Overview — V1.0.0 — 2010-11-15

5.6.3.3 Test Environment
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Figure 10 - Test Environment for CSP — CSPG-CI+ OIF side testing
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The test environment for OITF side testing of CSBIG-is displayed in Figure 10, and the test enwinent for
CSPG-CI+ testing is displayed in Figure 11. Eaamponent in these test environments is describemhbel
» Test Case Data Base:
It consists of the A/V content database, web pajaelthse and metadata database.

0 A/V content database:

The A/V content streams are stored in the A/V contatabase.
o0 Web page database:

The web pages are stored in the web page database.
0 Metadata database:

The metadata files are stored in the metadata ase¢ab

 Web Test Server:
It provides the DAE web pages from the web pagaliete to the target.

* A/V Content Test Server:
The A/V Content Test Server (acting as the Coriexlivery FE) delivers content (i.e., scheduled eohbr
CoD) to the target. It can be configured by thetanager to deliver appropriate content to thettaget (i.e.
the OITF).

* Remote Management Test Server:
The Remote Management Test Server allows manalgin@ITF through TR-069 stacks and protocols. It is
configurable by the Test Manager.

* Metadata Test Server:
It provides metadata to the target. It can be goméd by the Test Manager to deliver appropriateadsa to
the test target (i.e. the OITF) or the Referenc&FOI

 CSPG-CI+ Test Module
It consists of a Cl+ module implementing CSPG-Glndtions and triggering CSPG-Cl+ events and funetio
It embeds the test CAS function and is conformaitit the OIPF specific requirements (SAS resource
management including OIPF_APPLICATION_ID and OIPERGCI+ dedicated APDUS).

» Standard DVB-CI Module
A standard DVB-CI module is needed to test openatia the Cl+ mode only. It is not representedhan t
figure. The CSPG-CI+ Test Module could also be goefigured to work in DVB-CI mode only for the same
purpose.

» CSP-G Test Server
It communicates via the test target (OITF) with €8P G-CI+ test module for the testing of the Ciw kpeed
communication functionality. It stands for the CIEP-G Server.

e Optional CSP-G Server
It communicates via the OITF with the Test TarggSPG-ClI+). It is provided, if necessary, by the CAS
vendor.

* Test Target (OITF):
This is the tested OITF entity for CSPG-CI+ OITH8estesting.

» Reference OITF with CSPG-Cl+:

This is the reference OITF entity for CSPG-CI+ diglgting. It includes a native application whicloaks
testing of specific CSPG-Cl+ APDUs, which are maeifaced to DAE applications.

e Test Target (CSPG-CI+):
This is the tested CSPG-CI+ module for CSPG-Cltintgslt is associated with the CSPG-Cl+ Server.

* Test Manager
This entity controls the overall testing. It configs the different test servers and checks thdtsesu
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5.6.3.4

Test Report Generator (TRG):

This entity is responsible for maintaining the tegfs. The test management interface will be useddord
management information generated by the Test Manage

Test Specification for CSP — Cl+ based gateway Centric Approach

5.6.3.4.1 OITF - Discovery and capabilities

Test Specification ID

OIPF-CSP-OITF-CI+-001

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approach P&EI+ discovery and
signalling in capabilities -

Specification Section(s)

[CSP] §4.2.1, [CSP] §4.2.2, [CSP] §4.2.3
[DAE] §7.7, [DAE] §9.3.10
[PROT] §5.3.1, [PROT] §6.3.1, [PROT] Annex K, [PRPAnnex D.2

Test Cases

¢ CSPG-CI+ discovery using DAE Gateway Discovery @aatrol APIs

« Signalling of CSPG-CI+ support using CEA-2014-A ahitity negotiation
and extensions

¢ Signalling CSPG-CI+ capabilities using TR-069

« Signalling CSPG-CI+ capabilities in UE Profile M$ Service Discovery
Procedure.

Preconditions

e The Test Object/Testing Target OITF is connecteithéatest network
e Test Object should have access to metadata angages

Priority

Optional

Remark

5.6.3.4.2 OITF - CI+ low-speed communication resource

Test Specification ID

OIPF-CSP-OITF-CI+-002

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approachpp8u for Cl+ low speed
communication resource

Specification Section(s)

[CSP] §4.2.1, [CSP] 8§4.2.2, [CSP] §4.2.3

Test Cases

Cl+ low-speed communication resource

Preconditions

» The Test Object/Testing Target OITF is connecteithéatest network

» Test Object should have access to test A/V contemtadata and web
pages

Priority

Optional

Remark

5.6.3.4.3 OITF - Operation in Cl+ mode only

Test Specification ID

OIPF-CSP-OITF-CI+-003

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approach er&@jon in Cl+ mode
only

Specification Section(s)

[CSP] §4.2.1, [CSP] §4.2.2, [CSP] §4.2.3

Test Cases

Operation in Cl+ mode only
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Preconditions

* The Test Object/Testing Target OITF is connecteithéatest network

» Test Object should have access to test A/V contemtadata and web
pages

Priority

Optional

Remark

Either a standard DVB-CI module is needed or theG<£ I+ Test Module is
pre configured to work in DVB-CI mode only

5.6.3.4.4 OITF - Integration to DAE application

Test Specification ID

OIPF-CSP-OITF-CI+-004

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approacheghation to DAE
application

Specification Section(s)

[CSP] 84.2.1, [CSP] §4.2.2, [CSP] §4.2.3

Test Cases

¢ Management of DRM messages
« Management of rights events
« Management of parental control events

Preconditions

* The Test Object/Testing Target OITF is connectetthéotest network
» Test Object should have access to test A/V contemtadata and web
pages

Priority

Optional

Remark

5.6.3.4.5 OITF - Protected content handling

Test Specification ID

OIPF-CSP-OITF-CI+-005

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approachoteleted content handling

Specification Section(s)

[CSP] §4.2.1, [CSP] §4.2.2, [CSP] §4.2.3

Test Cases

» Scheduled content sent in multicast mode

* On demand content sent in unicast streaming mode
* On demand content sent in unicast HTTP mode

* On demand content downloaded

Preconditions

* The Test Object/Testing Target OITF is connecteithéatest network
» Test Object should have access to test A/V contemtadata and web
pages

Priority

Optional

Remark

5.6.3.4.6 OITF — Metadata handling

Test Specification ID

OIPF-CSP-OITF-CI+-006

Test Specification Version

1.0.0

Test Object(s)

OITF

Test Specification Description

Support for Cl+ based gateway-centric approach talia handling

Specification Section(s)

[CSP] §4.2.1, [CSP] §4.2.2, [CSP] 84.2.3

Test Cases

e Content Access Download Descriptor with metadataCfePG-Cl+
e Content Access Streaming Descriptor with metadat&SPG-Cl+
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Preconditions » The Test Object/Testing Target OITF is connecteithéatest network
» Test Object should have access to test A/V contemtadata and web
pages
Priority Optional
Remark

5.6.3.4.7 OITF — Personal Video Recorder and Time-Shifting

Test Specification ID OIPF-CSP-OITF-Cl+-007
Test Specification Version 1.0.0
Test Object(s) OITF

Test Specification Description | Support for Cl+ based gateway-centric approachrsdpal Video Recorder
and Time-Shifting

Specification Section(s) [CSP] 84.2.1, [CSP] 84.2.2, [CSP] §4.2.3

Test Cases » Personal Video Recorder with Cl+ PVR resource

¢ Personal Video Recorder with Cl+ URI

« Time shifting with Cl+ PVR resource

¢ Time shifting with Cl+ URI

Preconditions « The Test Object/Testing Target OITF is connecteithéatest network
» Test Object should have access to test A/V contemtadata and web
pages
Priority Optional
Remark

5.6.3.4.8 CSPG-CI+ - Discovery and capabilities

Test Specification ID OIPF-CSP-CSPG-CI+-001
Test Specification Version 1.0.0
Test Object(s) CSPG-Cl+
Test Specification Description | Support for Cl+ based gateway-centric approachse@iery and capabilities
Specification Section(s) [CSP] 84.2.1, [CSP] 84.2.2, [CSP] 84.2.3
Test Cases CSPG-CI+ discovery
Preconditions » Reference OITF supporting CSPG-CI+ is successtuhynected to the test
bench.
» Reference OITF should have access to test A/V atsitenetadata and wep
pages
e The test target CSPG-Cl+ module is inserted inGhslot.
Priority Mandatory
Remark

5.6.3.4.9 CSPG-CI+ - Protected content handling

Test Specification ID OIPF-CSP-CSPG-CI+-002

Test Specification Version 1.0.0

Test Object(s) CSPG-Cl+

Test Specification Description | Support for Cl+ based gateway-centric approachoteeted content handling

Specification Section(s) [CSP] 84.2.1, [CSP] 84.2.2, [CSP] 84.2.3

Test Cases MPEG-2 TS handling

Preconditions » Reference OITF supporting CSPG-CI+ is successtulhnected to the
test bench.

« Reference OITF should have access to test A/V otsitenetadata and

web pages
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e The test target CSPG-CIl+ module is inserted inGhslot.

Priority Mandatory
Remark

5.6.3.4.10 CSPG-CI+ - APDU handling

Test Specification ID OIPF-CSP-CSPG-CI+-003

Test Specification Version 1.0.0

Test Object(s) CSPG-CI+

Test Specification Description | Support for Cl+ based gateway-centric approach BRandling
Specification Section(s) [CSP] 84.2.1, [CSP] 8§4.2.2, [CSP] §4.2.3

Test Cases » DRM message APDUs

« Rights info/error event APDU

« Parental control info/error APDUs
* Parental control APDUs

¢ Access info APDU

Preconditions » Reference OITF supporting CSPG-Cl+ is successtulhlynected to the test
bench.
« Reference OITF should have access to test A/V atsitenetadata and web
pages
¢ The test target CSPG-Cl+ module is inserted inGhslot.
Priority Mandatory
Remark

5.6.4 DTCP-IP based Gateway Centric Approach

No test areas are defined for this function.
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6 SOLUTION INTEROPERABILITY TEST

6.1 Test Method

Solution Interoperability Test validates the interking of the test device with other functions tbatprise the IPTV
solutions. Important issues such as message seéggetiee execution order of methods and inter-fiamctlynamics can
be addressed. In this type of testing, the whol®®¥ system should be modelled for its behaviatireg in the form of
simulators or reference nodes..

The test environment consists of a Test managesaveral simulators. The Test Manager include®uarsupporting
tools required for testing such as the Test ReBerterator, Protocol Analyzer, etc. Each simulagpresents a device or
system which is provided as part of an IPTV systéhe simulator which represents the functionalityhe test device

is replaced with the actual target device and teisteoordinated by the Test Manager. The Test anperforms test
cases for the target device, and reports theeasstts and controls the simulators to set the ¢mmdi and to get logs
from the simulators if necessary.

The test cases for Solution Interoperability Tedtlve developed based on the usage scenarios. tégtstases will be
performed through the OITF simulators using DABP&E applications.

The test items for solution interoperability aref@ows:
1) Device Startup
2) Service Selection
3) User Login and Authentication
4) EPG
5) Scheduled Content Selection
6) On Demand Content Selection
7) Parental Control
8) Communication Services
e CallerID
e Instant Messaging
* Presence
An additional sub-section will also be used for &ustration operation scenario testing.

For each usage scenario, test cases may be watterultiple use cases impacting different funcéibantities.

6.2 Test Environment

The test environment for Solution Interoperabilityst is shown in Figure 12, and the componentksdrenvironment are
described below.
* Test Manager:
It works with the OITF simulator. It can have a nention to Target Device for getting log messagieontrols
the simulators to set the conditions and getsdpe from the simulators. It routes the requestsragponses to
the OITF. It should provide a report after testing.
» Target Device:
It is the actual device under test. It should lpiested from the Test Manager and the test is et within
the Test Environment. The functionality of the devunder test is checked by checking responsés &ITF
simulator.
* Simulators:

They are a part of Test Environment. A simulataejslaced by the actual device to be tested. Hauhlator
has to perform as a device itself inside the TesirBnment.
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Figure 12 - Test Environment for Solution Interopeibility Test

6.3 Test Specification for Solution Interoperability Test

6.3.1

Device Startup

Test Specification ID

OIPF-SIT-STRT-GW-001

Test Specification Version

1.0.0

Test Object(s)

WG, AG, IG, Network Attachment, ASM

Test Specification Description

Startup of gateway functions located in the redidénetwork.

Specification Section(s)

Test Cases

« Startup and initialization of the WG.
« Startup and initialization of the AG.
 Startup and initialization of the I1G.

Precondition None
Priority Mandatory
Remark

Test Specification ID

OIPF-SIT-STRT-OITF-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, AG,WG, CSPG-DTCP

Test Specification Description

Startup of the OITF

Specification Section(s)

Test Cases « Startup and initialization of the OITF in a managedwork with native HNI-IGI
support
« Startup and initialization of the OITF in a managedwork with non-native HNI-IGI
» Startup and initialization of the OITF in an unmged network
Precondition None
Priority Mandatory
Remark
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Test Specification ID

OIPF-SIT-STRT-OITFIG-001

Test Specification Version

1.0.0

Test Object(s)

OITF/IG, AG,WG, CSPG-DTCP

Test Specification Description

Startup of a device containing both the OITF anduktions

Specification Section(s)

Test Cases

« Startup and initialization of the integrated OIT&/h a managed network with no
HNI-IGI support

Precondition None
Priority Mandatory
Remark

6.3.2 Service Selection

Test Specification ID

OIPF-SIT-SPSEL-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, IPTV Service Provider Discovery, ASM

Test Specification Description

Validates the ability to retrieve Service Provi@éscovery information

Specification Section(s)

Test Cases

« OITF request the information about the IPTV Senkeeviders and it is delivered as
Web page for Unmanaged networks

¢ OITF request the information about the IPTV SerReeviders and it is delivered as
Web page for Managed networks

¢ OITF request the information about the IPTV SerReceviders based on a XML datg
SD&S records, such as a DVB IP Service Providdd{sgovery Record, for
Unmanaged networks

* OITF request the information about the IPTV SenReeviders based on a XML datg
SD&S records, such as a DVB IP Service Providdd{sgovery Record, for Managed
networks

Precondition None
Priority Mandatory
Remark

Test Specification ID

OIPF-SIT-SVCSEL-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Application, Transport Processing FuantilG, IPTV Service Discovery

Test Specification Description

Verifies the ability to retrieve and select servémeess information

Specification Section(s)

Test Cases

¢ OITF request the information about the IPTV Sersiaad it is delivered as a Web
page for Unmanaged networks

¢ OITF request the information about the IPTV Sersiaad it is delivered as a web page

for Managed networks

e OITF request the information about the IPTV Sersibased on a XML data— SD&S
records, for Unmanaged networks

e OITF request the information about the IPTV Sersibased on a XML data— SD&S
records, for Managed networks

Precondition None
Priority Mandatory
Remark
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Test Specification ID

OIPF-SIT-SVCACC-001

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function, IPTV Metadatatrol, IPTV Application

Test Specification Description

Check the retrieval of the Content Guide afterdblection of an IPTV service.

Specification Section(s)

Test Cases

¢ The OITF request the Content Guide via multicastManaged Networks

» OITF request Content Guide (via unicast) as MetattatManaged Networks

» OITF request Content Guide (via unicast) as WelegagManaged Networks

» OITF request Content Guide (via unicast) as MetafatUnmanaged Networks
» OITF request Content Guide (via unicast) as WelegagUnmanaged Networks
» OITF request Content Guide (via unicast) as MetattatManaged Networks

» OITF request Content Guide (via unicast) as WelegagManaged Networks

Precondition

None

Priority Mandatory
Remark
6.3.3 User Login and Authentication

No interoperability test cases are defined for thisction.

6.3.4 EPG

No interoperability test cases are defined for thigction.

6.3.5

Scheduled Content Selection

Test Specification ID

OIPF-SIT-SCHD-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, ASM, IPTV Control, IPTV Service Profil@ransport Processing Function

Test Specification Description

Verifies delivery of Scheduled Content in a managetivork

Specification Section(s)

Test Cases

« User requests to watch Scheduled Content in a Mahbgtwork to be delivered ove
RTP

« User requests to watch Scheduled Content in a Mahigtwork to be delivered ove
UDP.

« User requests to watch different Scheduled Coiftdrannel zapping) in a Managed
Network

« User requests to watch different Scheduled Contithtdifferent bandwidth
requirements (channel zapping) in a Managed Net{®8itk>HD)

« User requests to watch different Scheduled Contithtdifferent bandwidth
requirements (channel zapping) in a Managed Net{ldbx> SD)

« User requests to stop watching Scheduled ContemtManaged Network by
terminating session (e.g.: selecting alternativEeMBervice)

Precondition None
Priority Mandatory
Remark

Test Specification ID

OIPF-SIT-SCHD-002

Test Specification Version

1.0.0

Test Object(s)

OITF, Transport Processing Function

Test Specification Description

Verifies delivery of Scheduled Content in an unnggethnetwork
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Specification Section(s)

Test Cases

User requests to watch Scheduled Content in an daged Network to be delivered
over RTP.

User requests to watch different Scheduled Corftdrainnel zapping) in a Unmanaged
Network over RTP.

User requests to stop watching Scheduled Conteart immanaged Network.

Precondition None

Priority Mandatory

Remark

6.3.6 On Demand Content Selection

Test Specification ID

OIPF-SIT-COD-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG ASM, IPTV Control, CDNC, CC, CDF

Test Specification Description

Content on Demand in a managed network

Specification Section(s)

Test Cases

User requests to watch Content on Demand in a Mahiigtwork

User requests to pause a Content on Demand ugkeptay in a Managed Network
User requests to fast forward a Content on Demairdjurick-play in a Managed
Network

User requests to fast rewind a Content on Demaing) tisick-play in a Managed
Network

Content on Demand is played until End of Streareéshed in a Managed Network
Content on Demand is Fast Forwarded until End @&feit is reached in a Managed
Network

Content on Demand is Fast Rewind until BeginningsttEam is reached in a Managed
Network

Content on Demand session is terminated in a manag@vork; User presses the
STOP button

OITF Support the retrieval of CoD Playback inforioat.in a Managed Network

Precondition None
Priority Mandatory
Remark

Test Specification ID

OIPF-SIT-COD-002

Test Specification Version

1.0.0

Test Object(s)

OITF, IPTV Application, IPTV Service Profile, CONCC, CDF

Test Specification Description

Content on Demand in an unmanaged network

Specification Section(s)

Test Cases

User requests to watch Content on Demand in an daged Network

User requests to pause a Content on Demand ugkeptay in an Unmanaged
Network

User requests to fast forward a Content on Demairdyurick-play in an Unmanaged
Network

User requests to fast rewind a Content on Demaing) tisck-play in an Unmanaged
Network

Content on Demand is played until End of Streame@shed in an Unmanaged
Network

Content on Demand is Fast Forwarded until End-odéz8h is reached in an
Unmanaged Network

Content on Demand is Fast Rewind until Beginningwwéam is reached in a
Unmanaged Network
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» Content on Demand session is terminated in a UngeghBletwork; User presses the
STOP button

» OITF Support the retrieval of CoD Playback inforfoatin an Unmanaged Network.

Precondition

None

Priority

Mandatory

Remark

Test Specification ID

OIPF-SIT-COD-003

Test Specification Version

1.0.0

Test Object(s)

OITF, CDF

Test Specification Description

HTTP progressive delivery of Content on Demand

Specification Section(s)

Test Cases

» User requests to watch Content on Demand in a MahagUnmanaged Network
using HTTP Streaming.

» User requests to pause Content on Demand streaminlylanaged or Unmanaged
Network using HTTP Streaming.

» User requests to fast forward Content on Demargsting in a Managed or
Unmanaged Network using HTTP Streaming.

» User requests to fast rewind Content on Demandrsireg in a Managed or
Unmanaged Network using HTTP Streaming.

Precondition None
Priority Mandatory
Remark

6.3.7 Parental Control

No interoperability test cases are defined for thigction.

6.3.8 Communication Services
6.3.8.1 CallerID

Test Specification ID OIPF-SIT-CID-001
Test Specification Version 1.0.0

Test Object(s) OITF, IG, ASM

Test Specification Description

Verifies indication of incoming Caller ID on OITF

Specification Section(s)

Test Cases

« Verify incoming Called ID display message
« Verify IMS Telephony based Caller ID (Voice inclutlem SDP)

Precondition None

Priority Mandatory
Remark

6.3.8.2 Instant Messaging

Test Specification ID OIPF-SIT-IM-001
Test Specification Version 1.0.0

Test Object(s) OITF, I1G, ASM

Test Specification Description

Verifies general instant messaging functionality

Specification Section(s)

Test Cases

» Verify Originating Message
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» Verify Incoming Message

Precondition None
Priority Mandatory
Remark

Test Specification ID

OIPF-SIT-IM-002

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, ASM

Test Specification Description

Verifies instant message exchange according tMBRP protocol

Specification Section(s)

Test Cases

« |nitiating chatting session + setup MSRP path

* Sending MSRP Chatting

* Sending “Iscomposing “chat State

* Receiving MSRP Chatting

* Receiving MSRP chat state “IsComposing”

« Terminating an IM Session Originating side MSRP tCha
* Remote Terminating an IM Session (MSRP Chat)

* Remote Initiating IM Session (MSRP Chat)

Precondition None
Priority Mandatory
Remark

6.3.8.3 Presence

Test Specification ID

OIPF-SIT-PRES-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, ASM

Test Specification Description

Verifies establishment and operation of presenpetfons

Specification Section(s)

Test Cases

e Subscription to Presence

¢ Cancel Presence Subscription

* Refresh Subscription to Presence

¢ Publish Presence Information

« Refresh Publish Presence Information

Precondition None

Priority Mandatory

Remark

6.3.9  Administrative Operations

Test Specification ID

OIPF-SIT-ADMIN-UPGR-001

Test Specification Version

1.0.0

Test Object(s)

OITF, IG, IPTV Applications

Test Specification Description

Verify the possibility for a OITF to be upgradedrn capabilities defined in the BMP

profile to those defined in the EMP profile.

Specification Section(s)

Test Cases » Check the OITF Profile Upgrade from BMP to EMP
Precondition None

Priority Mandatory

Remark
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