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Foreword

This document has been produced by the Open IPT¥@OIPF). It contains the second set of erratdtfe Release 1
V1.1 IPTV Solution specifications.
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2 Summary of Errata 2

Errata issues with the Release 1 V1.1 IPTV Solutipecifications are categorised into one of thiofdhg:
» Editorial (“E”) — where amendments do not affect any normativeireaent in the specification.

* Technical (*T") - where amendments imply a technical change, bubm® that causes any incompatibilities
with an earlier revision of the V1.1 specification.

e Critical (“C") — where amendments imply a technical change thatdaces some element of incompatibility
with the published V1.1 specification.

Errata to the IPTV Solution specifications can hame of the following status settings:
* Acknowledged- the issue is acknowledged as an erratum amesitdution is under way.
* Resolved- the issue has been resolved and the erratumpigparation.
* Implemented - the erratum is specified in the relevant normeasiection of the present document.

As an erratum is noted, its status can be expéeotprbgress through these states in the indicatder obeing updated in
successive revisions of the present document. dabae are notified but subsequently not deemdxkterrata are not
maintained in this document.

Table 1 below lists the issues addressed in “E@&§tandicating which specification volume(s) arefacted. Issues are
numbered through consecutive V1.1 Errata publioatio

The subsequent sections contain the detailed doaé&ach V1.1 specification volume.
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Issue Issue Category | Impacted Impacted Section(s) Constituent Status Date
number Volume(s) Errata Issue
Reference(s)
24 ProtocolCS T 3 D.4 5.1 Implemented 13/08/201
25 DVB-IPTV normative reference T 4 1.1.1 6.1 Inpénted 29/10/2010
26 Content protection in UE profile C 4 D.2 6.2.1 Implemented 14/06/201(
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31 DVB-GEM normative reference T 6 2.1 41 Implemented | 14/06/2010
2 1.1.1 8.2 Implemented
32 ClI Plus, Marlin and TLS references T 7 211 9.1 Implemented 14/06/2010
1/02/2011
1/03/2011
33 CSPG-CI+ Discovery T 7 4.2.3.3 9.2 Implemented 7/11/2010
34 CSPG-CI+ Control Channel C 7 423411 9.3 Implemented 17/11/201
4.2.3.10.2
35 Cl+ Registered Service Mode T 7 4.2.39.1 9.5 plémented 14/06/2010
36 DAE defined MIME types T 5 7.1.1,7.1.1.2 7.2 plemented 18/11/10
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37 Certificates 9.1 7.3 Implemented 18/11/10
38 Duplicated Properties and Methods 7.4.68.272 7.4 Implemented 18/11/10
39 Gateway discovery 7.71.1,7.7.1.3,7.33.1 7.5 Implemented 18/11/10
40 getChannelConfig methods 7.10.1.1,7.127113.11.2 7.6 Implemented 18/11/10
41 States for the <video/broadcast> object 7.137.13.1.2,7.13.1.3 7.7 Implemented 18/11/10,

17/12/10
42 Video and graphics integration model 4.937L.2, new Annex | 7.8 Implemented 18/11/10
43 Keyset capitalisation 7.25,9.1 7.9 Impleted 18/11/10
44 Application model and lifecycle 4.3,4.3413.2,4.3.3, 4.3.7, 7.10 Implemented 18/11/10

438,442,511.1,5.1.1.3,
9.1
45 Application types 5.1.1.1,5.1.1.2,5.1.1.3, 7.11 Implemented 18/11/10
5.1.1.6, 8.3
46 Iframe security issues 5.1.1.3, 5.1.2, nestigns 7.12 Implemented 18/11/10
5.1.3and 10.1.3
47 Method signatures 7.13.4.2,7.14.4.2,7.14.8 7.13 Implemented 18/11/10
7.15.1.2

48 DOM-2 Event for onReadyToPlay New sectidi78.3 7.14 Implemented 18/11/10
49 Cookies 9.1 7.15 Implemented 18/11/10
50 Multiple simultaneous applications 4.3, 24, 7.16 Implemented 18/11/10
51 Media resource management 7.13.1.1,7.14.1.1 7.17 Implemented 18/11/10
52 Clarification of Parental Rating Values 728 7.18 Implemented 18/11/10
53 AVComponent types 7.13.4.2 7.19 Implemented 18/11/10
54 Data attribute of A/V object 8.2.2.1,8.3 20@. Implemented 18/11/10
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55 OITF version inquiry T 7.3.3.1,8.1.1.1, 745. 7.21 Implemented 18/11/10
56 Conflict resolution E 4.1 7.22 Implementgd 11810
57 CRID usage E 8.3 7.23 Implemented 18/11/10
58 Video modes T 7.3.5 7.24 Implemented 18/11/10
59 onDRMMessageResult T 7.6.1.1 7.25 Implemented18/11/10
60 onDRMRightsError T 7.13.6,7.14.6 7.26 Impleted 18/11/10
61 DVB-MCAST URI Scheme E 8.3, Annex H 7.27 Impénted 18/11/10
62 Return values in 7.9.1.2 T 79.1.2 7.28 Imeetred 18/11/10
63 Merging text on broadcast-independent E 5.25,5.2.8 7.29 Implemented 18/11/1p
applications
64 Content types in a content catalogue 7.5.1 307 Implemented 18/11/10
65 Playspeeds array T 7.13.2.2,7.144.1 7.31 lemgnted 18/11/10
66 A/V control object states and the seek T Annex B 7.32 Implemented 18/11/10Q
method
67 Remote management API clarification 7.11.1 .337 Implemented 18/11/10
68 Managing scheduled recordings 7.10.4,7.10.7 7.34 Implemented 18/11/10
69 Duplication of video component selection 3r417.14.5 7.35, Implemented 18/11/10
Annex B
70 Schemas T 8.3 7.36 Implemented 18/11/10
71 Channel change by OIPF specific T 7.13.1.1,7.13.1.2 7.37 Implementgd 18/11/10
applications
72 Metadata API changes T 7.12 7.57, Anneximplemented 18/11/10
A
73 DRMAgentPermission E Appendix E 8.3 Implemdnte  18/11/10
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74 Asynchronous events from the CSP system 11/8.6.1.3. 7.38 Implemented 08/12/1(

75 DRM Message Format Error 76.1.1 7.39 Imeleted 25/11/10

76 Parental control unlocking 7.9.1.2 7.40 lenpénted 25/11/10

77 Next and previous channels 7.13.1.1/2/3 7.41| Implemented 08/12/10

78 The data property of the video/broadcast 7.13.1.2 7.42 Implemented 25/11/1(
object

79 Exclude private IP addresses from the 5.1.3 7.43 Implemented 08/12/10
Application Boundary

80 The isSeries property 7.10.2.2,7.10.3,.4.10 7.44 Implemented 25/11/10

81 AVComponent Arrays and Collections 7.13.7.83.4.1.2, 7.45 Implemented 08/12/10

7.145.1.2

82 DRM System Name G 8.4 Implemented 17/12/1

83 DRM Agent Listener Result G 8.5 Implemented 17/12/10

84 DRM Rights Error Event G 8.6 Implemented 17710

85 Mismatch between width and height B 7.46 Implemented 17/12/10
attributes in OIPF and W3C

86 Duplicated parental rating properties 7.10).2.10.5 7.47 Implemented 17/12/1(

88 Application Type notation 3.233.1 5.2 lepented 21/12/10

89 Java package naming All specification 8.1 plémented 12/01/11

90 Media component API clarification 7.16.5.1.3 7.49 Implemented 12/01/11

91 PVR APl issues 7.10.6.2,7.16.2.5 7.50 I mmelieted 12/01/11

92 Mismatch between some VK key codes and B,9.1 7.51 Implementeg 14/01/11
W3C specification

93 Clarifying audio playback from memory 7.1 7.52 Implemented 14/01/11
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94 Event handling fixes 75.1.1,75.1.2,7.5.5.8, 7.53 Implemented 14/01/11
7.10.4.1,7.10.4.3, 7.10.7,
7.13.2.2,7.13.2.4,7.15.1.3
95 PVR API clarifications 7.10.1-7.10.5, 7.13.2 7.54 Implemented 14/01/11
7.16.2.5
96 Application loading errors 7.21.2,7214 7.55 Implemented 14/01/11
97 setFullScreen reference to CEA-2014 5 7.13.1.3 7.56 Implemented 14/01/11
98 Additional media format definitions 3 4.2 pglemented 14/01/11
99 Service usage of Direct UDP transport 4.3 3 4. Implemented 14/01/11
100 H.264/AVC GOP structure 5.1.6 4.4 Implereent  14/01/11
101 SDnS normative reference 1.1.1 5.3 Impleetenl  14/01/11
102 Alignment with CI-Plus 1.3 42.3421,82,4238 9.4 Implemented 1/02/201]
103 GBA Authentication 5.4.4.2 9.6 Implemented 1/02/2011
104 Home Network clarification 3.3,552,8%5.54 9.7 Implemented 1/02/201
105 Terminology — IMS or Communication 5.3.2.3,7.1.1,7.1.8, 7.8, 7.58 Implemented 01/02/11
Services 8.2.2.3,9.2,9.3.9
106 Clarifying the current channel concept N/ 7.59 Implemented 01/02/11
107 Temporary Channel Objects, Recording and 7.13.1.3,7.10.1.1 7.60 Implementgd 01/02/1
Metadata
108 Mapping from AVComponent to MPEG-2 New 8.4 7.61 Implementeq 01/02/11
TS and MP4 FF
106 Parental rating errors 7.13.5,7.14.6 7.62 | Implemented 01/02/11
107 AV Control object state diagram 7.14.1.1,4.45 7.63 Implemented 01/02/1
clarifications
108 Feature Tags 7.8.3 7.64

Implemenqed 23102
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109 Parameter names in getParameter T 5 7.11.1.2 65 7. Implemented 23/02/11
110 setBufferingStrategy E 5 7.14.8.2 7.66 Impletegn| 23/02/11
111 Blocked and locked E 5 7.16.2.3.1 7.67 Impleeen| 23/02/11
112 Clarify setChannel mapping for IPTV_SDS T 5 B22 7.68 Implemented 28/02/11
113 Missing registerDownloadxxx mappings T 5 82.1. 7.69 Implemented 28/02/11
114 Default Background Colour T 5 4.4.6 7.70 Impdered 28/02/11
115 TLS Version T 57 5.2.3 (volume 7), 9.8 Implemented 1/03/2011
9.1 (volume 5) 7.48 2/03/2011

Table 1 Release 1 V1.1 Errata 2 issues summary
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3 Errata for Volume 1 - Overview

3.1  UE profile XML schema

The UE Profile XML schema is documented informbtiresection A.4.13. It has two errata items agaiit in this
edition of the V1.1 Errata, noted in section 6.the Tesulting new schema definition for UE Profilespecified
normatively in section 6.2.2 of the present documen
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4 Errata for Volume 2 — Media Formats

4.1 DVB-GEM normative reference

In section 1.1.1, normative references, the refeedior DVB-GEM is updated to:

\ [GEM] \ ETSI TS 102 728 V1.1.1 (2010-01), “Globally ExecléaMHP (GEM) Version 1.2.2"

4.2  Additional Media Format definitions
Additional media formats definitions applying opiéb audio codecs are identified in section 3:
» For 25Hz video systems, to include media formatguglPEG-1 Layer 2 audio coding, and
e For 30Hz video systems, to include a media formsatglAC3 audio coding with MP4 systems layer.

Tables 1land 2 are thus amended as follows:

System Video Format Audio Mime Type
Format Format
TS AVC_HD_25 HEAAC video/mpeg
AVC_SD_25 AC3
MPEG1_L2
TTS AVC_HD_25 HEAAC video/vnd.dIna.mpeg-tts
AVC_SD_25 AC3
MPEG1 L2
MP4 AVC_HD_25 HEAAC video/mp4
AVC_SD_25 AC3
MPEG1_L2
TS MPEG2_HD_25 AC3 video/mpeg
MPEG2_SD_25| MPEG1 L2
TTS MPEG2_HD_25 AC3 video/vnd.dIna.mpeg-tts
MPEG2_SD_25| MPEG1 L2

Table 1 A/V Media Formats for 25Hz video system

System Video Audio Mime Type
Format Format Format
TS AVC_HD_30 | HEAAC video/mpeg
AVC_SD_30 | AC3
TTS AVC_HD_30 | HEAAC video/vnd.dIna.mpeg-tts
AVC_SD_30 | AC3
MP4 AVC_HD_30 | HEAAC video/mp4
AVC_SD_30 | AC3

Table 2 A/V Media Formats for 30Hz video system
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4.3  Service usage of Direct UDP transport

In section 4.3, the transport protocol for Scheduontent and Streamed CoD are extended to indheleption to use
Direct UDP, as already specified in Volume 4.

The second clause of section 4.3 is amended to:

Unicast CoD services using the Direct UDP or RTP#UEansport protocols SHALL use either the TS erTi' S
systems layer format.

Table 11 is amended to:

Service Transport protocol Systems layer format

Scheduled content Direct UDP or RTP/UDP TS, TTS

Streamed CoD Direct UDP or RTP/UDH TS, TTS
Streamed CoD HTTP TS, TTS, MP4
Download CoD HTTP TS, TTS, MP4

Table 6 Systems layer formats for content services

4.4 H.264/AVC GOP structure

The H.264/AVC GOP structure constraints are relagedhat additional slice types may be used.
The redundant clause on Reference B fields is rethov
The full text of section 5.1.6 is amended to:
All AVC format content provided in IPTV services 8HL conform to the following constraints in GOP wtture:
» All slices in the same picture SHALL be of the sayye.
* | picture: A picture witrslice_type7 or slice_type=2 for all the slices composing hiature or IDR picture
» P picture: A picture witlslice_type5 or slice_type=0 for all the slices composing fhiature.
e B picture: A picture withslice_type6 or slice_type=1 for all the slices composing fhature.
» Decoding order among | or P pictures SHALL be kagheir display order.
e P picture SHALL NOT refer to B pictures.
» Complementary reference field pair that includ@sfiéld SHALL NOT include B field.
» Reference B picture SHALL refer to the following.

o | or P frames or complementary reference fieldgaftl or P pictures that immediately
precedes/follows in display order.

* Non-reference B picture SHALL refer to the followin

o | or P frames or complementary reference fieldgaftl or P pictures that immediately
precedes/follows in display order.
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o Areference B frame or a complementary refereredd foair of reference B pictures that immediately
precedes/follows in display order and is presetw&en “picl” and “pic2” in display order. Here,
“picl” is immediately preceding | or P picture dimic2” is immediately following | or P picture.
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5 Errata for Volume 3 — Content Metadata

51 ProtocolCS

The ProtocolCS schema specified in section D.4miasing protocol entries for “Unmanaged Schedulemt&nt”, i.e.
for termld’s “igmp-rtp-udp” and “igmp-udp”. The labls for “Managed Scheduled Content...” and the refiessl table
number in Volume 4 are also corrected, and theioars revised.

The amended text for section D.4 is:

The following Classification Scheme is introduceda@ding to the protocols defined Table 64 of Anfekin Protocols
Specification [PROT].

<?xml version="1.0" encoding="UTF-8"?>
<ClassificationScheme uri="urn:oipf:cs:ProtocolCS:2010">
<l-- schema filename is cs-ProtocolCS.xml -->
<!--
This schema is copyrighted by the Open IPTV Forum ("OIPF") and distributed in conjunction
with Release 1 of the IPTV Solution Specification.

Disclaimer

The Open IPTV Forum members accept no liability whatsoever for any use of this document.
This specification provides multiple options for some features. The Open IPTV Forum Profiling
specification will complement the Release 1 specifications by defining the Open IPTV Forum
implementation and deployment profiles. Any implementation based on Open IPTV Forum
specifications that does not follow the Profiling specifications cannot claim Open IPTV Forum
compliance.

Copyright Notification
No part may be reproduced except as authorized by written permission.
Any form of reproduction and/or distribution of these works is prohibited.
Copyright 2009 © Members of the Open IPTV Forum
All rights reserved.
>
<Term termld="sip-igmp-rtp-udp">
<Name xml:lang="en">sip-igmp-rtp-udp </Name>
<Definition xml:lang="en">Scheduled Content over RTP</Definition>
</Term>
<Term termld="sip-igmp-udp">
<Name xml:lang="en">sip-igmp-udp</Name>
<Definition xml:lang="en">Scheduled Content over UDP</Definition>
</Term>
<Term termld="sip-rtsp-rtp-udp">
<Name xml:lang="en">sip-rtsp-rtp-udp</Name>
<Definition xml:lang="en">Managed CoD Streaming over RTP</Definition>
</Term>
<Term termld="sip-rtsp-udp">
<Name xml:lang="en">sip-rtsp-udp</Name>
<Definition xml:lang="en">Managed CoD Streaming over direct UDP</Definition>
</Term>
<Term termld="igmp-rtp-udp">
<Name xml:lang="en">igmp-rtp-udp </Name>
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<Definition xml:lang="en">Unmanaged Scheduled Content over RTP</Definition>
</Term>
<Term termld="igmp-udp">

<Name xml:lang="en">igmp-udp</Name>

<Definition xml:lang="en">Unmanaged Scheduled Content over UDP</Definition>
</Term>
<Term termld="rtsp-rtp-udp">

<Name xml:lang="en">rtsp-rtp-udp</Name>

<Definition xml:lang="en">Unmanaged CoD Streaming over RTP</Definition>
</Term>
<Term termld="http-get">

<Name xml:lang="en">http-get</Name>

<Definition xml:lang="en">Managed/Unmanaged CoD Streaming/Download over HTTP</Definition>
</Term>

</ClassificationScheme>

5.2  Application Type notation

The MIME types used to signal application typesdation 3.2.3.3.1 are revised to those registesedhis purpose. This
errata supersedes section 5.2 of [ERRATA _1].

Section 3.2.3.3.1 is changed to:
3.2.3.3.1 Type Element of ApplicationDescriptor
The type element of the application descriptorriefithe actual application environment that is Usetthe application
[TS102809]. The MIME type of the application is Gad in the OtherApp element of the type elemet akes one of
the following values:

» for DAE CE-HTML applications this value SHALL bagpl i cati on/ vnd. oi pf . dae. xht ml +xm ”

« for DAE SVG applications this value sha#igpl i cati on/ vnd. oi pf . dae. svg+xm ”

« for PAE applications this value SHALL bagpl i cati on/ vnd. oi pf . pae. genf

5.3 SDnS normative reference

In section 1.1.1 the normative reference to SD&henged to the relevant ETSI specification:

[SDNS] ETSI, TS 102 034 V1.4.1 (2009-08), “Digital Videoad&ddcasting (DVB);Transport of MPEG-2 TS
Based DVB Services over |IP Based Networks”
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6 Errata for Volume 4 — Protocols

6.1

DVB-IPTV normative reference

In section 1.1.1 the normative reference to the BRBV specification is amended to:

[TS102034]

Based DVB Services over |IP Based Networks”

6.2

UE profile XML structure

This erratum consists of two separate issue thptyjrohanges to the UE Profile XML structure. Thistfadds content
protection support information and the second resslone problem found with the UE Profile schenméiasy and
replaces the multiple extension mechanisms usédangingle, common approach.

6.2.1

Content protection in UE profile

The capability to provide information about the paped content protection methods (via the DVB GAteSn_ID),
also CSPG Gateway type, is added to the UE Prifilt. schema. The revised XML schema for the UE [BriofiAnnex

D.2 of Volume 4, and its repetition in Annex A.4ri¥ol. 1, is shown in the next sub-section, ipooating that erratum

as well.

6.2.2

UE Profile XML inconsistencies

This erratum conveys two improvements in the UHEilergML structure:

Incorrect use of the “final” attribute

Adoption of a common single approach for extensadrjs XML schema,

The amended UE Profile XML structure, including thenges outlined in the previous sub-section, is;

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oipf:iptv:UEProfile:2008-1" xmIns:tns="urn:oipf:iptv:UEProfile:2008-1"
xmlins:xs="http://www.w3.0rg/2001/XMLSchema" xmins:tva="urn:tva:metadata:2007" elementFormDefault="qualified"
attributeFormDefault="unqualified">

<!l-- schema filename is iptv-UEProfile.xsd -->
<xs:annotation>
<xs:documentation xml:lang="en">

This schema is copyrighted by the Open IPTV Forum ("OIPF") and distributed in conjunction
with Release 1 of the IPTV Solution Specification.

Disclaimer

The Open IPTV Forum members accept no liability whatsoever for any use of this document.
This specification provides multiple options for some features. The Open IPTV Forum Profiling
specification will complement the Release 1 specifications by defining the Open IPTV Forum
implementation and deployment profiles. Any implementation based on Open IPTV Forum
specifications that does not follow the Profiling specifications cannot claim Open IPTV Forum
compliance.

Copyright Notification
No part may be reproduced except as authorized by written permission.
Any form of reproduction and/or distribution of these works is prohibited.

Copyright 2011 © Open IPTV Forum
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Copyright 2010 © Members of the Open IPTV Forum
All rights reserved.
</xs:documentation>
</xs:annotation>
<xs:import namespace="urn:tva:metadata:2007" schemal ocation="imports/tva_metadata_3-1_v141.xsd"/>
<xs:annotation>
<xs:documentation xml:lang="en">
Defines the capabilities of the UE that is currently
associated with the user
</xs:documentation>
</xs:annotation>
<xs:element name="UEInformation" type="tns:tUEProfile"/>
<xs:complexType name="tUEProfile">
<xs:sequence>
<xs:element name="UserEquipmentID" type="tns:tUEID"/>
<xs:element name="UserEquipmentClass" type="tns:tUserEquipmentClass"/>
<xs:element name="Resolution" type="tns:tResolution" minOccurs="0"/>
<xs:element name="SupportedEncodings" type="tns:tSupportedEncodings"
minOccurs="0" maxOccurs="unbounded"/>
<xs:element name="SupportedContentProtection" type="tns:tSupportedContentProtection"
minOccurs="0" maxOccurs="unbounded"/>
<xs:element name="IPEncapsulations" type="tns:tIPEncapsulations"”
minOccurs="0" maxOccurs="unbounded"/>
<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
<xs:simpleType name="tUEID" final="list restriction">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">User Equipment ID</xs:label>
<xs:definition xml:lang="en">
Unique Identifier for the UE(to be specified)
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:minLength value="0"/>
<xs:maxLength value="16"/>
</xs:restriction>
</xs:simpleType>
<xs:simpleType name="tUserEquipmentClass" final="list restriction">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">User Equipment class</xs:label>
<xs:definition xml:lang="en">
Specifies the type of UE
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="OITF-TV"/>
<xs:enumeration value="OITF-STB"/>
</xs:restriction>
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</xs:simpleType>
<xs:complexType name="tResolution">
<xs:attribute name="HorizontalSize" type="xs:integer">
<xs:annotation>
<xs:documentation>
horizontal size in pixels of the screen
</xs:documentation>
</xs:annotation>
</xs:attribute>
<xs:attribute name="VerticalSize" type="xs:integer">
<xs:annotation>
<xs:documentation>
vertical size in pixels of the screen
</xs:documentation>
</xs:annotation>
</xs:attribute>
<xs:attribute name="Rotate" type="xs:boolean">
<xs:annotation>
<xs:documentation>
set to TRUE if the screen can be rotated (horizontal
becomes vertical)
</xs:documentation>
</xs:annotation>
</xs:attribute>
</xs:complexType>
<xs:complexType name="tSupportedContentProtection">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Content Protection</xs:label>
<xs:definition xml:lang="en">
Specifies the supported content protection system (eg. "urn:dvb:casystemid:19188")
with optionally the gateway (eg. "CIl+" or "DTCP-IP") and supported protected formats
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="ProtectedFormat" type="tns:tProtectedFormat"
minOccurs="0" maxOccurs="unbounded"/>
<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
<xs:attribute name="ContentProtectionSystemID" type="xs:string" use="required"/>
<xs:attribute name="CSPG" type="tns:tCSPG" use="optional"/>
<xs:anyAttribute namespace="##any" processContents="lax"/>
</xs:complexType>
<xs:simpleType name="tCSPG">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">CSPG type</xs:label>
<xs:definition xml:lang="en">
Specifies the type of CSPG
</xs:definition>
</xs:documentation>
</xs:annotation>
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<xs:restriction base="xs:string">
<xs:enumeration value="OIPF-CI+"/>
<xs:enumeration value="OIPF-DTCP-IP"/>
</xs:restriction>
</xs:simpleType>
<xs:simpleType name="tProtectedFormat">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Protected Format</xs:label>
<xs:definition xml:lang="en">
Specifies the supported Protected Format
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="BBTS"/>
<xs:enumeration value="PF"/>
<xs:enumeration value="PDCF"/>
<xs:enumeration value="MPIMP"/>
<xs:enumeration value="DCF"/>
</xs:restriction>
</xs:simpleType>
<xs:complexType name="tSupportedEncodings">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">encodings</xs:label>
<xs:definition xml:lang="en">
Specifies the supported audio and video encodings
(eg. MPEG2,H264 AC3, AAC etc)
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="AudioEncoding" type="tns:tAudioEncoding"
minOccurs="0" maxOccurs="unbounded"/>
<xs:element name="VideoEncoding" type="tns:tVideoEncoding"
minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
<xs:complexType name="tAudioEncoding">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Audio Encoding</xs:label>
<xs:definition xml:lang="en">
Specifies supported audio encoding Properties
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="Encoding" type="tva:ControlledTermType"/>
<xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
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<xs:complexType name="tVideoEncoding">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Video Encoding</xs:label>
<xs:definition xml:lang="en">
Specifies supported video encoding properties
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="Encoding" type="tva:ControlledTermType"/>
<xs:element name="SupportedFrameRate" type="tva:FrameRateType"
minOccurs="0" maxOccurs="unbounded"/>
<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
<xs:simpleType name="tIPEncapsulations">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">encapsulation</xs:label>
<xs:definition xml:lang="en">
Specifies the IP encapsulation that is supported on
the device (UDP/RTP, UDP/M2TS, UDP/RTP/M2TS)
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="UDP/RTP"/>
<xs:enumeration value="UDP/M2TS "/>
<xs:enumeration value="UDP/RTP/M2TS"/>
</xs:restriction>
</xs:simpleType>
</xs:schema>

6.2.3 UE Profile XML schema

With the updates to the UE Profile schema defirteal/a in section 6.2.2, the namespace for this sahempdated to
“urn:oipf:iptv:UEPTrofile:2008-1". Other XML schemathat import the UE profile should be appropriataeimended to
use this new namespace.

6.3  Mapping SDP attributes from DVB SD&S informatio n

In Annex E.1 an informative note is added to expthe mapping for Bandwidth to MaxBitrate. The riakle row is:
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Bandwidth
b=AS:<bandwidth>

MaxBitrate (Note: The “MaxBitrate” attribute in SO®&is calculated
according to the TIAS bandwidth modifier definedRC 3890, but
expressed in kb/s. The OITF should do the necessaryersion to
express the bandwidth in the SDP as b=AS:<bandwidth

6.4  DRM capability in TR-135

The list of possible CA/DRM systems supported b@lai and signalled in the TR-135 Remote Manage®iect
data model is clarified and extended to includepal$sible options. The row entries for the “DRM8yst” attribute in
“.STBService.{i}.Capabilities.DRM.” of Table 65 #nnex K.1 are amended to:

.STBService.{i}.Capabilities.DRM.

This object describes the characteristics of the
Conditional Access and/or Digital Rights
Management of the OITF.

DRMSystems

R Comma-separated list of unique identifiers of
OIPF supported Content Protection systems

Each item is an enumeration:
"urn:dvb:casystemid:19188"
“OIPF-DTCP-IP”

“OIPF-CI+"
"urn:dvb:casystemid:456 OIPF-CI+"
"urn:dvb:casystemid:12345 OIPF-DCTP-IP"
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7 Errata for Volume 5 — Declarative Application
Environment

7.1 Table cross-reference

In section 9.3.10 on DRM Capability Indication, #tlause on DRMSystemID should refeifable 10 of Section 3.3.2 of
[META].

7.2  DAE Defined MIME types

In section 7.1.1; replace the definition of the miitype argument of the isObjectSupported() methsddtion 7.1.1 with
the following;

The mimeType may have any of the MIME types defiimethbles 1 to 4 of [MEDIA] or any of the DAE deéd mime
types listed below.

Mime Type

application/notifsocket

application/oipfApplicationManager

application/oipfCapabilities

application/oipfCodManager

application/oipfCommunicationServices

application/oipfConfiguration

application/oipfDownloadManager

application/oipfDownloadTrigger

application/oipfDrmAgent

application/oipfGatewaylnfo

application/oipfMDTF

application/oipfParentalControlManager

application/oipfRecordingScheduler

application/oipfRemoteManagement

application/oipfSearchManager

application/oipfStatusView
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video/broadcast

In section 7.1.1.2, change the order of the methode as follows;

Object oipfobjectFactory.createApplicationManagerobject()

Object oipfobjectFactory.createCapabilitiesObject()

Object oipfobjectFactory.createCodManagerobject()

Object oipfobjectFactory.createConfigurationObject()

Object oipfobjectFactory.createbownloadManagerobject()

Object oipfobjectFactory.createbownloadTriggerobject()

Object oipfobjectFactory.createDrmAgentObject()

Object oipfobjectFactory.createGatewayInfoObject()

Object oipfobjectFactory.createIMSObject()

Object oipfobjectFactory.createMDTFObject()

Object oipfobjectFactory.createNotifSocketOobject()

Object oipfobjectFactory.createParentalControlManagerobject()

Object oipfobjectFactory.createRecordingSchedulerobject()

Object oipfobjectFactory.createRemoteManagementobject()

Object oipfobjectFactory.createSearchManagerobject()

7.3 Certificates

In section 9.1 “, Minimum DAE capability requirentsh the list introduced by “In their SSL/TLS impientation,
OITFs SHALL support” shall be extended with théofwing;

. for verifying server certificates, at least thesetrcertificates:

1.

2
3
4
5.
6
7
8

Thawte Personal Basic CA

Thawte Personal Freemail CA

Thawte Personal Premium CA

Thawte Premium Server CA

Thawte Server CA

Thawte Timestamping CA

VeriSign, Inc. Class 1-3 Public Primary CertificatiAuthority G1
VeriSign, Inc. Class 1-4 Public Primary CertificatiAuthority G2
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7.4

9. VeriSign, Inc. Class 1-4 Public Primary CertificatiAuthority G3
10. Equifax Secure CA

11. Entrust.net CA

12. Entrust.net CA 2048

13. Entrust.net Client CA

14. GTE CyberTrust Global Root

15. Microsoft Root Authority

Duplicated Properties and Methods

Remove the first definition of drmContentID frortem 7.4.6.1 and the second definitions of thevae@ontact() and
blockContact() methods in section 7.8.2.2.

7.5

Gateway Discovery

In section 7.7.1.1;

1)
2)

3)
4)

5)

6)

7

8)

Rename the properties ISDiscovery to isIGDiscovei&Discovery to iSAGDiscovered

Rename CSPGDiscovery to CSPGDTCPDiscovered andcefthe reference to a CSP Gateway to a CSPG-
DTCP Gateway

Rename cspgURL to cspgDTCPURL and replace theerderto a CSP Gateway to a CSPG-DTCP Gateway

Rename onDiscoverCSPG to onDiscoverCSPGDTCP, repiecreference to a CSP Gateway to a CSPG-
DTCP Gateway and extend the description wittné CSPG-DTCP gateway SHALL be discovered using a
UPNP Discovery mechanism described in [OIPF_PR@tiien 10.1.1.3. The actual status of the gateway

(discovered or not) can be determined by readiag3d8SPGDTCPDiscovered propefty.

Extend the description of the interval propertyhAfitwWhen the interval property is set, an UPnP Discpver
mechanism is executéd.

Extend the description of the onDiscoverlG properith “which uses a UPnP Discovery mechanism described
in [OIPF_PROT] section 10.1.1.1. The actual stafube gateway (discovered or not) can be detemininye
reading the isIGDiscovered property.”

Extend the description of the onDiscoverAG propeiithh “which uses a UPnP Discovery mechanism described
in [OIPF_PROT] section 10.1.1.2. The actual stafufe gateway (discovered or not) can be deterininye
reading the isAGDiscovered propefty.

Add the following new properties;

readonly Boolean 1isIGSupported

readonly property that indicates whether an IMS Gateway is supported or not.

readonly Boolean 1isAGSupported
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readonly property that indicates whether an Application Gateway is supported or not.

readonly Boolean isCSPGCIPlusSupported

readonly property that indicates whether a CSPG-Cl+ Gateway is supported or not.

function onDiscoverCSPGCIPlus

read-write property that specifies the function that SHALL be called when a CSPG-CIl+ Gateway is
discovered or lost by the OITF (including any change to the DRM systems supported by that gateway).
The CSPG-CIl+ Gateway SHALL be discovered as defined in [OIPF_CSP]. The actual status of the
gateway (discovered or not) can be determined by reading the iSCSPCIPlusGDiscovered property.

Add a new section 7.7.1.3 as follows

7.7.1.3 Events

For the intrinsic events listed in the table belaveorresponding DOM level 2 event SHALL be geredtain the
following manner:

Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

onDiscoverlG DiscoverIG Bubbles: No

Cancelable: No

onDiscoverAG DiscoverAG Bubbles: No

Cancelable: No

onDiscoverCSPGDTCP DiscoverCSPGDTCP Bubbles: No

Cancelable: No

onDiscoverCSPGCIPlus DiscoverCSPGCIPlus Bubbles: No

Cancelable: No

NOTE: the above DOM 2 event is directly dispatctethe event target, and will not bubble nor captépplications
SHOULD not rely on receiving &iscoverIG, DiscoverAG, DiscoverCSPGDTCP and

DiscoverCSPGCIPTus event during the bubbling or the capturing ph&gmlications that use DOM 2 event handlers
SHALL call theaddEventListener() method on theapplication/oipfGatewayInfo object. The third
parameter ohddEventListener, i.e. “useCapture”, will be ignored.

Add the following property to 7.3.3.1;
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readonly Boolean ciplusEnabled

Flag indicating whether the platform has Cl+ capability.

7.6  getChannelConfig methods
In sections 7.10.1.1 and 7.12.1.2 extend the de#mni of the getChannelConfig method with the feilw;

The ChannelConfig object returned from this funet®HALL be identical to the ChannelConfig objedtraed from
the getChannelConfig() method on the video/broaduaigct as defined in 7.13.3.

In section 7.13.11.2, Channel, add the followinggagroperty;

readonly Boolean recordable

Flag indicating whether the channel is available to the recording functionality of the OITF. If the value of the
pvrEnabled property on the application/oipfConfiguration object as defined in 7.3.3.1 is false, this property
SHALL also be false for all Channel objects.

7.7  States for the <video/broadcast> object

In section 7.13.1.1, replace Figure 1: “State diagr for embedded video/broadcast objects” with thiewing;

:[ Unrealized }

setChannel()
nextChannel()
prevChannel()

A

permanent ----------------- G i
onnectin
error 9 < N

4
transient

release()

error setChannel()
bindTo nextChannel()
Current prevChannel()

Channel() \

e Presenting
j —————>

bindToCurrent
Channel() stop()

A 4

A

Stopped

Immediately after the revised figure, replace “Whiea bindToCurrentChannel() method is called friw tinrealized
state, or the setChannel(), nextChannel() or preu@iel() method is called from any state, the objéltttransition to
the connecting state, in which the OITF attemptsaionect to the media stream.” with the following;

stop()
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When theset Channel (), next Channel () Of prevChannel () method is called from the unrealized, connecting o
presenting states, the object shall transitioméocbnnecting state, in which the terminal attertptonnect to the
broadcast stream

When thebi ndToCur ent Channel () method is called from the unrealized or stoppatest the object shall transition
directly to the presenting state.

Insert the following paragraph immediately befdne paragraph Applications can use the playState property of the
video/broadcast object to read its current State

Calling thestop () method SHALL stop video and audio presentation@nde the video/broadcast object to transition
to the stopped state. This SHALL have no effecacress to non-media broadcast resources such asf&ihation.
Calling thebindToCurrentChannel () method while in the stopped state SHALL resultideo and audio
presentation being restarted. Calling sietChannel (), nextChannel () orprevChannel () methods while in the
stopped state shall result in the terminal attemgptd select the new service. Applications cantbeplayState

property of the video/broadcast object to readutsent state.

In section 7.13.1.2, modify the description of gbeasible values of the playState property by adthiegunderlined text
as follows;

Value Description

0 unrealized; the user (or application) has not made a request to start presenting a channel or
has stopped presenting a channel and released any resources. The content of the
video/broadcast object SHALL be an opague black rectangle.

1 connecting; the receiver is connecting to the media source in order to begin playback.
Objects in this state may be buffering data in order to start playback. The content of the
video/broadcast object SHALL be either the last frame of decoded video (e.qg. in the case of
transient errors or changing channels), or an opaque black rectangle.

2 presenting; the media is currently being presented to the user. The object is in this state
regardless of whether the media is playing at normal speed, paused, or playing in a trick
mode (e.g. at a speed other than normal speed).

lw

stopped; the terminal is not presenting media, either inside the video/broadcast object or in
the logical video plane. The logical video plane is disabled. The content of the
video/broadcast object SHALL be an opaque black rectangle. Control of media presentation
is under the control of the application, as defined in Section 8.4

Add the following method to section 7.13.1.3;

void stop()

Description Stop presenting broadcast video. If the video/broadcast object is in any state other than the
unrealized state, it SHALL transition to the stopped state and stop video and audio presentation.
This SHALL have no effect on access to non-media broadcast resources such as EIT information.
Calling this method from the unrealized state SHALL have no effect.

See figure 11 in section 7.13.1.1 for more information of its usage.

7.8  Video and Graphics Integration Model
Insert a new Annex | “Display model” as follows;
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|.1 Logical plane model

Digital TV terminals typically have multiple plan&s displaying graphics, subtitles, video and fmaokind color. This
section defines a logical plane model for OITFguFré 14 shows the ordering of these logical planes.

Background color plane
(black)

Video plane

Subtitles plane

DAE application graphic
plane

Platform-specific application
graphic plane

Figure 14: Logical plane model

This logical plane model does not imply any patticphysical implementation. For instance, the @nes of two
graphic planes and a subtitle plane does not impgquirement for three hardware graphic planes.

The logical planes are defined as follows:

The “Background color plane” displays a single amifi color which shall be black. This plane is & bottom
of the logical display stack.

The “Video plane” is used to display video. Thiamg is on top of the background color plane indléecal
display stack. The interaction between the “vigame” and the video/broadcast object is describethuse
10.1.2. Streamed video may appear to be presameeglane other than the logical video plane. Tiesent
document is intentionally silent about the mechanised by an OITF to achieve this behaviour

The “Subtitles plane” is used to display subtitielis plane is on top of the video plane in thadabdisplay
stack.

The “DAE application graphic plane” is used to dégpany running DAE applications. This plane istop of
the subtitles plane in the logical display stache Togical resolution of this plane is given by t#hwidth> and
<height> elements of the capability description.

The “Platform-specific application graphic plane”used to display applications specific to the O$UEh as
native system menus, banners or pop-ups. This jdametop of the DAE application graphic plandha
logical display stack.

For subtitles, the following rules apply:

OITFs SHOULD support simultaneous display of adlmn and subtitles. In that case, the OITF SHALL
display the application over the subtitles (as shawfigure 14). If the video is rescaled, the #ldg SHOULD
be rescaled/repositioned appropriately or not diggd at all.

If the presentation of subtitles is requested pioahe launch of an application, then OITFs whéahnot support
simultaneous display of applications and subt@8ERALL display subtitles in preference to running th
application. The OITF may offer the end-user thpastunity to disable subtitles and run the appi@atnstead.
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= If the presentation of subtitles is requested waileapplication is running, OITFs which cannot supp
simultaneous display of applications and subtilesll display applications in preference to thesprgation of
subtitles.

1.2 Interaction with the video/broadcast and A/V Cantrol objects

The behaviour of the video/broadcast object isnaefiin section 7.13.1.1. When no video/broaddajstch is
instantiated, or when all video/broadcast objemsimthe Unrealized state, broadcast video pratientSHALL be
under the control of the OITF. When video is unithercontrol of the OITF:

= Any broadcast video being presented SHALL be disgdan the logical video plane.
= The complete logical video plane SHALL be filled.
= The OITF MAY scale and/or position video, for exdenfp remove black bars.

For broadcast related applications as defineddtise5.2.3, broadcast video presentation SHALLiaily be under the
control of the OITF. Applications wanting to casitvideo presentation SHALL create a video/broatioagect.

When a video/broadcast object is in any state dtfeer the Unrealized state, broadcast video prasentSHALL be
under the control of the application. When videarisler the control of the application:

=  When the video/broadcast object or AV Control objsaot in “full-screen mode”, any video being geated
SHALL be scaled and positioned to fit the objedteTarea of the video plane not containing video BHBe
transparent.

= When the video/broadcast object or AV Control objedn “full-screen mode”, presented video SHAL& b
scaled to fill the entire logical video plane. TBETF MAY further scale and/or position video, fotaenple to
remove black bars.

= Depending on the Z index of the video/broadcagt\wiControl object with respect to other HTML elentgn
(regardless of whether the object is in “fullscreeode” or not), presented video may fully or pdlgiabscure
other HTML elements with a lower Z index, and mayurn be fully or partially obscured by HTML elems
with a higher Z index. As a result of this, videayrappear to be presented in a plane other thaodgfual
video plane. This specification is intentionalliesi about the mechanism used by an OITF to actilése
behaviour.

= (Calling the Application.hide() method SHALL causdeo (and any subtitles) being presented undecah&ol
of that application to be hidden, and any audiodperesented by the video/broadcast or AV Cordhpéct
under the control of that application to be mutedlling Application.show() SHALL cause video andlau
presentation to be restored.

If the release() method is called on a video/braatobject, or if the object is garbage collectamtrol of broadcast
video presentation SHALL be returned to the OITH widleo SHALL be re-scaled and re-positioned (fewsary).

1.3 Graphic safe area (informative)

Figure 15 shows the recommended safe area formtomtithoring for the OITF_HD_UIPROF default profile
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Figure 15: Graphic safe area

In 7.13.1.2, change the definitions of the playsStabperty and the state argument of the onPlag8&tiaange property
as follows;

Value Description

0 unrealized; the application has not made a request to start presenting a channel or has
stopped presenting a channel and released any resources. The content of the
video/broadcast object is transparent. Control of media presentation is under the control of
the OITF, as defined in section 1.2

1 connecting; the terminal is connecting to the media source in order to begin playback.
Objects in this state may be buffering data in order to start playback. Control of media
presentation is under the control of the application, as defined in section 1.2. The content of
the video/broadcast object is transparent.

2 presenting; media is currently being presented to the user. The object is in this state
regardless of whether the media is playing at normal speed, paused, or playing in a trick
mode (e.g. at a speed other than normal speed). Control of media presentation is under the
control of the application, as defined in section 1.2. The video/broadcast object contains the
video being presented.

Add the following text as a new section 4.9;

4.9 Display Model

Annex | describes the logical display model of an OITF and the relationship between DAE application graphics
and video.

7.9  Keyset capitalization

Modify the title of section 7.2.5 to use the ‘Keysapitalization instead of ‘KeySet'.
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In section 9.1, replace “KeySet” with “Keyset” ihé following paragraph;

Because physical color keys may not always be avigilon remote controls, DAE applications which tieecolour
keys SHOULD make the same feature, function or dio&essible through a button in their user interfabich can be
navigated to bwp, down, Teft andright and selected witanter /0K and SHOULD make their intended usage
known through th&eyset object as defined in Section 7.2.5.

7.10 Application model and lifecycle

In section 4.3, delete the following from the secparagraph;

It is accessed over TLS and authenticated with B@OXcertificate. Access to privileged capabilittes be requested
through extensions to the X509 certificate (se¢i@@d0.1).

and

which provides Javascript properties and methoalsalDAE application possesses that exceed thasadifional “web
pages”

Also in section 4.3, change the first sentenc@ethird paragraph to say;

The difference between a DAE application and aitirathl web page is that web pages are stand-alatheno formal
concept of a group of pages or a context withinclla group of pages are loaded and execute.

Change section 4.3.1 to say;

DAE applications are comprised of pages which areeptually no different from traditional web pagBeth pages in
a DAE application and traditional web pages catuthe the contents of other documents. These indlddeuments can
have a variety of types, including Cascading S8fieets (CSS), JavaScript, SVG, JPEG, PNG and GIF.

A dynamic DOM, combined with XMLHttpRequest, persnRJAX-style changes to the current page in a DAE
application or web page without necessarily repig¢he entire document.

Replace the first paragraph of section 4.3.2 wiith following;

A DAE application provides shared context and statemon to a number of pages — a concept whichnttdesmally
exist in the web. Loading and unloading pages withe context of a DAE application is the samenasling and
unloading web pages.

Change the second paragraph of section 4.3.2 tatsajollowing;

The application context includes information abihwt state of an application from the platform’sgperctive —
permissions, priority (for example, which to terat@ first in the event of insufficient resourcesyl @imilar information
that spans all documents within an applicationriythe lifetime of that application.

Change the second sentence of section 4.3.3 tihedgllowing;

Using the createApplication() method as define8éction 7.2.2.2, applications can be either beestas child nodes of
the application or as a sibling of the applicatjoe. added as an additional childof this appiaras parent).

Delete the second paragraph of section 4:3@nly web pages running as DAE applications (&gm a known
provider and loaded via TLS) have access to aniégn object (via the application/oipfApplicatigianager object).”

In section 4.3.8, modify the second and third paaiphs to say the following;

An application is activated through calling theiwateInput() method of the application node. Thiarks an application
as active and SHALL insert the application at ttzetof the active application list (removing ibfn the list first if it is
already present).
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An application is deactivated through the deactikgiut() method of the application node. This maksapplication
inactive and SHALL remove it from the active apption list.

In section 4.4.2, delet&or packaged applications, the entire package I9HPe retained (in either packaged or
unpackaged form) until the application has ternadat

Move the following 4 paragraphs from 5.1.1.3 to.2 dfter the paragraph starting “Any areas of th®Wwser area
outside the DOM Window that become visible whé&nriésized SHALL be transparent” and before theagaaph
starting “The default background color of the raaftthe document” with the changes marked by remisio

b Broadcast-related and service
prowder related appllcatmns SHALlhmaIIy be created as |nV|5|hheaerel—h+eIeIemo avoid screen flicker during
application start-up. Broadcast-independent aptdina SHALL initially be created as visibl®nce loaded (as might be
indicated through an onload event handler), thdigaton then typically calls the show() methoditsfparent

Application object.

Broadcast-related and service provider relatediegtpdns SHALL initially be created as invisible dvoid screen flicker
during application start-up. Broadcast-independgpiications SHALL initially be created as visib@nce loaded (as
might be indicated through an onload event handike) application then typically calls the show@thod of its parent
Application object.

If the application does not ever need to be visitiien its DOM Window object will never be shown.that case, the
application should take steps to avoid being fotathto reduce computation and memory overheads.i3 lypically
accomplished by setting the default CSS style efdbcument’s BODY element to display: none.

Because all applications have associated DOM Winaolojects, it is possible to make any applicatiagible even if it is
not normally intended to be visible. This is offiardar benefit during debugging of hidden senvigge applications.

The DOM Window for an application cannot interadthwother DOM Window objects of other applicatianghe
system except through the application API. In otherds, scripts that are part of the document bdisglayed inside a
DOM Window object cannot discover other applicasiovithout going through the application API, whitts as a
single point of security control.

Move the following 2 paragraphs from 5.1.1.3 to ¢imel of 5.1.1.1;

All HTML, JavaScript and SVG files that comprise application SHALL be retrieved from the same R@lyalified
Domain Name (FQDN). If the application attemptstcess files of these types from another domai atttess
SHALL fail as if the content did not exist. Filestivother MIME types supported by OITF may be mted from other
domains.

If the document of an application is modified (eep replaced entirely by other pages of the sam@NFQthe
Application object is retained. This means thatgbemission set granted when the application iatettapplies to all
“edits” of the document or other pages in the aggpion, until the application is destroyed.

In section 9.1, prefix the following paragraph witthen the CEA-2014 notification framework (see smtH.3.1) is
supported, ”;

OITFs SHALL support at least 2 DAE applicationsragvisible at one time, one application showingf#fication in
the notification window (as defined in Section 3.6f CEA-2014-A) and one in the main browser area.

7.11 Application types
In section 5.1.1.1,
1) Delete the reference t@eb applications - pages loaded directly from allUR

2) Modify the reference to applications loaded frBBD&S to read'Service provider related applications (from SD&S
signalling)”
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3) Insert the following;
« Broadcast-related applications (either be from SB&M®alling or from broadcast signalling in a hybdievice)
» Broadcast independent applications
Rename section 5.1.1.2 to “Broadcast-independeplieations” and change the contents to say;
Broadcast-independent applications are starte@tohihg the first page of the application from alUR
In section 5.1.1.6, replace the reference to “weblecations” with “broadcast-independent applicatis”
Add the following at the end of section 5.1.1.3;
The URL passed to the createApplication method SHB& one of the following;
e AnHTTP or HTTPS URL referring to an XHTML page @&fined by section 6.1 of this specification.

 The DVB URI for launching service provider relat@gplications signalled through SD&S as definedeiction
8.3 of this specification

» The DVB URI for launching broadcast-related apglaas from the current service signalled through&Sas
defined in section 8.3 of this specification

In section 8.3, change the comments entry for 1B DRI scheme to say the following;

Dvb Application launching Locator for applications The orgid and appid
in signalled in SD&S as encoded in the DVB URI
defined by section 6.3.3 are compared with the
of [TS 102 851]. applications signalled in

SD&S to identify one with
the same orgid and appid.

7.12 iframe security issues

In section 5.1.1.3, delete the following paragraph;

All HTML, JavaScript and SVG files that comprise application SHALL be retrieved from the same R@lyalified
Domain Name (FQDN). If the application attemptstcess files of these types from another domais atttess
SHALL fail as if the content did not exist. Filestiwvother MIME types supported by OITF may be mted from other
domains.

In the first paragraph of section 5.1.2, delete skatence Applications SHALL also be destroyed when followiadjnk
to a page loaded from a different domain.

Add a new section 5.1.3 as follows;

5.1.3 Application Boundaries

All of the pages that make up an application argaioed within its application boundary. This ig tfully qualified
domain name” (FQDN) of the initial page of the apgtion in the absence of an application_boundasgcdptor.

If an applicationBoundary element is present inSB&S signalling for an application as defined 4187], the
application boundary SHALL also include the FQDI$d in the applicationBoundary element. If tHengent is not
present, then the application boundary SHALL cdrnsishe FQDN of the initial page of the applicatio

For files requested with XMLHttpRequest,the Sam@i@rPolicy SHALL be extended using the applicatdomain; i.e.
any domain in the application domain SHALL be cdeséd of same origin.
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The OITF SHALL remove any IP address in the apfibcaboundary which is within the private addregace as
defined in [RFC1918], before launching the applaat

Add a new section 10.1.3 as follows;

10.1.3 Loading documents from different domains.

The contents of an <iframe>, <embed> or <objeatreint may be retrieved from an FQDN other tharottefrom
which the top-level document is loaded. In thisegdlse OITF SHALL enforce security restrictionsvee¢n the contents
of the element and the parent document. Theséatasts may be based on the nested browsing coatesdefined in
clause 6.1.1 of [HTML5] and the security restrioidormalised in clause 6.3.1 of [HTML5],excluditig features not
included in this specification.

Documents SHALL be assigned the permissions adsdcigith the FQDN from which they were loaded, afireéd in
section 10.1.1, rather than the permissions aasativith the initial document of the applicatior example
documents loaded in an <iframe> element may beteaa different set of permissions from the topelelocument that
contains the <iframe> element. Similarly, followiadink to a document from a different FQDN mayutes the
newly-loaded document having a different set ohpssions than those granted to the previous doctuievem though
they are within the same application boundary.

As described in section 5.1.3, for files requestétt XMLHttpRequest, the Same-Origin Policy SHALE lextended
using the application domain as defined in sechidn3.

Add a new normative reference as follows;

‘ [RFC1918] ‘ IETF, RFC 1918 “Address Allocation for Private Intets’, February 1996

7.13 Method signatures

Move section 7.13.4.2 to 7.16.5 and delete segtibh.4.2.

In section 7.14.3.1, change the return type ofathielayPositionChanged method from script to functio
In section 7.15.1.2,

1. change the signature of the method “void addFLUBEnerTags( String multicastAddress, String[] tags,
String downloadCallBack)” to change the tags arguirt® be a string rather than an array of strings.

2. Change the return type of the method “String[] detH EListeners()” to StringCollection.

3. Change the getTags method to have a return typegSmot String[]) and the description of the methto say
“Returns a comma-separated list of the tags astediavith a particular multicast address.”

7.14 DOM-2 Event for onReadyToPlay

A new section 7.14.8.3 shall be included as foljows
7.14.8.3 DOM 2 events for A/V object

For the intrinsic eventdnReadyToP1ay”, a corresponding DOM level 2 event SHALL be gexted, in the following
manner:
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Intrinsic event Corresponding DOM 2 event DOM 2 Eve  nt properties

onReadyToPlay ReadyToPTlay Bubbles: No
Cancelable: No

Context Info: None

Note: these DOM 2 events are directly dispatchatiecevent target, and will not bubble nor captAygplications
SHOULD NOT rely on receiving these events during blubbling or the capturing phase. Applications tisg DOM 2
event handlers SHALL call theddeEventListener() method onthe CEA-2014 A/V Control object. Thiedh
parameter oaddEventListener,i.e. “useCapture”, will be ignored.

7.15 Cookies

In section 9.1, “9.1 Minimum DAE capability requinents”, the following paragraph shall be replaced;

OITFs SHALL support at least 100 cookies with a imaxn of 20 per domain and a maximum size for amlvidual
cookie of 4K.

With

OITF SHALL support at least 100 cookies with a nmaxim of 20 per domain and a maximum size for anjviddal
cookie of 4096 bytes (as measured by the sum détigths of the cookie's name, value, and attrdjutéthe cookie is
bigger than 4096 bytes it SHALL be discarded, nmc¢ated.

7.16 Multiple Simultaneous Applications

In section 4.3.2, change the third and fourth paiegdps as shown;

An OITF SHALLMAY support the execution of more than one applicatiorultaneously. Applications MAY share the
same screen estate in a defined and controlleébfashhis differs from multiple web pages, whicle aypically handled
through different browser “windows” or “tabs” andagnnot share the same screen estate concurreltitigygh the
details of this behaviour are often browser-depat)d@his also differs from the use of frames, whiapart from
iframes, do not support overlapping screen estdtere simultaneous execution of more than one eamin is
supportedBboth foreground and background applications SHALLsbpported simultaneously.

Where simultaneous execution of more than one egipin is supportediapplications SHALL be recorded within a
hierarchy of applications. Each object represergimgpplication possesses an interface that preddeess to methods
and attributes that are uniquely available to aapilbns. For example, facilities to create andrdgstpplications can be
accessed through such methods.

Prefix the first paragraph in section 4.3.3 witWhere simultaneous execution of more than ondiegtjpn is
supported”

Remove “Multiple” at the start of the first paragsh of section 4.3.4.

In section 4.3.7.1, the following sentence shabitedixed with ‘Where simultaneous execution of more than one
application is supportéd

Any calls to methods on an Application object frpages not running as part of an application froensime provider
SHALL throw an error as defined in section 10.1.1.
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In section 4.3.8, replace the first paragraph witie following;

Where simultaneous execution of more than one egijin is supported, the OITF SHALL maintain a ti§application
nodes ordered in a “most recently activated” ordthre active applications list. This list is usecdtie cross-application
event dispatch algorithm as defined in Section iamobt directly visible to applications.

In section 4.4.1, prefix the first paragraph andsfiix the second paragraph witiWhere simultaneous execution of
more than one application is supported”.

In section 4.4.6, modify the start of item #3 tadas follows;

3) Only one application is visible at any time; ®hing to a different application either hides the
currently-visible application (where simultaneous@ution of more than one application is
supported) or terminates the currently visible aggpion (where simultaneous execution of more than
one application is not supported).

In section 4.4.7, insert “Where simultaneous execubf more than one application is supported” inibe first
paragraph as follows;

As defined in [DOM 2 Events], standard DOM eventsmised on a specific node within a single doautrrighis
specification extends the event capability of th€through cross-application events handling,dngs not change the
DOM2 event model for dispatching events within doemnts. Where simultaneous execution of more than on
application is supported, an OITF SHALL implemem tross-application events and cross-applicatientehandling
model described in this section.

In section 9.1, replace;
OITFs SHALL support multiple simultaneous applicat loaded and running in the browser.
With

OITFs MAY support multiple simultaneous applicadnaded and running in the browser.

7.17 Media Resource Management

In section 7.13.1.1, replace;
Section 4.4.4 describes the effect on scarce ressuvhen a video/broadcast object is removed frenDIOM tree.
With

When a video/broadcast object is destroyed (e.ghéyideo/broadcast object being garbage coll@ctedvhen the
release() method is called, control of broadcastwishall be returned to the terminal. If an apgpio has modified the
set of components being presented (e.g. changagutiio or subtitle stream being presented) theisdime set of
components will continue to be presented.

When a video/broadcast object is destroyed dueptiga transition within an application, terminalayndelay this
operation until the new page is fully loaded inartb avoid display glitches if a video/broadcdsgeat is also present in
the new page. Presentation of broadcast videodio ahall not be interrupted in either case.

Add the following at the end of section 7.14.1.1;

9) When an AV Control object is destroyed (e.gthmy AV Control object being garbage collected, ecduse of a page
transition within the application), presentationstieamed audio or video shall be terminated.
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7.18 Clarification of Parental Rating Values

In 7.16.2.2, in the description of the parentalRgtproperty, make the following changes;

1. Qualify (prefix) the existing text “the initial vaé of this property (upon creation of the Progranwbgect) is
an instance of the ParentalRatingCollection objeeith “For instances of the Programme class credbgdhe
createProgramme() method defined in section 7.10.1.

2. Insert the following additional paragraph betweée turrent first and second paragraphs;

For instances of the Programme class returned ghrthe metadata APIs defined in section 7.12 awigjn the
programmes property of the video/broadcast objefihed in section 7.13.3, the initial value of thimperty SHALL
include the parental rating value(s) carried inrttetadata or DVB-SI entry describing the programifrihjs
information is included.

7.19 AVComponent types

In section 7.13.4.2 “The AVComponent class”, thiofving paragraph shall be added following thestiparagraph.

For forward compatibility the DAE application SHALdheck the value of the type property to ensureitlisaccessing
an AVComponent object of the correct type.

7.20 Data attribute of A/V object

In section 8.2.2.1, replace the first paragraphtie procedure for the data property as follows;

This property holds the URL that identifies the content, as defined in Section 4.7.1. See [PROT] section
6.2.2.1.1 ‘Protocol over UNIS-8' for details on CoD URI.

In section 8.3, add new rows to the table betweRtDGind RTSP as follows;

sip COD streaming (“sip-rtsp-
rtp-udp”)

COD streaming(“sip-rtsp-
udp”)

7.21 OITF Version Inquiry

Add the following properties to 7.3.3.1;

readonly Integer releaseversion

Release version of the OIPF specification implemented by the OITF.

For instance, if the OITF implements release 2 version “1.0”, this property should be set to 2.
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readonly Integer majorversion

Major version of the OIPF specification implemented by the OITF.

For instance, if the OITF implements release 2 version “1.0”, this property should be set to 1.

readonly Integer minorversion

Minor version of the OIPF specification implemented by the OITF.

For instance, if the OITF implements release 2 version “1.0”, this property should be set to 0.

readonly String oipfProfile

Profile of the OIPF specification implemented by the OITF. Valid profiles are “EMP”, “BMP” and “OIP”
(as defined in XXXX).

In section 8.1.1, 1 replace
O PF/1.1.0 (<capabilities> [<vendorNane>]; [<nobdel Nane>]; [<softwareVersion>];

[ <har dwar eVer si on>]; <reserved>) [<appNane>[/<appVersion>]]

with
O PF- <oi pf Profi |l e>/ <rel easeVer si on>. <maj or Ver si on>. <mi nor Ver si on> (<capabilities>;
[ <vendor Nane>] ; [<nbdel Nane>]; [<softwareVersion>]; [<hardwareVersion>]; <reserved>)

[ <appNanme>[ / <appVer si on>] ]
2) and insert the following

» the<oi pf Profil e> field identifies the profile implemented by the ®1&s defined in the specification of the
oipfProfile property of thecocalSystem class (in “7.3.3 The LocalSystem class”).

» the <rel easeVersi on>, <mgj or Ver si on> and <mi nor Ver si on> fields identify the version of the
specification implemented by the OITF as defineti7i3.3 The LocalSystem class” with propertieshef same
name.

In section 7.15.4.1, insert “Otherwise, it SHALL d&reempty string.” at the end of the descriptiohshe appName and
appVersion properties.

7.22 Conflict Resolution

The following extra point shall be included at #rel of section 4.1 — immediately before headindl4.1

* In case of a conflict between a CEA-2014 requirdraed a normative statement in the DAE specificatibe
normative statement in the DAE specification SHAadve priority.
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7.23 CRID Usage

In section 8.3 change the rows for CRID to readcdlsws;

crid

Programme identification via
BCG

Section 4.2.3 of [META]

COD Streaming

Section 4.2.3 of [META]

7.24 Video modes

In section 7.3.5, replace the description of trdewiMode property with the following;

- Read or set the video format conversion mode, for which hardware support MAY be available on the
device. Valid values are:

- normal

- stretch

- zoom

The following table provides guidance as to the relationship between videoMode, aspectRatio (output) and
the aspectRatio (input) of the AVVideoComponent class.

- aspectRatio - videoMode value
(input/output) [  Normal - Stretch - Zoom
value
- 16:9input/ - Black barsattop|- Noblackbars, [ No black bars,
- 4:3 output and bottom, all picture picture clipped
video visible stretched on left and right
vertically sides
- 4:3input/ - Black barson left- No black bars, |- No black bars,
- 16:9 output and right, all picture picture clipped
video visible stretched top and bottom
horizontally
- 4:3input/ - No change - No change - No change
- 4:3 output
- 16:9input/ - No change - No change - No change
- 16:9 output

The DAE application graphical layer is unaffected by the videoMode.

For audio-only outputs, setting this property SHALL have no effect.
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Also in section 7.3.5, modify the description &f thAspectRatio property as shown by the changgitrg which
follows;

Indicates the_output display aspect ratio of the display device connected to this output for which hardware
support MAY be available on the device. Valid values are:

- 43

- 169

—14:9

—4:3letterbox

For audio-only outputs, setting this property SHALL have no effect.

Also in section 7.3.5, replace the descriptionhef supportedVideoModes property with the following;

Read the video format conversion modes that may be used when displaying a 4:3 input video on a 16:9
output display or 16:9 input video on a 4:3 output display. The assumption is that the hardware supports
conversion from either format and there is no distinction between the two. See the definition of the

videoModes property for valid values.

For audio outputs, this property will have the value null.

7.25 onDRMMessageResult

In section 7.6.1.1, in the description of the réSate argument for the property “onDRMMessageR&sult
1) The references to “SendDRMMessage” shall be changésendDRMMessage” and

2) A new result code shall be added as follows;

5 Unknown DRM sendDRMMessage () failed, because the specified
system DRM System in DRMSystemld is unknown

7.26 onDRMRightsError

In both sections 7.13.6 and 7.14.6, in the desoripdf the onDRMRightsError property,
The following text shall be replaced;

The function that is called when a DRM licensingpenccurs during playback, recording or timeshitof DRM
protected AV content inside the embedded object.

With
The function that is called:

* Whenever a rights error occurs for the A/V con{@at license, license invalid), which has lead tocking
consumption of the content.

» Whenever a rights change occurs for the A/V coni@ense valid), which leads to unblocking the
consumption of the content.
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This may occur during playback, recording or tinsity of DRM protected AV content
The description of the errorState argument shalekiended as follows;

0: no license, consumption of the content is kdaolc
1: invalid license, consumption of the contertlmcked
2: valid license, consumption of the contentriblocked

7.27 DVB-MCAST URI Scheme

In section 8.3 “URI Schemes and their usage”, thference to Annex H in the row for the dvb-mast &fReme shall be
replaced with the following;

DVB-MCAST URI scheme as defined by Annex Al of [T& 539]

Annex H is removed. Normative references “[A086r8iid “[RFC4607]" are removed and the following noative
reference is added,;

[TS 102 539] ETSI TS 102 539, “Digital Video Broadcasting (DVB); i@age of Broadband Content Guide (BCG)
information over Internet Protocol (IP)

7.28 Returnvaluesin7.9.1.2

In the description of the “Integer setParentalCai8tatus( String pcPIN, Boolean enable )’ methda, following table
shall be inserted at the end;

Value Description

0 The PIN is correct.

1 The PIN is incorrect.

2 PIN entry is locked because an invalid PIN has been entered too many times.
The number of invalid PIN attempts before PIN entry is locked is outside the
scope of this specification.

In the description of the “Integer unlockWithParal@ontrolPIN( String pcPIN, Object target, Integguration )”
method,

1) the following table shall be inserted at the eaplacing the sentence “The return value indicates success of the
operation, and will take one of the values listedsetPIN()”;

Value Description

0 The PIN is correct.

1 The PIN is incorrect.

2 PIN entry is locked because an invalid PIN has been entered too many times.
The number of invalid PIN attempts before PIN entry is locked is outside the
scope of this specification.
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2) the description of the target parameter shalréglaced with the following;

The object to be unlocked. The value of this patam®HALL be an instance of one of the following
classes: Channel, Programme, Recording, CODAssBipwnload. If the value of this parameter is
not an instance of one of these classes, a Type&xoeption SHALL be thrown.

In the description of the “Integer setBlockUnrateitting pcPIN, Boolean block )” method, the follogyitable shall be
inserted at the end;

Value Description

0 The PIN is correct.

1 The PIN is incorrect.

2 PIN entry is locked because an invalid PIN has been entered too many times.
The number of invalid PIN attempts before PIN entry is locked is outside the
scope of this specification.

7.29 Merging text on broadcast-independent applicat  ions

The following text from section 5.2.8 is movedetttion 5.2.5 replacing the sentence “They are matew the control of
any specific application signalling.”

They do not require any signalling.

Section 5.2.8 is deleted.

7.30 Content types in a content catalogue
Section 7.5.1 shall be replaced with the following;

7.5.1. The application/oipfCodManager embedded obj ect

OITFs that have indicated <clientMetadata> withueditrue” and a “type” attribute with value “bcgHALL implement
an “application/oipfCodManager” embedded objechuwtifite following interface.

Content is organised into catalogues, where eaelfioggaue contains a hierarchy of folders that aeglue organise
individual content items. The structure of the tagjae SHALL be determined by the server managiag ¢atalogue and
SHALL be reflected in the structure of the metagstased to the OITF.

The three types of content in a CoD catalogue are:

* Assets, represented by the CODAsset class. A CORiAssa user-level description of a piece of Cobtent,
and so it is more concerned with information sushhe price, rental period, description and pateatang
rather than detailed technical information aboetakset such as encoding format. A CoD asset MAléesent
a single movie, or a bundle of movies offered fairale price.

» Folders, represented by the CODFolder class.

e Services, represented by the CODService class. @®Mix® objects are a specific type of container
representing subscription VoD (SVOD) services, whesers purchase a group of assets which may change
over time rather than a single movie or TV show.
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The CODAsset, CODFolder and CODService classesaleftype property that allows these classes thdbi@guished
by applications. For each class, this property SH#fake the value defined below:

7.31 playspeeds array

In 7.13.2.2, clarify the definition of the playspe@roperty as follows;

Returns the ordered list of playback speeds, esptkas values relative to the normal playback sfie), at which the
currently specified A/V content can be played (disne-shifted broadcast in the video/broadcastahjer undefined if
the supported playback speeds are-net-redjvn or the video/broadcast object is not in tinisnode

If the video/broadcast object is in timeshift mothe playSpeeds array SHALL always include at lgakies 1.0 and
0.0.

In 7.14.3.1, modify the definition of the playspeptbperty as follows;

Returns-thanordered list of playback speeds, expressed asvadlative to the normal playback speed (1.0)héth
the currently specified A/V content can be playeither through an CEA 2014 audio or V|deo objamt),mdefmed if
the supported playback speeds are not (yet) knberte 3lal

7.32 A/V control object states and the seek method

In annex B, in the section relating to changeseition 5.7, the following restriction is removed;

The method does not have any effect when beingdathilst the player is in any of the other states.

7.33 Remote management API clarification

In section 7.11.1 “The application/oipfRemoteManagat embedded object”, the descriptions of the @riigs shall be
clarified as follows;

Property Clarification

vendorName The value of this property SHALL bedhee as the value of the LocalSystem.vendorName
property (see section 7.3.3.2)

modelName The value of this property SHALL be thme as the value of the LocalSystem.modelName
property (see section 7.3.3.2)

softwareVersion | The value of this property SHALLthe same as the value of the LocalSystem.softwensdh
property (see section 7.3.3.2)

hardwareVersion| The value of this property SHALLthe same as the value of the LocalSystem.hardvessidh
property (see section 7.3.3.2)
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7.34 Managing scheduled recordings
In 7.10.4 “Extension to application/oipfRecordind@®@duler for control of recordings”;
e The recordings property shall be of type SchedutedRlingCollection not RecordingCollection.
* The parameter of the method “void remove ( Recgrdatording )” shall be of type ScheduledRecording.

In 7.10.7 “The PVREvent class”, the recording prageshall be of type ScheduledRecording not Reagrdi

7.35 Duplication of Video Component Selection

Replace section 7.13.4 as follows

To support the selection of specific A/V compondntsplayback (e.g. a specific subtitle language,
audio language, or camera angle), the classesedefinSections 7.16.5.2 — 7.16.5.5 SHALL be
supported and the constants, properties and mettediated in Section 7.16.5.1 SHALL be supported
on the video/broadcast object.

Replace section 7.14.5 as follows

To support the selection of specific A/V componédntsplayback (e.g. a specific subtitle language,
audio language, or camera angle), the classesedefinSections 7.16.5.2 — 7.16.5.5 SHALL be
supported and the constants, properties and mettedoied in Section 7.16.5.1 SHALL be supported
on the A/V Control object.

Insert new sections 7.16.5 as defined in Annex B.

7.36 Schemas

In section 8.3, add a new row to the table as fodlp

igmp Scheduled content Annex F of [PROT]. The transport IP
Multicast Address to
access the service as
defined in [TS 102
034].

In section 8.3, in the HTTP section of the tabégplace entries in the usage column as follows;

URI scheme Original Usage Entry Replacement usage entry

http and https COD streaming(“http-get”) COD streaming

COD download(“http-get”)

crid COD streaming (“sip-rtsp-rtp-udp”) COD streaming

COD streaming(“sip-rtsp-udp”)
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rtsp

COD streaming (“rtsp-rtp-udp”) COD streaming

COD Streaming(“rtsp-udp”)

7.37 Channel change by OITF specific applications

In section 7.13.1.1, insert the following paragragfter “When the bindToCurrentChannel() methodaied from the

unrealized or stop

ped states, the object shallditeon directly to the presenting state.”

If the channel currently being presented changesaan action outside the application (for
example, the user pressing the CH+ key on the @mibien any video/broadcast object presenting
that channel (e.g. as the result of a call to bo@drrentChannel() ) SHALL perform the same state
transitions and dispatch the same events as dtitaenel change operation was initiated by the
application.

In 7.13.1.2, extend the first paragraphs of thecdpsions of the following properties as follows;

Property

Extension

onChannelChang
eError

This function may be called either in response ¢tbannel change initiated by the application, of a
channel change initiated by the OITF (see sectit8.1.1).

onPlayStateChar
ge

This function may be called either in responsentingiated by the application, an action initiated
by the OITF or an error (see section 7.13.1.1).

onChannelChang
eSucceeded

This function may be called either in response ¢bannel change initiated by the application, or a
channel change initiated by the OITF (see sectit8.1.1).

7.38 Asynchronous Errors from the CSP System

The following is added to section 7.6.1.1;

function onDRMSystemMessage( String msg, String DRMSystemID)

The function that is called when the underlying DRM system has a message to report to the current

HTML document

The specified function is called with two arguments msg and DRMSystemID which are defined as

follows:

e String msg-— DRM system specific message.

e String DRMSystemID — argument that specifies the DRM System ID of the DRM system that

generated th

e event as defined by element DRMSystemID in Table 8 of Section 3.3.2 of [META].
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The table of events in section 7.6.1.3 has an ertteadded at the end as follows;

Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

OnDRMSystemMessage DRMSystemMessage = Bubbles: No
= Cancelable: No

= Context Info: DRMSystemID, msg

7.39 DRM Message Format Error

In section 7.6.1.1, in the description of “functionDRMMessageResult( String msglD, String resuliMsg
Integer resultCode )", the following row shall bdded to the table of result codes;

6 Wrong Format sendDRMMessage () failed, because the specified
message in msg has a wrong format.

7.40 Parental control unlocking

In section 7.9.1.2, the description of the methbideéger unlockWithParentalControlPIN( String pcPI8bject target,
Integer duration )” shall be revised as follows;

1. The duration parameter on the method is deleted.

2. The sentenceThis operation SHALL be protected by the parentaitiol PIN (if PIN entry is enabled)i$
removed.

3. The following row is added to the table of retuaiues

3 | Invalid object.

4. The following text is added;
The object type of target can be one of the foliayi

e Channel object, in which case the broadcast chanumegntly being presented SHALL be unlocked ag las
the ccid of the object matches the broadcast chalfitiee channel object does not match the brosidcaannel,
an Invalid Object error SHALL be returned. The amarSHALL remain unlocked until the broadcast video
channel is changed to a different one or has stbppig presented (e.g. the OITF being poweredrgfiut in
standby).

» Video/broadcast object, in which case the contemgpresented through this object SHALL be unlaoclegtil
a new channel is selected.

* A/V control object, in which case the content beimgsented through this object SHALL be unlocketil an
new item of content is played using this object

Otherwise an Invalid Object error SHALL be returned

Copyright 2011 © Open IPTV Forum



Page 52 (128)

7.41 Next and Previous Channels
In section 7.13.1.1, change the paragraph afterstia¢e diagram figure as follows;
When thesetChannel () +—nextchannelO—or—prevchannel O method is called from thenrealized,

connecting or presenting states or theextChannel () orprevchannel () methods are called from the
connecting orpresenting statesthe objectshalHALL transition to theconnecting state, in which the terminal
attempts to connect to the broadcast streammetfChannel () is called with a null parameter, the object-sBidl\L L
transition to thainrealized state.

In section 7.13.1.2, in the description of the gy “function onChannelChangeError( Channel chahne
Number errorState )", replace the description eramde 10 with the following;

channel cannot be changed by the nextChannel(Y@wel() methods either because the OITF doesainitain a
favourites or channel list or because the vide@tcast object is in the Unrealized state.

In section 7.13.1.3, add the following paragraphhe end of the description of the nextChannel@esdChannel
methods;

Calls to this method are valid in the Connectingsenting and Stopped states. They are not vatltkitunrealized state
and SHALL fail.

7.42 The “data” property of the Video/Broadcast Obj ect

In 7.13.1.2, add the following additional propedfjthe <video/broadcast> object.

String data

Setting the value of the data property SHALL have no effect on the video/broadcast object. If this property
is read, the value returned SHALL always be the empty string.

7.43 Exclude private IP addresses from the Applicat  ion
Boundary

The following additional normative reference is add

[RFC1918] | IETF, RFC 1918 “Address Allocation for Private Intets’, February 1996

The following paragraph is added to section 5.1.3;

The OITF SHALL remove any IP address in the apfibeaboundary which is within the private addregace as
defined in [RFC1918], before launching the applaat

7.44 The isSeries property
In section 7.10.2.2, remove the isSeries property.

In section 7.10.3, remove the notddte: Where a series is being recorded, every decbepisode will exist as an
independent entry. Only the scheduledepisode wailiycthe isSeries property.”
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In section 7.10.4.1, in the description of the reldngs property, remove the notélbte: Where a series is being
recorded, every recorded episode SHALL exist as@ependent entry. Only the scheduled recording SHearry the
isSeries property.

7.45 AVComponent Arrays and Collections
Add a new section 7.13.4.6 as follows;
7.13.4.6 The AVComponentCollection class

An AvComponentColTection object represents a read-only collectiom@€omponent objects. Next to the
properties and methods defined belowasi@tomponentCollection object SHALL support the array notation to
access the AV components in this collection.

Properties

readonly Integer Tength

The number of items in the collection.

Methods
AvComponent +item( Integer index )
Description Return the item at position index in the collection.
Arguments index The index of the item to be returned

In sections 7.13.4.1.2 and 7.14.5.1.2, the retype$ of the getComponents and getActiveComponeth®ds are
changed from AVComponent[] to AVComponentCollection

7.46 Mismatch between width and height attributesi  n OIPF
and W3C

In annex B, the following additional text shalléeded to the end of the list of “Changes to sechafi.

Requirement 5.7.1.g SHALL be modified as follows:
* [Req. 5.7.1.g] The following properties and methods SHALL be supported for video objects:

1) Number String width [RW]; the width of the area used for rendering the video object. This property is only
writable if property fullScreen has value false. The effect of changes to width SHALL be in accordance with
[Req. 5.7.1.c].

2) Number String height [RW]; the height of the area used for rendering the video object. This property is only
writable if property fullScreen has value false. The effect of changes to height SHALL be in accordance with
[Reg. 5.7.1.c].
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7.47 Duplicated parental rating properties

In section 7.10.2.2, the parentalRating propertgishe renamed parentalRatings and have the folhowext added to
the description Note that this property was formerly called “pas¢Rating” (singular not plural).

In section 7.10.5.2, the parentalRatings propehtglisbe removed.
In section 7.10.5 (before heading 7.10.5.1), tilevieng changes shall be made;

e The text This class is a subclass of ScheduledRecording 9aetion 7.10.2)shall be replaced with This
class implements the ScheduledRecording interfeee $ection 7.10.2).

e The paragraph starting withValues of properties in the Recording object SHAld obtained from metadata
about the recorded programishall have the following text appended to the &huthe event of a conflict
between the metadata in the Programme and thag¢ibrbadcast channel, the conflict resolution is
implementation dependett

» The following text shall be added at the end;
NOTE: The property “parentalRatings” formerly defihas part of this class is now redundant follovthey
renaming of the “parentalRating” property in thén&duledRecording class to “parentalRatings”.

7.48 TLS Version

The following additional normative references stoaladded;

[RFC2246] IETF RFC 2246 : "The Transport Layer Security (TL&)tBcol Version 1.0".
[RFC4346] IETF RFC 4346 : "The Transport Layer Security (TLE&)tBcol Version 1.1".
[RFC5246] IETF RFC 5246: "The Transport Layer Security (TLS)tBcol Version 1.2".
[RFC5746] IETF RFC 5746 : "Transport Layer Security (TLS) Rengion Indication Extension".

The following text shall be added to section 9.thadiately before the line “In their SSL/TLS impleta&ion, OITFs
SHALL support”.

TLS/SSL — TLS 1.2 [RFC5246] SHOULD be supportediaf then TLS 1.1 [RFC4346] SHOULD be supported,
otherwise TLS 1.0 [RFC2246] SHALL be supported. TH&F SHALL support TLS Renegotiation Extension as
described in [RFC5746].

7.49 Media component API clarification
In section 7.16.5.1.3,

1) in the description of the getComponents method,fitkt paragraph shall have text added and rema=d
follows;

Returndf the set of components is known, retuansollection of AVComponent values representingdbeponents of
the specified type in the current stream. If congrdfype is set to null or undefined then all therently active
components are returned if the set of active coraptsnis known

2) In the description of the getCurrentActiveComposenéthod, the first paragraph shall have text adated
removed as follows;

Returndlf the set of components is known, retuansollection of AVComponent values representingdineently
active components of the specified type that anegoendered. Otherwise returns undefined
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3) The following additional paragraph shall be addedHte description of both the getComponents and
getCurrentActiveComponents methods between therduiirst and second paragraphs;

For a video/broadcast object, the set of compor@HiSLL be known if the video/broadcast object ighie presenting
state and MAY be known if the object is in othextss. For an AV Control object, the set of compt&&HALL be
known if the AV Control object is in the playingagt and MAY be known if the object is in other et

7.50 PVR API Issues

In section 7.10.6.2,the return type of tteen(Integer index)nethod shall be changed frabbjectto
ScheduledRecording

In section 7.16.2.5;
1) The description of the recordings property shaWéaext added as shown;

The list of in-progress or completeecordings associated with this programme, sdijestart time in increasing order.

2) The description of the scheduledRecording propsisil have text removed as follows;

If available, this property represents the scheditdeording-er-an-progress-orcompleted-recordiagsociated with
this programme. Has valumdefined if this programme has no scheduled recordingnangrogress-er-completed

recordingassociated with it.

7.51 Mismatch between some VK key codes and W3C
specification
The following text shall be added at the end ofise®.1.

Note that VK_* key codes defined by CEA2014-A Arrieare OPTIONAL for this specification as spedfia Annex
B.

In Annex B, in the bullet point “Changes to Sectiof ", sub-bullet point “Add keypress events tqieement 5.4.1.a
in the following way: ",

1) add the following text before the paragraph stagtiror “keydown” and “keyup” events, the key code as
specified;

Key constant values defined in Annex F are OPTION®@iLthis specification. An OITF SHALL map VK_* cstants to
an internal OITF specific value. A DAE applicatiSRHIALL NOT rely on the internal OITF specific keydmand
SHALL use the VK_* key constant literals instead.

2) Inthe paragraph starting For “keydown” and “keyup” events, the key code pscified in Annex F”, “key
code as specified in Annex Bhall be replaced binternal OIPF specific key code”

In Annex B, make the following changes to the @e¢Changes to the Annexes”;
1) Add the following text between the change to ai@ard the change to annex F.

In Annex F, the constant values defined by CEA2BJare OPTIONAL for this specification. An OITF SHALmap
VK_* constants to an internal OITF specific valéeDAE application SHALL NOT rely on the internal OF specific
key code and SHALL use the VK_* key constant &tsrinstead.

2) Inthe change to annex F concerning VK_PLAY_PAU&Rove “= 463"
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7.52 Clarifying audio playback from memory

Section 7.14.10 shall be replaced with the follayin

7.14.10 Playback of audio from memory

This section describes how an AV Control object lbarused for the playback of audio from memory.

7.14.10.1 Usage of CE-HTML tags

The AV Control object SHALL be used to play audiipg from memory. The value of the AV Control otjs type
attribute SHALL be set to one of the values defime8ection 8.2.1 of [MEDIA]. Theobject> element representing
the AV Control object MAY contairparam> elements to set the value of parameters affethieglayback of the clip,
For audio from memory, valid parameters are:

* cache — a case-sensitive value dfrf‘ue” indicates that the audio clip should be playexhfrmemory. This
parameter SHALL be included for all clips to beygld from memory. For formats which can not be @thfrom
memory, or for values of the parameter other tharu”, this parameter SHALL have no effect. The defaalue
of this parameter SHALL befalse”.

Toop — indicates the number of times the audio clip 8HAe played whepTay () is called. The value SHALL be
positive integers or the case sensitive stringf“inite”, which SHALL play the audio clip continuously tinstop ()
is called or thalata property is set taul1. The default value of this parameter SHALL be “1”.

Simultaneous playback of multiple audio clips frovemory, or simultaneous playback of audio clipsrfrmemory and
streaming audio or video presentation SHALL follthe behaviour described in section 4.4.5.

7.14.10.2 Usage of the DOM interface
For AV Control objects used to play audio from meynohe following properties and methods SHALL lpsorted:

» The propertieslata, playState, error andonPlayStatecChange, as defined in Req. 5.7.1.f of
[CEA-2014-A].

* The methodelay() andstop(), as defined in Req. 5.7.1.f of [CEA-2014-A].

When thepTay () method is called, if aparam> element as described above is present whereatbke parameter is
set to the valuet'rue”, the OITF SHALL:

« attempt to pre-load the audio clip specified by\akie of itsdata property and play the audio clip from memory.
If the terminal cannot pre-load the audio clip duénsufficient memory, the terminal SHALL play thkp as
streaming audio.

» attempt to retain the audio clip in its cache oplegrback has finished, until the AV Control objeatata property
is modified or the AV Control object is destroyed.

If the AV Control object’s data property refersadile in a format other than those listed in smtfr.14.12.1, the AV
Control object SHALL NOT attempt to play the film memory.

The <param> element as defined in Section 7.14£tHis document SHALL be made accessible throufioi
HTMLParamelement object.

7.14.10.3 Example usage (Informative)

The following HTML document shows an example otdp to start the playback of memory audio:
<head>
éscript type="text/javascript”’>

function startBGM() {
document.getETementById(“aidl”).play(1);
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</script>

</head>

<body>

<object type="audio/mp4" id="aidl" data="http://www.avsource.com/audio/bgm.aac">
<param name="cache” value="true” />

<param name="Toop” value="1infinite”/>

</object>

<a1v id="btnl” onclick="startBGM()”><img src="startl.gif” /></div>
<]body>

The following HTML document shows an example otdap to stop the playback of memory audio:
<head>

<séript type="text/javascript”>
function stopBGM() {
document.getElementById(“aidl”).stop(Q);

</script>

</head>

<body>

<object type="audio/mp4" id="aidl" data="http://www.avsource.com/audio/bgm.aac">
<param name="cache” value="true” />

<param name="Toop” value="infinite”/>

</object>

<a1v id="btn2” onclick="stopBGM()”"><img src="stopl.gif” /></div>
</Body>

7.53 Event handling fixes

In section 7.5.1.1, replace onContentCatalogueEgadtonContentAction with the following;

function onContentCatalogueEvent( Integer Action )

This function is the DOM 0 event handler for events relating to changes in a content catalogue
collection. The specified function is called with the argument action:

Integer action - The type of event. For current versions of the specification, this property SHALL
always have the value 0 to indicate a change in the list of available catalogues.

function onContentAction( Integer action, Integer result, Object item,
ContentCatalogue catalogue )

This function is the DOM 0 event handler for events relating to actions carried out on an item in a
content catalogue. The specified function is called with the following arguments:

Integer action - The type of action that the event refers to. Valid values are:

Value Description
0 An operation to browse a content collection (e.g. getting a page from the collection).
1 Indicates that more information is available about this item (e.g. that more information has
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been retrieved from the server).

Integer result - The result of the action. Valid values are:

Value Description

0 The operation succeeded.

1 The item no longer exists in the catalogue.

2 The server has not responded in the timeout period.

3 Communication with the server has been interrupted.

Object item - The item in the catalogue that the event refers to.

ContentCatalogue catalogue - The parent catalogue of the affected object.

Add a new section 7.5.1.2 as follows;
7.5.1.2 Events

For the intrinsic events listed in the table belaveorresponding DOM level 2 event SHALL be gerexdtan the
following manner:

Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

onContentCatalogueEvent ContentCatalogueEvent Bubbles: No

Cancelable: No

Context Info: action

onContentAction contentAction Bubbles: No

Cancelable: No

Context Info: action,
result, item, catalogue

NOTE: the above DOM 2 events are directly dispaddioethe event target, and will not bubble nor aasmtApplications
SHOULD not rely on receiving the events listed abduring the bubbling or the capturing phase. Aggpions that use
DOM 2 event handlers SHALL call traldEventListener () method on theéocalsystem object. The third
parameter ohddEventListener, i.e. “useCapture”, will be ignored.

Remove sections 7.5.4 and 7.5.8.
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In section 7.10.4.1, replace the description ofah®VREvent function with the following;

function onPVREvent( Integer state, ScheduledRecording recording )

This function is the DOM 0 event handler for notification of changes in the state of recordings. The
specified function is called with the following arguments:

Integer state — The current state of the recording. One of:

Value Description

1 The recording has started.

2 The recording has stopped, having completed.

3 The recording sub-system is unable to record due to resource limitations.

4 There is insufficient storage space available. (Some of the recording may be available).

6 The recording has stopped before completion due to unknown (probably hardware) failure.

7 The recording has been newly scheduled.

8 The recording has been deleted (for complete or in-progress recordings) or removed from the
schedule (for scheduled recordings).

9 The recording is due to start in a short time.

10 The recording has been updated. For performance reasons, OITFs SHOULD NOT dispatch
events with the state when only the duration of an in-progress recording has changed.

ScheduledRecording recording — The recording to which this event refers.

In section 7.10.4.3, in the description of the DQMvent corresponding to onPVREvent, remove tleeae to section
7.10.8.

Remove section 7.10.7.

In section 7.13.2.2, replace the description ofdh®ecordingEvent property with the following;

function onRecordingEvent( Integer state, Integer error, String recordingId )

This function is the DOM 0 event handler for notification of state changes of the recording functionality.
The specified function is called with the following arguments:

Integer state - The current state of the recording. One of:

Value Description
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0 Unrealized: user/application has not requested timeshift
or recordNow functionality for the channel shown. No
timeshift or recording resources are claimed in this state.

1 Recording has been newly scheduled.

2 Recording is about to start .

3 Acquiring recording resources (incl. media connection).

4 Recording has started.

5 Recording has been updated.

6 Recording has successfully completed.

10 Acquiring timeshift resources (incl. media connection).

11 Timeshift mode has started.

Integer error - If the state of the recording has changed due to an error, this field contains an error

code detailing the type of error. One of:

Value Description

0 The recording sub-system is unable to record due to
resource limitations.

1 There is insufficient storage space available. (Some of the
recording may be available).

2 Tuner conflict (e.g. due to conflicting scheduled
recording).

3 Recording not allowed due to DRM restrictions.

4 Recording has stopped before completion due to
unknown (probably hardware) failure.

10 Timeshift not possible due to resource limitations.

11 Timeshift not allowed due to DRM restrictions.

12 Timeshift ended due to unknown failure.

If no error has occurred, this argument SHALL take the value undefined.

String recordingId - The identifier of the recording to which this event refers, This SHALL be

equal to the value of the id property for the affected recording, if the event is associated with a
specific recording.
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In section 7.13.2.4, in the description of the DQMvent corresponding to onRecordingEvent, remioeedference to
section 7.13.2.4.1 and remove section 7.13.2.4.1.

Add a new section 7.15.1.3 as follows;
7.15.1.3 Events

For the intrinsic events listed in the table belaveorresponding DOM level 2 event SHALL be gerestan the
following manner:

Intrinsic event Corresponding DOM 2 DOM 2 Event properties
event
onFLUTEListenerResult FLUTEListenerResult Bubbles: No

Cancelable: No

Context Info: multicastAddress,
resultMmsg

NOTE: the above DOM 2 event is directly dispatctethe event target, and will not bubble nor captépplications
SHOULD not rely on receiving ReceiveRemoteMessage event during the bubbling or the capturing phase.
Applications that use DOM 2 event handlers SHALL t& addEventListener () method on the
application/oipfRemoteControlFunction object. Thed parameter oiddEventListener, i.e. “‘useCapture”, will
be ignored.

7.54 PVR API clarifications

In section 7.10, make the changes shown in anrtexs€ctions 7.10.1 to 7.10.5 inclusive.

In section 7.13.2, replace figure 12 “PVR StatasrézordNow and timeshifting using video/broadcasith the
following;
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\‘j 0: Unrealized)
pause()
. recordNow()
Recording Error (i.e. starttime = now)
stopTimeshift() (10: Acquiring timeshift resources)
switch to another (. ]
channel Timeshift resources 1: Recording has been newly scheduled
acquired and media
connected
now >= starttime — x minutes warning
’ recordNow()
4(1 1: Timeshift mode has staned) (2; Recording is about to start)
J/ now >= starttime
(3: Acquiring recording resources (incl. media connection))

Recording Error

Recording resources
acquired and media
connected

stopRecording()

4: Recording has started

now >= endtime recording|(starttime+
duration)

4(6: Recording has successfully completed)

Make the following changes in section 7.13.2.3;

1) In the description of the recordNow(Integer duradianethod, change the second and third paragraph as
follows;

H#-Calling recordNow () -is-called-while the broadcast that is currently rendered in the wdeo/broadcast object
is already being recorded . ,

SHALL have no effect on the recording

and SHALL return the value null.

In other casesthethis method returns atring value representing a unique identifier to identifg recording. If the
OITF provides recording management functionalitptiyh the APIs defined in section 7.10.4, this SHAle the value
of theid property of the associat®&cording object defined in section 7.10.5.1.

2) In the description of the offset argument of theksaethod, add text as shown;

The offset from the reference position, in secoildiss can be either a positive value to indicatieng later than the
reference positionr anegative value to indicate time earlier than tHerence position
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3) Inthe description of the offset parameter of thECsannel method ,make the following changes;

The optional offset attribute MAY be used to spgdtiife desired offset with respect to the live biczead in number of
seconds from which the OITF SHOULD start playbankniediately after the channel switch (whereby offsefiven as
a-pesitivenegativevalue for seeking to a time in the past).

In section 7.16.2.5, replace teeheduledRecordingnd therecordingsproperties with the following;

readonly ScheduledRecording recording

If available, this property represents the recording associated with this programme (either scheduled, in-
progress or completed). Has value undefined if this programme has no scheduled recording
associated with it.

7.55 Application loading errors

Add the following to section 7.2.1.2;

function onApplicationLoadError( Application appl )

The function that is called when the OITF fails to load the file containing the initial HTML document of
an application (e.g. due to an HTTP 404 error, an HTTP timeout, being unable to load the file from a
DSM-CC object carousel or due to the file not being either an HTML file). All properties of the
Application object referred to by app1 SHALL have the value undefined and calling any methods
on that object SHALL fail.

In section 7.2.1.4, add a new row to the tableveigs as follows;

Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

onApplicationLoadError AppTlicationLoadError Bubbles: No

Cancelable: No

Context Info: app1

7.56 setFullScreen reference to CEA-2014

In section 7.13.1.3, the reference to section 5. 6f4CEA-2014 shall be replaced with a referercedction 5.7.1.c of
CEA-2014.

7.57 Metadata APl Changes

In section 2.1, add the following new normativerefce;

[TVA-BID] ETSI, TS 102 822-6-1 V1.4.1 (2007-11), fBadcast and On-line Services: Search, selectighiful
use of content on personal storage systems ("T\tifk®y); Part 6: Delivery of metadata over a bi-
directional network; Sub-part 1: Service and tramsSp
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Section 7.12 shall be updated as shown in Annex A.

In section 7.13.10.2, add the following property;

function onChannelListUpdate

This function is the DOM 0 event handler for events relating to channel list updates. Upon receiving a
ChannelListUpdate event, if an application has references to any Channel objects then it SHOULD
dispose of them and rebuild its references. Where possible Channel objects are updated rather than
removed, but their order in the ChannelConfig.all collection MAY have changed. Any lists created with
ChannelConfig.createFilteredList() SHOULD be recreated in case channels have been removed.

Add a new section 7.13.10.4 as follows;
7.13.10.4 Events

For the intrinsic eventsochChannelScan” and “onChannelListUpdate”, corresponding DOM level 2 events
SHALL be generated, in the following manner:

Intrinsic event Corresponding DOM DOM 2 Event properties
2 event
onChannelsScan Channelscan = Bubbles: No

= Cancelable: No

= Context Info: type, progress,
frequency, signalstrength,
channelNumber, channelType,
channelcCount, transpondercCount

oncChannelListUpdate ChannelListUpdate = Bubbles: No

= Cancelable: No

=  Context Info: none

Note: the above DOM 2 event is directly dispatcteethe event target, and will not bubble nor cagtépplications
SHOULD NOT rely on receiving these events during blubbling or the capturing phase. Applications tisg DOM 2
event handlers SHALL call theddeventListener() method onth€hannelConfig object itself. The third
parameter ohddEventListener, i.e. “useCapture”, will be ignored.

In sections 7.5.5 and 7.5.6, delete the uid prgpert
In section 7.5.6,
1) Extend the description of the uri property as shpown

The CRID of the asset. The value of this propestyiven by theorogramid attribute of the BCG
ProgramInformation element that describes the asset.
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2) Modify the description of the previewUri property shown;
The URI used to refer to a preview of the asset.

For assets whose BCG description contains a RelatedMaterial element indicating a relationship of
Trailer or Preview, the value of this property is given by the CRID-MediaURI element of the

Medialocator efthe-assetreferred-to-bycontained in that element.

For assets without an appropri@ttel atedMaterial element, the value of this property SHALL lnedefined.

In section 7.5.7;
1) In the description of the uri property, replace tgieeUrl” with “ServiceURL”
2) In the description of the description property, lege “BCG Synopsis” with “BCG ServiceDescription”

3) Inthe description of the thumbnailUri property, keahe following changes to the second paragraph;

Alternatively, for services whose BCG description contains a RelatedMaterial element indicating a
relationship of Promotional Still Image¥railer—er—Preview, the value of this property is given by the

MediaURI element of the MedialLocator contained in that elementCRID-of the-assetreferred-to-by-that
element.

4) In the description of the previewUri property, make following changes to the second paragraph;

For services whose BCG description contaiRedatedMaterial element indicating a relationshipfailer or
Preview, the value of this property is given by thediaURT element of théledialLocator contained in that

elemenERID-of the-assetreferred-to-by-thatelement

7.58 Terminology — IMS or Communication Services

1) In section 5.3.2.3, “onIMSNotification” shall bepkaced by “onNotification” in the following text;

The OITF SHALL call the callback function onIMSNitation for the corresponding application. Thislirdes
the IMS message.

2) Rename section 7.8 to “Communication Services APIs”

3) Inthe text between headings 7.8 and 7.8.1, redlsl&with communication services (or remove itjabws;

If an OITF has indicated support for the controltefiMS-Communication Servicdsinctionality by a server by
stating<imscommunicationServices>true</dmscommunicationServices> as defined in Section
9.3.9 in its capability description, the OITF SHAkupporttMEommunication servicatrough the use of the
following non-visual object:

<object type="application/eipfIMsoipfCommunicationServices”/>

The-MSCommunication Service&P| provides the necessary javascript methodsdister new usefg-the
tMS—netwe#k It also prowdes methods to reglster USGB;(I steruUse r) along with the supported feature

Feglster—user—sd@kegqsiee#%eﬂ A methodgetReg1 ste redUse rs is also deflned to view all the

registered users. A methgétAllUsers retrieves all users provisioned in the IG. Onggstered it is
possible to switch users for using-HetBnmunicatiorservices by using methaktuser.

A property is defined to view the current user ¢oused for a service@rrentuUser).

In order to handle the out-of-sessienldbd®rmunication servicesotifications, namely, the new dialogues,

Copyright 2011 © Open IPTV Forum



Page 66 (128)

there is a method for subscribing to these eventbgcribeIMsNotification). All new dialogues are
communicated through a callback functiom¥MSNotification) to the application instance performing the
subscription.

The-MSCommunication Service&Pls apply only to privileged applications and SHAadhere to the security
model as defined in Section 10.

4) Throughout section 7.8, replaces references td gpplication/oipfIMS embedded objéetith the
“ application/oipfCommunicationServices embedded abje

5) Throughout section 7.8, rename the onIMSNotificatitethod to onNotification and insert the followbegt at
the end of the method descriptioNOTE this method was formerly named onIMSNotifioati

6) Throughout section 7.8, replacatibscribeIMSNotification” with“ subscribeNotification”
including in the description of the onNatificatiomfilt method and the definition of the
subscribelMSNotification method itself. Add théofeing text at the end of the description of
subscribeImMsNotification:“ NOTE: This function was formerly named subscribeMd&Sfication.”

7) Insection 7.8.1, remove the reference to IMS éndiscription of the registerUser, deRegisterUsetlJser and
subscribeNoatification (formerly subscribeIMSNo#fion) methods.

8) Throughout section 7.8.1, replacarisubscribeIMSNotification” with
“unsubscribeNotification ” including in the definition of the method itselfidthe following at the end
of the method descriptiolNOTE: This function was formerly named unsubsciit®Notification”

9) Make the following changes to the start of sectidh2.

7.8.2 Extensions to application/oipfMS—oipfCommunicationServices __ for
communication—presence and messaging _services

If a client has indicated support for the contrbit® Cemmunication-Serviepsesence and messagifugictionality by a

server by stating
<communication—services>presence_messaging>true</communication=servicespresence_messa

ging> as defined in Section 9.3.9 in its capability diggon, the client SHALL supporHMEommunication Services
through the use of the following non-visual embetdbject:

<object type="application/eipfIMsoipfCommunicationServices”/>
The-Communication-Servicpesence and messagiARg| provides for instant messaging, presence anthct list
services. The messages can either be in a chasesing MSRP (see [PROT]) or page mode messaggsvithout a
session. The support ef-Communication-Sergoesence and messaging servisefALL follow the OMA specification
[PRES], [IM].

The Communication Services APl SHALL be supporteddmbined OITF and IG deployment cases. It MAY be
supported in other deployment cases. The use dilHdGl interface is OPTIONAL between the OITF alt@é when
these are co-deployed.

10) Rename section 8.2.2.3 frdtMIS APIs” to “Communication Services APIs”

11) In section 9.2, replace IMS with communication E&w as shown in the following;

“+IMSCommunicationServices” <imscommunicationServices>true</imscommunicationServices>

12) In section 9.3.9, replace IMS with Communicatiorviges in the name of the section and the firstesase.
Change the XML fragments as follows;

<xs:element name="imscommunicationServices" type="xs:boolean"/>

<xs:element name="communication—servicespresenceMessaging" type="xs:boolean"/>

Copyright 2011 © Open IPTV Forum



Page 67 (128)

7.59 Clarifying the current channel concept

The following text shall be added as a new sedtigh
H.4 Current Channel (informative)

There are 3 different “current channel” concepts in this specification;

»  The current channel of an OITF. This is the most obvious “current channel” to the end-user but the
most complex to properly define technically — particularly where more than one channel is being
presented at the same time. The bindToCurrentChannel() method implicitly defines this as this the
channel whose audio is being presented.

»  The current channel of a <video/broadcast> object. This is the easiest to define technically.

e The current channel of a broadcast-related application. This is the channel which is currently the
source of the signalling information controlling the lifecycle of a broadcast-related application (as
described in section 5.2.3).

In simple situations, all of these may refer to$hene channel. In complex situations they maytete are some
examples;

Scenario Current Channel of the| Current Current channel of
OITF Channel of broadcast-related
<video/broa application(s)
dcast>
object(s)
The OITF is presenting exactly one All 3 current channels reference the same broadcast

broadcast video channel, this video is being channel.
presented by a <video/broadcast> object (in
the Presenting state) which is part of a
broadcast-related application which is
controlled by signalling information from that
broadcast video channel

The OITF is presenting exactly one The channel being Not The channel being
broadcast video channel, this video is under presented by the relevant presented by the
the control of the OITF (as defined in OITF OITF

section H.2) and one or more broadcast-
related applications are running which are
controlled by signalling information from that
broadcast video channel none of which
have a <video/broadcast> object outside
the Unrealized state.

The OITF is presenting exactly one The channel being Not Not relevant
broadcast video channel, this video is under presented by the relevant
the control of the OITF (as defined in OITF

section H.2) and no broadcast-related
applications are running.

The OITF is presenting two broadcast video The main channel Not Not relevant.
channels, one main channel (responding to (the one responding relevant.
channel up and channel down) and a PiP to channel up /
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Scenario Current Channel of the| Current Current channel of
OITF Channel of broadcast-related
<video/broa application(s)
dcast>
object(s)

channel. channel down)
The OITF is presenting two broadcast video The channel which Not This specification
channels, one main channel (responding to was previously PiP. relevant. does not address
channel up and channel down) and a PiP what happens to
channel. A broadcast-related application is broadcast-related
running associated with the main channel. applications under
The user swaps the main channel to PiP these
and vice-versa. circumstances.
A broadcast-independent or service The same as the The two Not relevant.
provider related DAE application has two current channel of <video/br
<video/broadcast> objects, one presenting the oadcast>
the channel resulting from a call to <video/broadcast> objects
bindToCurrentChannel() and the second object presenting the have
presenting another channel set by channel resulting different
setChannel(). from a call to current

bindToCurrentChann channels

el()

7.60 Temporary Channel Objects, Recording and Metad

Make the changes shown to the first paragraph efdhscription of the “Channel createChannelObjéatéger idType,

String dsd, Integer sid )” method in 7.13.1.13;

ata

Creates a Channel object of the specified idType. This method is typically used to create a Channel
object of type ID_DVB_SI_DIRECT. The Channel object can subsequently be used by the setChannel ()
method to switch a tuner to a channel that is not part of the channel list which was conveyed by the OITF to
the server. The seepe—ef—the—resultlng channe1 object represents a Iocallv deflned channel WhICh 45—I+m4%ed

1{ does not get added to the channeI I|st accessed throuqh the ChanneIConflq cIass (see 7.13. 10)ava#able

through-method-getchannelconfigs.

Make the changes shown to the first paragraph efdiscription of the “Channel createChannelObjéatéger idType,

Integer onid, Integer tsid, Integer sid, IntegeusmeID, String ipBroadcastID )" method in 7.13.1.3;

Creates a Channel object of the specified idType. The Channel object can subsequently be used by the
setChannel method to switch a tuner to a channel that is not part of the channel list which was conveyed
by the OITF to the server. The seep&ei—theresultmg Channe1 object represents a IocaIIv deflned channel

which i

lsrpetumed—ne—mdoes not get added to the channeI I|st accessed throuqh the ChanneIConflq cIass (see
7.13.10)available-through-method-getchannelcontig.

The following text shall be inserted in the degiwip of 7.13.11 (The Channel class) between tls¢ dind second

sentences.

Channel objects typically represent channels storéde channel list (see 7.13.10). Channel objetyg also represent

locally defined channels created by an applicatising the createChannelObject methods on the \hdeadcast
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embedded object or the channelConfig class orrteChannelList method on the channelConfig ckssessing the
channel property of a ScheduledRecording obje&amording object which is scheduled on a localffirdel channel
SHALL return a Channel object representing thaallyadefined channel.

The description of the “ScheduledRecording recofditeger startTime, Integer duration, Integer refi@ays, String
channellD )" method shall be amended as shown mearC of this document.

7.61 Mapping from AVComponent to MPEG-2 TS and MP4  FF

A new section 8.4 shall be inserted as follows;
8.4 Mapping from APIs to Content Formats
8.4.1 AVComponent

The following table shows the mapping from the mmies of the AVComponent class to the data cairisidle the
MPEG-2 TS and MP4 file format

Property MPEG-2 TS MPEG-2 TS MP4 FF
Name and Type With DVB-SI Without DVB-SI SDT and
component_descriptor in EIT

SDT and/or EIT

Name: componentTag Not defined

Type: Integer The contents of the component_tag field in the
stream_identifier_descriptor in PMT

Name: pid The PID of the stream in the PMT tracklD

Type: Integer

Name: Type May be derived as follows: Track has a
VisualSampleEntry

Type: One of the following * Avalue of 0x02 or 0x1B in the stream_type fielghandler_type ="vide”) ->

constants in the PMT-> VIDEO. COMPONENT_TYPE_VID

COMPONENT_TYPE_VID EO - N

EO/ e Avalue of 0x03 or 0x11 in the stream_type field

COMPONENT_TYPE_AU in the PMT-> AUDIO. Track has an

DIO/ ) o AudioSampleEntry

COMPONENT TYPE SU * Avalue of 0x06 in the stream_type field in the (handler_type = “soun”) ->

BTITLE PMT and the presence of a COMPONENT_TYPE_AU

DTS_audio_stream_descriptor in the ES loop ihjo
the PMT-> AUDIO.

« Avalue of 0x06 in the stream_type field in the
PMT and the presence of an AC3_descriptor or an
Enhanced_AC3_descriptor in the ES loop in the
PMT > AUDIO.

e Avalue of 0x06 in the stream_type field in the
PMT and the presence of a subtitling_descriptor
in the ES loop in the PM® SUBTITLES.
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Property
Name and Type

MPEG-2 TS MPEG-2 TS

With DVB-SI
component_descriptor in
SDT and/or EIT

Without DVB-SI SDT and
EIT

MP4 FF

A value of 0x06 in the stream_type field in the
PMT and the presence of a teletext_descriptor
the ES loop in the PMT and an entry in that
descriptor with Teletext_type set to 0x02 or 0x
- SUBTITLES.

in

Name: Encoding

Type: A string identifying
the video or audio format a:
defined in section 3 of
[OIPF_MEDIA2]

May be derived as follows:

If a video component is present (see mapping
Type above)> “video/mpeg” or “video/mp2t”.

If no video is present but an audio component
present:

0 A value of 0x03 in the stream_type fie

in the PMT-> “audio/mpeg”.

A value of Ox11 in the stream_type fie
in the PMT and the profile_and_level
field in that descriptor indicates MPEG
AAC or MPEG-4 HE AAC>
“audio/mp4”.

A value of Ox11 in the stream_type fie
in the PMT and the profile_and_level

field in that descriptor indicates MPEG
HE AAC v2 - “audio/aacp”.

A value of 0x06 in the stream_type fie
in the PMT and the presence of a

DTS audio_stream_descriptor in the E

loop in the PMT-> “audio/vnd.dts”.

A value of 0x06 in the stream_type fie
in the PMT and the presence of an
AC3_descriptor in the ES loop in the
PMT - “audio/ac3”.

Track has a sample
description type “avcl” ->

fafideo/mp4”.

Track has a sample
iglescription type “mp4a” ->
“audio/mp4”

d

o

4

o

4

o

S

o

Name: Encrypted

Type: Boolean

May be derived from any of the following:

Presence of a CA_descriptor in the PMT in the
program information loop.

Presence of a CA_descriptor in the PMT in the
elementary stream information loop describing
the stream.

Not defined

Name: Aspect ratio

Derived from the Undefined

stream_content and

Not defined
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Property
Name and Type

MPEG-2 TS MPEG-2 TS

With DVB-SI
component_descriptor in
SDT and/or EIT

Without DVB-SI SDT and
EIT

MP4 FF

Type: Number containing
width divided by height as
decimal

Only defined for video
components.

component_type fields in
sthe component_descriptor.

Name: Language

Type: String containing an
ISO 639 language code

Only defined for audio and
subtitle components.

For audio components, the contents of the
ISO_639_language_code field in the
ISO_639_language_descriptor In the ES loop of tid@ P
unless overridden by the ISO_639 language_codiifiel
the supplementary_audio_descriptor.

For subtitles, the contents of the ISO_639 _languegge
fieldin the subtitling_descriptor or teletext_deptur, as
appropriate.

The contents of the langua
field in the media header
“mdhd” of the track.

Name: Audio Description

Type: Boolean - True if is
component is an audio
description

Only defined for audio
components.

True if any of the following is true:

There is an audio component with an
ISO_639_language_descriptor in the PMT with
the audio_type field set to 0x03

There is a supplementary_audio_descriptor wi
the editorial_classification field set to 0x01

There is an ac-3_descriptor or an enhanced_a

Not defined

th

C_

3_descriptor with a component_type field with the
service_type flags set to Visually Impaired.
Otherwise false.
Name: Audio channels Not defined
Type: Number indicating 5
for 5.1, 7 for 7.1, 2 for stereo
Only defined for audio
components.
Name: Hearing impaired | True if one of the following is true: Not defined
Type: Boolean - Has value * There is a subtitling_descriptor with the
true if the stream is intended subtitling_type field set to 0x20, 0x21, 0x22, 0x23

for the hearing-impaired
(e.g. contains a written

description of the sound
effects), false otherwise.

Only defined for subtitle

or 0x24.

There is a teletext_descriptor with a teletext_ty
field with a value of 0x05.

pe
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Property MPEG-2 TS MPEG-2 TS MP4 FF
Name and Type With DVB-SI Without DVB-SI SDT and
component_descriptor in EIT

SDT and/or EIT

components.

7.62 Parental rating errors

Make the following changes to the method " in $&wet7.13.5 and the method " in section 7.14.6.

1. Change the second argument froRdfrentalRating ratirigo “ ParentalRatingCollection ratingand modify
the description as follows;

ParentalRatingCollection ParentalRating—ratings — the parental ratings value-of the currently
playing content. The ParentalRatingCollectionParentalRating object is defined in Section 7.9.

2. Make the following changes to the first paragrapthe description of the method;

is triggered whenever one or maigarental ratingsalue-isarediscovered and none of them are vai-a

parentalrating-system-that-is-not supgpdiby-the-OITFFA valid parental rating is defined as one whichsuse
parental rating scheme that is supported by the=@iTd which has a parental rating value that ipstpd by

the OITF.

3. Inthe description of the contentlD argument, chhgarental rating chanféo “ parental rating errér

4. In the table of events, the context info for “on@aalRatingError” shall have fating’ changed to ‘ratings.

7.63 AV Control object state diagram clarifications

The following changes shall be made to the statgrdim figure in 7.14.1;1

1) change the labelling of the transition from pausedtopped from “stop()” to “stop() or (data or tgpchanged)
or setSource()”

2) change the labelling of the transition from playitegplaying from “play(x), x<>0" to “play(x), x<>0or
looping memory audio”

3) change the labelling of the transition from errordtopped from “automatic” to “stop() or data( oype)
attribute has changed or setSource()”

4) add a transition from error to connecting labellgday(x)”
5) add a transition from stopped back to stopped labldentically to that from error to stopped.

Also in section 7.14.1.1, item numbered 2 in thalmered list shall have a reference to the finistiade included as
follows;

Scarce resources for playback using the A/V Cormtbjgict SHALL be released when state 6 (‘error’por
(‘stopped’)_or 5 (‘finishedare reached.

Also in section 7.14.1.1, a new item shall be adddtie numbered list as follows;

9) When not presenting video, the AV ControleahjSHALL be rendered as an opaque black rectangle.
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In section 4.4.5, the following sentence shall bhe@nged as shown;

. The interrupted presentation shall be resumeainaatically by the terminal when the interruptinglau
ends (i.e. when the AV Control object transitionstte stopped, finished or errstate’.

7.64 Feature Tags

In section 7.8.3, in the description of the feallags property, the start of the description shallrbphrased as follows;

The feature tag data is optional. It carries aeibn of feature tag objects associated with goliegtion.

7.65 Parameter names in getParameter

In section 7.11.1.2, in the description of the getheter(String parameterName) method, parametarenarguments
shall be case-insensitive.

7.66 setBufferingStrategy

In section 7.14.8.2, in the description of the séingStrategy method, strategy names shall Ise-tasensitive.

7.67 Blocked and locked

In section 7.16.2.3.1, in the description of theckkd property, the table showing how the blocketilacked properties
work together shall have an extra row for blockeihly false and locked being true identifying thms is an invalid
combination of states.

7.68 Clarify setChannel mapping for IPTV_SDS

In 8.2.2.2.2, in the section on procedures, the damditions;
If the channel has an idType of ID_IPTV_URI

and
If the channel has an idType of ID_IPTV_SDS

shall be replaced with
Unless the channel is an IMS based IPTV service ljgdow)

and
If the channel is an IMS based IPTV service (idt, i of type ID_IPTV_SDS and if the
corresponding service has a "sip-igmp-rtp-udp"sip-igmp-udp” file format specified in its SD&S
BDR record)

respectively.
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7.69 Missing registerDownloadxxx mappings

The following shall be added to section 8.2.1.1.

registerbownload( String URL,
String contentType, Date
downloadstart )

API described in Section 7.4.1.1 to download the content
identified by the given URL.

If the OITF includes the Content Download functional
entity, the URL is passed to the Content Download
functional entity to download content over UNIT-17 using
HTTP as described in Section 5.2.3.1 of [PROT].

As specified in 7.4.1.1, the contentType attribute can be
used to evaluate if the content type is part of the list of
accepted content types of the OITF.

If contentType has value
“application/vnd.oipf.ContentAccessDownload+x
m1”, the method SHALL return a download identifier, after
which the OITF SHALL immediately fetch the Content
Access Download Descriptor, after which the same
SHALL happen as if registerbownload() had been
called.

registerbownload(string CRID,
String IMI, Date downloadStart )

API described in Section 7.4.2 to download content
described in a BCG record.

If the OITF includes the Content Download functional
entity, <CRID,IMI> BCG tuple is resolved to an URL as
described in 4.3 of [META] and passed to the Content
Download functional entity to download content over
UNIT-17 using HTTP as described in Section 5.2.3.1 of
[PROT].

7.70 Default Background Colour

In section 4.4.6, the following text;

The default background color of the root of theutoent (i.e. the <htmlI> rendering ‘canvas’) SHALL &e
nontransparent color and SHOULD be white as mast/bers, unless explicitly overriden with the
following (or an equivalent) CSS construct to allthe underlying video to be shown for those arddken
screen that are not obscured by overlapping natsiaent (i.e. opaque) children of the <body> elgme

html { background-color: transparent; }

body { background-color: transparent; }

shall be replaced with the following;

Application developers SHOULD explicitly set theckground color of the application <body> and <html>
elements.

Setting the background color to 'transparent’ (g&sgqng CSS construct html, body { background-color:
transparent; }) will allow the underlying video lb@ shown for those areas of the screen that arebsotred
by overlapping non-transparent (i.e. opaque) childf the <body> element."

Copyright 2011 © Open IPTV Forum



Page 75 (128)

8 Errata for Volume 6 — Procedural Application
Environment

8.1  Java package naming

Throughout the specification, the OIPF defined Jpaakages are prefixed witbrg.oitf”. All instances of this prefix
shall be changed ttorg.oipf”.

8.2 DVB-GEM normative reference

In section 2.1, normative references, the referdac®VB-GEM is updated to:

\ [GEM] \ ETSI TS 102 728 V1.1.1 (2010-01), “Globally ExecléaMHP (GEM) Version 1.2.2"

8.3 DRMAgentPermission

In appendix E, in the description of the two comstors for UserAuthenticationPermission, the commi€reates a new
DRMAgentPermissionshall be ‘Creates a new UserAuthenticationPermission”

8.4 DRM System Name

The following additional text shall be includedeafthe heading “Appendix G”;

The DRM Systems names are defined as URNs witb¥i& CA System ID (16 bit number) in there. A DRMs$gm
name shall be signaled by prefixing the decimal beinformat of CA_System_ID with "urn:dvb:casysterhias defined
in Table 10 for the DRMSystemID attribute, [METAote that the decimal number format of CA_SystemSHALL
not have leading zeroes.

8.5 DRM Agent Listener Result

In Appendix G, the Interface DRMAgentListener, paekorg.oipf.drm, the success method should befimddd
include the new String parameter resultMsg as fedlp

/**

* An operation triggered by a message sent through

* the DRMAgent has succeeded.

* @param resultMsg the DRM specific message result

* @param msglD the message ID provided when thesages
* which triggered this operation was sent to theMD&yent

*

public void success(String resultMsg, String msyID
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8.6 DRMRIightsErrorEvent

The following additional class shall be added a &nd of Appendix G.
package org.oipf.drm;
/**
* Represents an error event raised when a player
* tries to play a protected content without attise
* or with an invalid license
*/
public class DRMRightsErrorEvent extends ContréleorEvent {

/**

* errorState valid values

*/

static public final int NOLICENSE = 0;
static public final int LICENSEINVALID = 1;

protected Integer errorState;

/**

* The unique identifier of the protected conitim the scope of the DRM
* system that raises the error

*/

protected String contentID;

/**

* The DRM System name

*/

protected String DRMSystemName;

/**

* The rightsissuerUrl optional element indingtthe URL that

* can be used to non-silently obtain the rigfior the content

* item currently being played for which thig&M error is generated
*/

protected String rightslssuerUrl;

/**
* Constructor
*/
public DRMRightsErrorEvent (Controller from,ri®g message, Integer errorState,
String contentID, String DRMSystemID, String righstsuerUrl) {
super(from, message);

}

/**

* Gets the errorState value
* @return errorState describing the curreatestNOLICENSE or LICENSEINVALID).
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*
public Integer getErrorState() {return errotSth

/**

* Gets the contentID value

* @return contentID of the content.

*/

public Integer getContentID () {return contddrj

/**

* Gets the DRM System name value

* @return DRM System name describing the DR}dt&m that generated
* the error.

*

public String getDRMSystemID () {return DRMSgstID;}

/**

* Gets the rightsissuerUrl value

* @return rightslssuerUrl for license retrieva

*/

public String getRightslssuerUrl () {returniglssuerUrl;}

Copyright 2011 © Open IPTV Forum



Page 78 (128)

9 Errata for Volume 7 — Authentication, Content
Protection and Service Protection

9.1 Cl Plus, Marlin and TLS references

The normative references to Cl Plus and Marlin #igeations are revised to the following:

[Cl+] CI)PIus LLP, CI Plus Specification, “Content SecuEttensions to the Common Interface”, V1.3 (2011-
01).

[MRL BBTS] Marlin Developer Community, “Marlin Broadband Trangpstream Specification”, Version 1.0

[MRL BNSP] Marlin Developer Community, “Marlin — Broadband Netk@&ervice Profile Specification”, Version 1.1

[MRL CORE] Marlin Developer Community, “Marlin - Core Systeme8fication”, Version 1.3

[MRL FF] Marlin Developer Community, “Marlin — File Formatp&ification”, Version 1.1

[OMARLIN] Marlin Developer Community, “OMArlin Specification¥/ersion 1.0

[RFC5746] IETF, RFC 5746, “Transport Layer Security (TLS) Rertegion Indication Extension”.

9.2  CSPG-CI+ Discovery

This erratum clarifies the discovery of the CSPG-CAM module according to the Cl+ specificationcSen 4.2.3.3
now reads as follow.

The CSPG-CI+ discovery SHALL be performed at OlTatsup and CSPG-CI+ initialization. The setupluf session
to the [CI+] Specific Application Support (SAS) cesce and the connection to the Open IPTV Forunwegei
application are described in section 4.2.3.4.1.%uécessful connection means that a CSPG-CI+ lasdiscovered.

9.3 CSPG-CI+ Control Channel
9.3.1 CSPG-CI+ Control Channel

This erratum replaces section 4.2.3.4.1.1 as fallow
423411 Control Channel

OITF controls the CSPG-CI+ using resources defind®VB-ClI] as well as resources as defined in mecil of [Cl+].

OITF and CSPG-CI+ SHALL use the SAS resource, éefiim [Cl+], section 11.4, to handle messages asifégd in
this section.

The CSPG-CI+ SHALL create one session to the SABuree as soon as it has completed its Applicatitlnmation
phase of initialization. The OITF SHALL sendBAS connect_rgst() APDU [Cl+] to the CSPG-CI+ with the specific
Open IPTV Forum private_host_application_ID defiedable 8. The CSPG-CI+ SHALL acknowledge thereartion
by sending back 8AS_connect_cnf() APDU [CI+].

private_host_application_ID Value (64bits)
OIPF_APPLICATION_ID 0x0108113101190000

Table 8 Open IPTV Forum private_host_application_ID

Then any further exchanges between the OITF an@8RG-Cl+ are completed through the use of the
SAS async_msg() APDU. Syntax of this APDU is reminded in Table 9.
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Syntax No. of Bits Mnemonic
SAS async_nmsg() {
SAS async_nsg_tag 24 ui nsbf
l ength_field()
nmessage_nb 8 ui msbf
nessage | ength 16 ui nsbf
for (i=0; i<message |length; i++) {
nmessage_byte 8 ui nsbf
}
}
Table 9 SAS async_msg() APDU syntax
4.2.3.4.1.1.1 Specific messages

The OITF and CSPG-CI+ SHALL support the messaggsdiin Table 11. For each of the messages theagedsyte
payload takes the generic syntax given in TableTh@. message data may be broken into a numbecafd® containing
the same or different types of data identified ly datatype_id.

Syntax No. of Bits Mnemonic
nmessage_byte() {
command_id 8 ui nsbf
ca_system.id 16 ui msbf
transaction_id 32 ui msbf
send_dat at ype_nbr 8 ui nsbf
for (i=0; i<send_datatype _nbr; i++) {
datatype_id 8 ui nsbf
dat at ype_| engt h 16 ui nsbf
dat a_type() 8 * datatype_length bsl bf
}
}

command_id
ca_system_id

transaction_id

send_datatype nbr
datatype_id

datatype_length
data_type

Table 10 Generic message_byte() syntax

8-bit value that identifies the message. The vatwedefined in Table 11.
16-bit integer that identifies the CA system bejpgried.

A 32-bit value, generated by the OITF, provide@ imessage to the CSPG-Cl+
that will be returned in any corresponding replyssage from the CSPG-CI+.
The transaction_id allows the OITF to match the GSR+'s replies with the
corresponding requests. The OITF SHOULD incremeailue, modulo®,
with every message it sends. The transaction_idldHme ignored in messages
sent spontaneously (events) by the CSPG-CI+ {gkts _info,
parental_control_info, system_info).

8-bit integer that gives the number of data typeni included in the message.

8-bit integer that identifies the type of the dedatained in the data type loop.
The values are defined in Table 12.

16-bit integer that gives the length of the datpety field in bytes.

Data type payload. The data type loop shall onhtaio the specified data type,
but may contain multiple records of the same tyfpe number of records may
be determined by computation of the datatype_lefiglth.

Copyright 2011 © Open IPTV Forum



Page 80 (128)

Message command_i_d value Direction
(hexadecimal)
OITF CSPG-CI+

send_msg 0x01 >
reply_msg 0x02 <
parental_control_info 0x03 &
rights_info 0x04 <
system_info 0x05 <
(reserved) 0x06-0x7F

(user defined) 0x80-0xFF

Table 11 OIPF specific messages and command_id vahi

datatype_id value

Data type (heigdgcimal)
oipf_ca_vendor_specific_infor | 0x01
mation
oipf_country code 0x02
oipf_parental_control_url 0x03
oipf_rating_type 0x04
oipf_rating_value 0x05
oipf_rights_issuer_url 0x06
oipf_access_status 0x07
oipf_status 0x08
(reserved) 0x09-0x7F
(user defined) 0x80-0xFF

Table 12 OIPF specific datatype_id values

4.2.3.4.1.1.2 Mapping of messages to DAE API or Bus
The OITF SHALL map the specific messages liste@idble 11 to DAE API or Events as described in Talde

Message DAE API or Event
send_msg sendDRMMessage
reply_msg onDRMMessageResult
parental_control_info onParentalRatingChange,
onParentalRatingError
rights_info onDRMRightsError
system_info onDRMSystemMessage

Table 13 Mapping to DAE API or Events

The DRMSystemID attribute in DAE API or Events anapped to the ca_system_id field in the SAS_asysg m
APDU. The ca_system_id field is filled by extragfithe numeric value from the DRMSystemID stringtsthat
"urn:dvb:casystemid:" is removed and the remaimiamber is converted from a string to a 16 bit ieteg he
DRMSystemld is build by prefixing the 16 bit integmnverted to a decimal number string with "urtrdasystemid:"
as described in [OIPF_META].

Private data are array of bytes encoded for DAE étHtvents attributes in a string using a hexadaktmpresentation,
as defined for xs:hexBinary type used in XML schenta Cl+ SAS_async_msg fields, the private dagnioded in
bytes.

Precise mapping of DAE API or Events and attribatesdescribed in the following sections.
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4.2.3.4.1.1.3 send_msg

A native application or DAE application SHOULD ube send_msg message to provide DRM specific messages to the
CSPG-CI+.

When requested by either a native or DAE applicatioe OITF SHALL send theend_msg message to the CSPG-CI+
to exchange DRM messages. Examples of usage are:

» Service Provider handles the purchase of contahtaterver side and then usesdtrel_msg message via a DAE
application to ask the CSPG-CI+ to retrieve th@eisted license.

» Service provider sends teend_msg message via a DAE application to the CSPG-Cl-otod the CSPG-CI+ to
purchase a specific program.

The data types for theend_msg message are listed in the following table.

Syntax Occurrence number
oi pf _ca_vendor _specific_information 1

Table 14send_msg message data types

oipf_ca_vendor_specific_information Vendor specific information. The maximum lengti6 5000
bytes.

When a DAE application calls the sendDRMMessage wWiH1 msgType set to the MIME type
"application/vnd.oipf.cspg-hexbinary" and a DRMSystd set to a ca system id supported by the CSPGth# OITF
SHALL send asend_msg message to the CSPG-CI+.

The prototype of the sendDRMMessage API defind®iPF_DAE] is recalled here:
String sendDRMMessage(String msgType, String nisigg ®RMSystemID)
The OITF SHALL map the attributes of the called DAPI as follows:
- the DRMSystemld attribute is mapped to the ca_sysie field as described in section 4.2.3.4.1.1.2.

- the private data in msg attribute encoded in aguising a hexadecimal representation, as defimed f
xs:hexBinary type used in XML schemas is decodduytes before passing it $end_msg message in the
oipf_ca_vendor_specific_information field as ddsed in section 4.2.3.4.1.1.2.

4.2.3.4.1.1.4 reply_msg

The CSPG-CI+ SHALL send theply_msg message to the OITF to provide the status oé¢hd msg message.

The data types for theply_msg message are listed in the following table.

Syntax Occurrence number
oi pf _status 1

oi pf _ca_vendor_specific_information 0..1

Table 15reply_msg message data types

oipf_status If equal to 0, thesend_msg message has been successfully handled by the
CSPG-CI+ and a oipf_ca_vendor_specific_informatimy be available.
If equal to 1, thesend_msg message failed because an unspecified error
occurred.
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If equal to 2, thesend_msg message failed because the CSPG-Cl+ was unable to
complete the necessary computations in the tinodtedl.

If equal to 3, thesend_msg message failed because
oipf_ca_vendor_specific_information has a wrongfat.

If equal to 4, thesend_msg message failed because user consent is needed for
that action.

If equal to 5, thesend_msg message failed because the specified CA system in
ca_system_id is unknown.

Unspecified status values SHOULD be consideredhassage failed because an
unspecified error occurs.

oipf_ca_vendor_specific_informationVendor specific information. The maximum lengtt6&000 bytes.

NOTE: A service provider should not provide a DRM$dage in metadata (BCG, SD&S, CAD) and expec@orese
in oipf_ca_vendor_specific_information idply_msg message, if these metadata are handled by a rauplieation.
The native application sending the DRM messaghaddSPG-CIl+ will not know how to handle a response.

When receiving aeply_msg message with a transaction_id mapping to a sendnmesgage issued from a DAE
application call to sendDRMMessage, the OITF SHAd4due an onDRMMessageResult event to the DAE agijait

The prototype of the onDRMMessageResult event ddfin [OIPF_DAE] is recalled here:
function onDRMMessageResult( String msglD, StresyitMsg, Integer resultCode )
The OITF SHALL set the attributes of the issued Déent as follows:
- the msglID attribute set to the value returned ¢octilled sendDRMMessage.

- the resultCode attribute is mapped to oipf_staeld &s follows:

oipf_status field| Description resultCode attribut®escription

0 Successful 0 Successful

1 Unspecified error 1 Unknown error

2 Out of time 2 Cannot process
request

3 Wrong format 6 Wrong format

4 User Consent Needed 4 User Consent
Needed

5 Unknown DRM system 5 Unknown DRM
system

- the resultMsg attribute set to the private dataifri_ca_vendor_specific_information encoded inragtas
described in section 4.2.3.4.1.1.2.

4.2.3.4.1.1.5 parental_control_info

The CSPG-CI+ SHALL sendpaarental_control_info message to advise the OITF whenever the selectgtigm’s
rating changes. If the new rating does not meepéuental rating criterion (e.g. rating is at ooa a certain threshold,
for a rating system that is ordered from lower \@ewge to higher viewer age), the program is nsti@enbled anymore
. If the new rating meets the parental rating dote (e.g. rating is under a certain threshold,d@ating system that is
ordered from lower viewer age to higher viewer ag® program is descrambled again.
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The data types for thgarental_control_info message are listed in the following table.

Syntax Occurrence number
oi pf _access_stat us 1
oi pf _rating type 1
oi pf _rating_val ue 1
oi pf _country_code 0..n
oi pf _parental control _url 0..1

Table 16parental_control_info message data types

oipf_access_status If equal to 0, the program is no longer being dasdried, access conditions to
the program are no longer being met. A oipf_patentatrol_url may be
provided.
If equal to 1, the program is descrambled again.

oipf_rating_type Rating_type as defined in the parental_rating aca@fteria_descriptor in
[I[EC62455].

oipf_rating_value 1-byte rating_value as defined in the parentalngagiccess_ criteria_descriptor
in [IEC62455].

oipf_country_code 2-byte optional country_codes as defined in thempal_rating
access_criteria_descriptor in [IEC62455].

oipf_parental_control_url Optional url for connecting to the service provider unlocking the parental
control.

The OITF SHALL support at least the parental ragggtem identified by the oipf_rating_type 0, whinhps to the
parental rating system in DVB Systems [DVB-SI].

If an oipf_parental_control_url is provided and thent is raised to a native application, the matipplication
SHOULD launch the DAE with the oipf_parental_cohtral that might allow to unlock parental controlthe CSPG-
Cl+.

When theparental_control_infanessage is received and a DAE application is laeacthe OITF SHALL issue the
relevant event to the DAE application:

- onParentalRatingChange event, if the parentalgatyistem specified by the oipf_rating_type is sutgabby the
OITF.

- onParentalRatingError event, if the parental rasiygfem specified by the oipf_rating_type is nqipsarted by
the OITF.

The prototype of the onParentalRatingChange andw@nfalRatingError events defined in [OIPF_DAH aecalled
here:

function onParentalRatingChange( String contenfarentalRating rating, String DRMSystemID,
Boolean blocked )

function onParentalRatingError( String contentlDatentalRating rating, String DRMSystemID)
The OITF SHALL set the attributes of the issuednt\as follows:
- the contentld attribute is set to null or undefined

- the rating attribute (ParentalRating object) itidtized as follows:
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o If the oipf_rating_type is supported by the OITle bDipf_rating_type field is mapped into the scheme
property of the ParentalRating object. If the oipfing_type is not supported by the OITF, the sahem
is set to null or undefined.

0 The oipf_rating_value field is mapped into the eaproperty of the ParentalRating object. If the
oipf_rating_type is supported by the OITF, the naraperty of the ParentalRating object is filled
with the string representation of the parentahatialue. If the oipf_rating_type is not supporsd
the OITF, the name property is set to null or uirf.

0 The oipf_country_code field is mapped into the oegdroperty of the ParentalRating object
- the DRMSystemID attribute is mapped to the ca_sysid field as defined in section 4.2.3.4.1.1.2.

- The blocked attribute is mapped to oipf_accesustd follows

oipf_access_statusDescription Blocked attribute Description
field
0 program not True Content blocked

descrambled

1 Program descrambled False Content not
blocked

A DAE application SHOULD use a proprietary methaihg sendDRMMessage to unlock parental control.

If the program is no longer being descrambled (@ptess_status=0), the OITF SHALL blank the videcoder output.
The native or DAE application SHOULD not stop playithe program, as the program may become desadrabhin
later (access criteria change, parental unlockioy e

If the program being played is descrambled agapf (access_status=1), the OITF SHALL display thdeai again.

4.2.3.4.1.1.6 rights_info

The CSPG-CI+ SHALL sendraghts info message to advise the OITF that access conditiorights changed and that
the CSPG-CI+ is no longer able or is able agaitetscramble all requested elementary streams. @Qikcmessage is
received and if a DAE application is launched,@HEF SHALL send the relevant event onDRMRightsErasrdefined
in [OIPF_DAE] sections 7.13.6 and 7.14.7, to theEDdpplication.

If the program is descrambled again, the OITF SHOUlisplay the program again. If the program isavgler being
descrambled, the OITF MAY decide to stop the progeamd SHOULD use the oipf_rights_issuer_url, whitdy
provide for the CSPG-CI+ information to let it iietre missing rights.

The data types for theéghts info message are listed in the following table.

Syntax Occurrence number
oi pf _access_stat us 1
oi pf _rights_issuer _url 0..1

Table 17rights_info message data types

Copyright 2011 © Open IPTV Forum



Page 85 (128)

oipf_access_status If equal to 0, the program is no longer being dastrlied, access conditions to
the program are no longer being met. A oipf_rigissuer_url may be provided.
If equal to 1, the program is descrambled again.

oipf_rights_issuer_url Optional url for connecting to the service provider

The prototype of the onDRMRightsError event defimeflOIPF_DAE] is recalled here:

function onDRMRightsError( Integer errorState, 8gicontentID, String DRMSystemID, String
rightsissuerURL )

When theright_info message is received and a DAE application is kethcthe OITF SHALL issue the
onDRMRightsErrorevent to the DAE application.

The OITF SHALL set the attributes of the issuedntaes follows:

- The errorState attribute is mapped to oipf_accéastussfield as follows:

oipf_access_statusDescription errorState attribute  Description
field
0 program not 0 No license

descrambled

1 Program descrambled 2 Valid license

- The contentld attribute is set to null or undefined
- The DRMSystemID attribute is mapped to the ca_sysie field as defined in section 4.2.3.4.1.1.2.

- The rightsissuerURL is mapped to oipf_rights_issudrif this field is present. If the oipf_rightssuer_url is
not present, rightlssuerURL is set to null or uidzd.

If the program is no longer being descrambled (a@ptess_status=0), the OITF SHALL blank the videcoder output.
The native or DAE application SHOULD not stop playithe program, as the program may become descedraghin
later (access criteria change, rights update etc).

If the program being played is descrambled agdjf (access_status=1), the OITF SHALL display treewi again.

4.2.3.4.1.1.7 system_info

The CSPG-CI+ SHALL sendgystem_info message to advise the OITF of any DRM relatedteeen. the removal of a
smartcard. Once this message is received and K& d@pplication is launched, the OIPF SHALL sendrievant event
onDRMSystemMessage, as defined in [OIPF_DAE] saclié.1, to the DAE application.

The data types for theystem_info message are listed in the following table.

Syntax Occurrence number
oi pf _ca_vendor _specific_information 1

Table 18system_info message data types

oipf_ca_vendor_specific_informationVVendor specific information. The maximum lengtt65000 bytes.
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When thesystem_infanessage is received and if a DAE applicationusdhed, the OITF SHALL issue the
onDRMSystemMessage event to the DAE application.

The prototype of the onDRMSystemMessage event egfim [OIPF_DAE] is recalled here:
function onDRMSystemMessage( String DRMSystemiiDg $tsg )
The OITF SHALL set the attributes of the issuedngaes follows:
- The DRMSystemID attribute is mapped to the ca_sysie field as defined in section 4.2.3.4.1.1.2.

- The msg attribute set to the private data in oigf vendor_specific_information encoded in a stringl@scribed
in section 4.2.3.4.1.1.2.

9.3.2 Metadata — DRM Control Information

Then section 4.2.3.10.2 is updated accordinglyldab (on DRMContentID and RightsissuerURL) andl@&i are
updated as follow.

Element / Attribute Name Element / Attribute Mapping for CSPG-Cl+

DRMControlinformation

DRMSystemID SHALL be set to the value defined foe specific protection system in the
CSPG-CI+, in section 4.2.3.10.1

DRMContentID Vendor specific information.

RightslssuerURL SHOULD be set to the RightslssudrRich is provided in theights_info

message defined in section 4.2.3.4.1.1.6.

SilentRightsURL MAY be set to an URL allowing retvial of a message to be forwarded to the
CSPG-CI+ in order to silently get updated rightse MIME type or the HTTP
response SHALL be "application/vnd.oipf.cspg-hexifi and the body of the
HTTP response SHALL be an hexadecimal string asritessl in section
4.2.3.4.1.1.2.

PreviewRightsURL MAY be set to an URL allowing iietral of a message to be forwarded to the
CSPG-CI+ in order to get preview rights. The MIMipé¢ or the HTTP respons,
SHALL be "application/vnd.oipf.cspg-hexbinary" atie body of the HTTP
response SHALL be a hexadecimal string as desciibselction 4.2.3.4.1.1.2.

[¢)

DoNotRecord Vendor specific mapping

DoNotTimeShift Vendor specific mapping

DRMPrivateData DRMPrivateData structure SHALL béstituted by the HexBinaryPrivateData
structure.

mimeType SHALL be set to the mime type of the DRM&eData. For CSPG-CI+, it

SHALL therefore be set to the following MIME type:
"application/vnd.oipf.cspg-hexbinary"

Table 20 DRMControlinformation Mapping for CSPG-Cl+
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Element / Attribute Name Element / Attribute Deption

HexBinaryPrivateData

Message A hexadecimal encoded sequence of bytesgent to the CSPG-Cl+
usingsend_msg message

Table 21 HexBinaryPrivateData Structure

9.4  Alignment with CI-Plus 1.3

9.4.1 Change in section reference
A reference to section of the CI-Plus specificat®apdated in section 4.2.3.4.2.1 as follow.

The OITF SHALL support the Low-Speed Communicaticesource with [P extension as specified in [Cs€lgtion
14.2.

9.4.2 Removing reference to Cl-Plus PVR resource

The reference to the PVR resource is removed femtions 4.2.3.7 and 4.2.3.8 which now read as\ollo
4.2.3.7 Personal Video Recorder

PVR functionality is supported by using URI (Us&de Information) as defined in [CI+], section 5.7.

When the OITF is asked to store content, it SHAEhdthe content to CSPG-CI+. The content is retlifram CSPG-
Cl+ and recorded in accordance with the URI assediaith the content.

4.2.3.8 Time Shifting
Time Shifting functionality is supported by usindRU(Usage Rule Information) as defined in [Cl+]cten 5.7.

When the OITF is asked to time shift content, itA&H store the content returned from CSPG-Cl+ befamdering in
accordance with the URI associated to the content.

9.5 CI+ Registered Service Mode

The requirement to support the Cl+ Registered $eriMode is relaxed to being recommended, as itldimua
deployment decision as to whether this featuresézluThus the text of section 4.2.3.9.1 is ametuded

As the network offered in the Open IPTV Forum cahts a bi-directional communication channel, tipgianal
Registered Service Mode (RSM) in the Cl+ speciftzafCl+] is RECOMMENDED to be supported by CSPG+CI

9.6 GBA Authentication

The Ks_NAF key used in OIPF specifications is nakgedext) NAF in 3GPP specifications as this key(&st) NAF
could be computed by the IG (Ks_NAF) or the ISIM @t NAF). So name Ks_NAF is changed into Ks_ (¢Af} in
section 5.4.4.2 which now reads as follow.

5.4.4.2 Re-use of GBA Authentication — Using HTTP D igest Authentication

The key Ks that was established during the GBAstegfion MAY be used later on for authenticatiohween OITF
functions and services (i.e., Application ServeEsjch time an OITF needs to access a service dffaran AS (i.e.,
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NAF) that requires GBA Authentication, a specifieykKs_(ext)_NAF SHALL be derived by the IG and Hezver side
GBA Single Sign-on function (the BSF). This genedakey SHALL be conveyed to the OITF function ie tiesidential
network by the 1G, and to the AS by the server & Single Sign-on function (the BSF). The key kext) NAF
SHALL then be used for authentication between thEFGunction and the AS, using HTTP Digest autheation as
specified by [3GPP24.109].

If the OITF has registered to an IG which supp@BA Authentication, the OITF SHALL act as a Usemuifgnent in
[3GPP24.109] and therefore SHALL signal in its UAgent that it supports GBA Authentication.

When a SAA (acting like a NAF in [3GPP24.109]) regis GBA Authentication, the OITF SHALL retrieve &B
Credentials for the specified NAF_ID from the IGsap®cified in [OIPF_PROT], and SHALL perform HTTHRgBst
authentication as specified by [3GPP24.109].

As a pre-requisite to this procedure, the GBA regi®on (cf. 5.4.4.1) MUST have been successfulijnpleted.

OITF 1G SAA GBA Single
(NAF) Sign On

1. HTTP Request with User-Agent containing "3gpp-gba"

v

HTTP Response with “401 Unauthorized” and www-Authenticate header for GBA

2.
<
«

3. HTTP Request Fetch-GBA-Credentials with NAF | ID
»

Derive Ks_(ext)_NAF

4.<HTTP Response B_TID, Ks_(ext)_NAF

5. HTTP Request with Authorization (Digest) Header using B_TID as login and Ks_(ext)_NAF>as password

6. NAF ID, B TID

»

Derive Ks_(ext)_NAF

7. Ks (ext) NAF
dl
-

8

N HTTP Response with "200 OK" or "301 Moved permanently" or "302 Found"

Figure 25 Authentication between an OITF and an SAMased on GBA Keys

Figure 25 shows the message sequence for autht@nibatween an OITF function and an SAA basecherpreviously
established GBA key. It contains the following step

1. OITF function sends a request for a resource (gegvjce) to the SAA (NAF). It is assumed here that
resource requires authentication. The User-Ageintgsin the HTTP request contains "3gpp-gba” intincato
the SAA that it supports GBA authentication.

2. The SAA (NAF) returns a 401 Unauthorized messdgerealm indicates that 3GPP bootstrapping is asdd
provides the NAF FQDN as defined in [3GPP24.109].

3. OITF sends a request including the NAF_ID to théd@etrieve GBA credentials, and |G generates K&F W
case of GBA_ME or Ks_ext_NAF with the co-operatairthe ISIM in case of GBA_U (Ks_(ext)_NAF). Note:
according to [3GPP33.220], the NAF_ID is constrdas follows: NAF_ID = FQDN of the NAF || Ua sedwri
protocol identifier. The identifier for Ua securipyotocol HTTP Digest authentication according to
[3GPP24.109] is (0x01,0x00,0x00, 0x00,0x02). Thyuest format is specified in [OIPF_PROT], section
5.3.6.2, step 1.
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Ks_(ext)_NAF is computed as Ks_(ext) NAF = KDF (Kghba-me", RAND, IMPI, NAF_ID), where KDF is
the key derivation function as specified in Annerf§3GPP33.220], and the key derivation parametersist
of the user's IMPI, the NAF_ID and RAND.

IG returns Ks_(ext)_NAF, B-TID and the lifetime thie key Ks_(ext)_NAF to OITF. The lifetime indicatée
expiry time of the key Ks_(ext)_NAF and is equathie lifetime of the key Ks (which was specifiedthg BSF
during the GBA bootstrapping procedure). The respdormat is specified in [OIPF_PROT], section &.3.
step 2.

The OITF function repeats the request with an Ariladion header, using B-TID as username and
Ks_(ext) _NAF as password.

SAA (NAF) sends B-TID and its NAF_ID to the GBA $§ie Sign-on function in provider network, the GBA
Single Sign-on function retrieves Ks and calculdtss(ext) NAF.

The GBA Single Sign-on function in provider netwoeturns Ks_(ext)_NAF, together with its lifetinte, SAA
(NAF).

Note the key lifetime returned by the GBA Singlgigbn function is equal to the lifetime of the asponding
Ks. But the SAA (NAF) may choose a shorter keptilifee based on local policy and/or application-sfieci
needs.

If Ks_(ext)_NAF has expired, the SAA (NAF) shalhsea suitable bootstrapping renegotiation requetta
OITF, according to [3GPP33.220]. Otherwise the JNAF) uses Ks_(ext) NAF to authenticate the request
Upon successful authentication, the SAA (NAF)/se\gerves the request or redirects the OITF tsdhéce.
The response may contain session management irtfornfaookie, URL parameter).

The message format for steps 3 and 4 are spedifide section 5.3.6.2 of [OIPF_PROT].

9.7

Home Network clarification

The definition of HN (Home Network) is removed #redfollowing definition is added in section 3.3fakow.

SPP

Service Platform Provider

The use of HN or Home Network ambiguous terminoieglarified in sections 5.5.2, 5.5.3 and 5.5.4ckmow read as

follows.

5.5.2 Prerequisites

Prior to the first IMS Registration (and hence ptimthe first SIP Digest or IMS AKA) protocol exgon, the following
parameters MUST be provisioned:

to the IG:

o for SIP Digest:
= one or more IP Multimedia Private Identities (IMPI)
= one or more IP Multimedia Public Identities (IMPlxch associated to one or more IMPIs,

= one or more passwords, each assigned to one apdmmlof the IMPIs provisioned to the IG,

In case of IMS AKA, these parameters are in a Ui@th an ISIM or USIM application.
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= a Service Platform Provider Network Domain Name.

o for IMS AKA, an ISIM or a USIM application shallahys be used for authentication , as described in
[3GPP33.203]. For the purpose of this document| 3 is a term that indicates a collection of IMS
security data and functions on a UICC.

=  The ISIM SHALL include :

one IMPI.
one or more IP Multimedia Public Identities (IMP@jsociated with the IMPI

a SPP Network Domain Name referred as Home Net®orkain Name in 3GPP
specifications

Support for sequence number checking in the coatebS Domain
An Authentication key

The same framework for algorithms as specifiedf8iM

= There shall only be one ISIM for each IMPI.

* and to the User Database, the IMS subscriptiorrimdtion comprising:

o the IMPI(s) and IMPU(s) provisioned to the IG,

o0 the association of the IMPU(s) to the IMPI(s),

o and for SIP Digest the password(s) provisionedh¢olG. The User Database stores each passwordsagain
the IMPI it is assigned to.

0 And for IMS AKA the Authentication Key containeddprotected within the UICC in the IG. The User
Database stores each Authentication Key againdMRe it is assigned to.

Methods for provisioning these parameters to I1G dsér Database functional entities are out of sadpkis

specification.
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5.5.3 SIP Digest Message Flows

Figure 28 shows the message flow for SIP Digesteaiication, which is interlaced into IMS Registatmessages:

OITF IG ASM User

Database

0. IG powered ug

1. Registration Request

2. SIP REGISTER

Network Domain v
Name, IMPI, IMPU 3. DIAMETER MAR

IMPI

v

4. DIAMETER MAA

5. SIP 401 Unauthorized IMPI, qop, algorithm,
realm, H(A1)

A

IMPI, realm, nonce,
gop, algorithm

6. SIP REGISTER

v

Network Domain
Name, IMPI, realm,
nonce, response,
cnonce, gop, honce-
count, algorithm

7. SIP 200 OK

8. Registration Response | response digest

Figure 28 SIP Digest Message Flow Interlaced intdMS Registration

0. The IG is powered up. This can initiate the exien of steps 2 — 7.

1. OITF to IG: Registration Request
The OITF sends a request for registration to th8 ateway (IG), when needed (the end user expliogs
on for personalized services).

2. IG to ASM: SIP REGISTER
This request contains the SPP Network Domain NatteedG’s IMS home network, an IMPI and an IMPU.
If the ASM has a valid SIP Digest authenticatiootee (SD-AV) for the specific IMPI, steps 3, 4 abdre
omitted.

3. ASM to User Database: DIAMETER MULTIMEDIA AUTH REQ UEST (MAR)
The ASM requests a SD-AV from the User Databask wispect to the IMPI received in step 2.

4, User Database to ASM: DIAMETER MULTIMEDIA AUTH ANS WER (MAA)
Along with the IMPI, the User Database sends a SDi#\the ASM containing the following data: gop wel
(quality of protection), the authentication algbnit, realm, and a hash value H(A1) of the IMPI,meand
password. [RFC2617] provides additional informationthe values in the authentication vector for SIP
Digest based authentication. Upon reception oMB&\ message, the ASM stores the H(A1) value and
generates the nonce value needed to challeng&the |
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5. ASM to IG: SIP 401 Unauthorized
The ASM denies the IG authentication but send€PadBllUnauthorized message to the IG in order to
challenge the IG. This message contains the IMigInbnce, the authentication algorithm, and thieread
gop values.

6. IG to ASM: SIP REGISTER
After reception message 5, the IG generates atclimmce (cnonce) and calculates an authenticagismonse
value using this cnonce and other values receivatep 5 (see [RFC2617]). The IG sends a new SIP
REGISTER request to the ASM, this time with thehautication response along with the parameters JMPI
realm, nonce, response, cnonce, qop, honce-cauhglgorithm.

7. ASM to IG: SIP 200 OK (successful case)
After reception of the SIP REGISTER message coimtgithe authentication response value, the ASM
calculates thexpectedesponse value using the previously stored H(Atl)tae stored nonce value together
with other parameters (see [RFC2617]). If the respovalue received from the IG equals the expected
response value, the IG has been authenticatecharltPU is registered in the ASM. In this succeksése,
the ASM sends the SIP 200 OK from ASM to the IGHdimg the IG to authenticate the SPP Network. This
SIP 200 OK message contains a response digestataltwsing the cnonce value generated by the g3 pr
to sending message 6.

8. IG to OITF: Registration Response
The IG informs the OITF about the result of theisggtion procedure (when step 1 was executed).

The details of the messages 2 — 7 are specifif@GRP24.229].

5.5.4 IMS AKA Message Flows

To support IMS AKA, a UICC with an ISIM or USIM afipation must be integrated into the IMS Gatewday)(IFrom
the IMS point of view, the IG thereby takes theerof an IMS Subscriber. The UICC stores a long-teearet key K
which is shared between the ISIM or USIM applicatimd a User Database belonging to the networlatqrethat
provides the ISIM or the USIM. Figure 29 shows ligh-level message flows for user identification @uthentication
based on the IMS AKA procedure

Copyright 2011 © Open IPTV Forum



Page 93 (128)

User
OITF IG ASM Database

- 1 Reaistration Reguest _ »,
2. SIP REGISTER >

To: <IMPU>
From: <IMPU> 3. DIAMETER MAR >
Contact: <IP Address> <IMPI>
Authorization:
username=<|MPI>

DIAMETER MAA
SIP 401 Unauthorized <IMPI>
AV=<RAND, AUTN,

WWW-Authenticate: XRES, IK, CK>
nonce=<RAND, AUTN>

6, SIP REGISTER >
To: <IMPU>
From: <IMPU>
Contact: <IP Address>
Authorization:
username=<|MPI>
response=<RES>

< SIP 200 OK
&= Registration Response.

Figure 29 User Identification and Authentication based on the IMS AKA procedure

The IG is powered up. This can initiate the exien of steps 2 .7

OITF to IG: Registration Request

The OITF sends a request for registration to th8 Wateway (IG), when needed (the end user explicigs
on for personalized services)

IG to ASM: SIP REGISTER
This request contains the SPP Network Domain Nantteed G's IMS home network, the IMPI and the
IMPU. All this data is read from the ISIM.

ASM to User Database: DIAMETER MULTIMEDIA AUTH REQ UEST (MAR)
ASM requests authentication data from the User lizea with respect to the IMPI received in step 2.

User Database to ASM: DIAMETER MULTIMEDIA AUTH ANS WER (MAA)

The User Database sends an Authentication Vectstp the ASM containing the following data: rando
challenge RAND, answer XRES expected by the 1Gap §, network authentication token AUTN, integrity
key IK, and ciphering key CK. The authenticatioken AUTN contains a message authentication code
(MAC) enabling the IG to authenticate the SPP Netwsee step 5).

ASM to IG: SIP 401 Unauthorized
At this point in time, the ASM denies the IG auttiestion. Instead, it sends a SIP Unauthorized agss
with a WWW-Authenticate header to the I1G. This hevacbntains RAND and AUTN. After reception of this

message, the IG verifies the message authenticatide contained in AUTN thereby authenticatingsig®
Network.

IG to ASM: SIP REGISTER
ISIM computes the value RES on input of its versibthe secret key K stored on the UICC of the TGe
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IG sends a new SIP REGISTER request to the ASM tittie with RES as response to the challenge the
ASM initiated in step 5.

7. ASM to IG: SIP 200 OK
If RES = XRES (successful case), ASM considerd@as authenticated, and binds IMPU to the IP asidre

<|P address>.

8. IG to OITF: Registration Response
The IG informs the OITF about the result of theisggtion procedure. (when step 1 was executed)

In case of success, the ISIM of the IG is ableefiam its knowledge of the secret key K and thbemittcation token
AUTN, to calculate the same values of the integkity IK and the ciphering key CK as those thatABd received in
step 4 from the User Database. The IG and the AS#MK and CK to establish IPSec Security Assoaistifor
protecting SIP signaling messages over the |G — ASfierence point

The details of the messages 2 -7 are specifieBGirP24.229].

9.8 TLS Version

TLS version is clarified in section 5.2.3 which nmeads as follow.

5.2.3 Common Requirements

On both HNI-INI and HNI-IGI interface, th@ITF SHALL support all of the following mechanisms, iredtion, and
security for the HTTP protocol and HTML support:

= standard HTTP requirements: HTTP redirection, HE®Bkies
= URL parameters
=  HTML forms and HTTP Post in forms

= TLS/SSL - TLS 1.2 SHOULD be supported, if not ti&rs 1.1 SHOULD be supported, otherwise TLS 1.0
SHALL be supported. The OITF SHALL support TLS Rgogation Extension as described in [RFC5746].

To avoid extra message exchanges@hEF SHALL provide in requests, when available (sedisp®.6):
= HTTP authentication header (Authorization)

= HTTP cookie header (Cookie)
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Annex A: Changes to Section 7.12
7.12 Metadata APIs

This section defines the Javascript APIs used b¥RAplications for reading and searching metadadatgprogrammes
and channels. This API does not specify whethesetlygiery operations are carried out on the OlTikhather they
require communication with a server.

The metadata API provides DAE applications withhhigvel access to metadata about programmes amielsa This
document describes the mapping between this APB&@EC0oD and programme guidaeetadata. Mappings between
this API and other metadata sources are not spddifithis document.

This section SHALL apply for OITFs that have inde@d<c1ientMetadata> with value ‘true” and a “type”
attribute with value bcg” or “dvb-si” as defined in section 9.3.7 in their capabilitgfpe and-MAY-apply-forOFFFs

Note that in order to access the metadata of pnomies and channels several extensions t@ tlogramme and
Channel classes have been defined when the OITF has tedisapport fokc1ientMetadata>. See sections
7.16.2.3 “Metadata extensions to programme” an8.111.3 “Metadata extensions to channel” for mofermation).

The functionality as described in this sectionubjsct to the security model of Section 10, (inticatar section
10.1.3.6).

7.12.1 The application/oipfSearchManager embedded o bject

OITFs SHALL implement thedppl1ication/oipfSearchmManager” embedded object. This object provides a
mechanism for applications to create and managadatt searches.

The following example shows how a metadata seaantbe constructed and executed:

// Event handler function for asynchronous search results

function handleSearchResults() {
if ((state == 0) || (state ==1)) {

//more results are available, or our search has finished

// update the results. Doing this asynchronously means
// that if we’re working with the current set of results,
// we get the new results when it suits the application.
search.result.update();

// do stuff with the results
var myResult = search.result[0];

//get the next page of results
search.result.getResults(10, 20);

1t
1

// Function that creates and starts a search
function doSearch() {

// create a new search for on-demand content
mySearchManager = document.getElementById(“searchManager™);
mySearch = mySearchmanager.createSearch(2);

// search for any programme with “space” in the title as a word
// or part of a word
myQuery = mySearch.createQuery(
“urn:tva:transport:fieldiDs:2002:Title”,
[E— A
“space”);
mySearch.setQuery(myQuery) ;
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// return results alphabetically by title )
mySearch.orderBy(“urn:tva:transport:fieldIDs:2002:Title”, true);

mySearchManager.onMetadataSearch = handleSearchResults;

if (mySearch.results.getResults(0, 10)) {
/ some results are available immediately, e.g. because
// they were cached

// do stuff with the results
var myResult = mySearch.results[0];

1
7.12.1.1 Properties

readonly Integer guideDaysAvailable

The number of days for which guide data is available. A value of -1 means that the amount of guide
data available is unknown. Fhisinformation-is-derived-from-the start-and-end-attributes-of the

Schedule-entry-inthe Programme-LocationTable:

function onMetadataUpdate( Integer action, Integer info, Object object )

This function is the DOM 0 event handler for events indicating changes in metadata. This SHALL be
raised when changes to the parental control settings change the lock status of an item, or when a new
version of the metadata becomes available. The specified function is called with the arguments action,
info and object. These arguments are defined as follows:

Integer action — the type of update that has taken place. This field will take one of the following values:

Value Description
1 A new version of metadata is available (see clause 4.1.2.1.2 of

[META]) or and applications SHOULD discard all references to
Programme objects immediately and re-acquire them.

2 A change to the parental control flags for a content item has
occurred (e.g. the user has unlocked the parental control features
of the receiver, allowing a blocked item to be played).

3 A flag affecting the filtering criteria of a channel has changed.

Applications MAY listen for events with this action code to update
lists of favourite channels, for instance.

Integer info — extended information about the type of update that has taken place. If the action
argument is set to the value 3, the value of this field SHALL be one or more of the following:

Value Description
1 The list of blocked channels has changed.

Copyright 2011 © Open IPTV Forum



Page 97 (128)

2 A list of favourite channels has changed.

4 The list of hidden channels has changed.

If the action argument is set to the value 2, the value of this field SHALL be one or more of:

Value Description
1 The block status of a content item has changed.
2 The lock status of a content item has changed.

This field is treated as a bitfield, so values MAY be combined to allow multiple reasons to be passed.

Object object — the affected channel, programme, or CoD asset. If more than one is affected, then this
argument SHALL take the value null.

function onMetadataSearch( MetadataSearch search, Integer state )

This function is the DOM 0 event handler for events relating to metadata searches. The specified
function is called with the arguments search and state. These arguments are defined as follows:

MetadataSearch search — the affected search

Number state — the new state of the search

Value Description
0 Search has finished. This event SHALL be generated when a

search has completed or been aborted.

1 More search results are available. Calling update() on the
SearchResults object SHALL update the list of results to include
the newly-retrieved data.

2 The data returned by the search is no longer valid, e.g. because

of a change in the metadata. Applications that still require the
data SHALL repeat the search.

For the intrinsic eventsohMetadataSearch” and “onMetadatauUpdate”, corresponding DOM level 2 events
SHALL be generated, in the following manner:
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Intrinsic event

Corresponding DOM 2

DOM 2 Event properties

event
onMetadataSearch | MetadataSearch Bubbles: No
Cancelable: No
Context Info: see-seetion712.5 search, state
onMetadataUpdate | MetadataUpdate Bubbles: No

Cancelable: No

Context Info: see-section7-12:6 action, info,
object

These events are targeted atdp@1ication/oipfSearchmanager object.

7.12.1.2 Methods

MetadataSearch createSearch( Integer searchTarget )

Description Create a MetadataSearch object that can be used to search the metadata.
Arguments searchTar The metadata that should be searched.
get

Valid values of the searchTarget parameter are:

Value Description
1 Metadata relating to scheduled content shall be
searched.
2 Metadata relating to en-demand content.on demand
shall be searched.

These values are treated as a bitfield, allowing searches to be carried
out across multiple search targets.

Channelconfig getChannelconfig()

Description

Returns the channel line-up of the tuner in the form of a ChannelConf1ig object as
defined in Section 7.13.8. This includes the favourite lists. The channelconfig object
returned from this function SHALL be identical to the channelconfig object returned
from the getchannelconfig() method on the video/broadcast object as defined in

7.13.3.
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7.12.2 The MetadataSearch class

A MetadataSearch object represents a query of the BCG and SD&S datdaabout available programmes.
Applications can creatéetadataSearch objects using thereateSearch () method on the
application/oipfSearchmanager object. When metadata queries are performed emate server, the protocol
used is defined in section 4.1.2.2 of [META].

Changes to constraints or the ordering of sealitseSHALL be applied when thieetResults () method on the
correspondingearchResul ts object is called.

Due to the nature of metadata queries, searchesgnehronous and events are used to notify thicagipn that results
are availablemetadataSearchEvents SHALL be targeted at thepp1ication/oipfSearchManager object.

To minimise race conditions, results are updatetequest rather than dynamically. Upon receipt of a
MetadataSearchEvent indicating that more results are available, appiicns SHALL callupdate () on the
correspondingearchResults object to get the new results.

7.12.2.1 Properties

readonly Integer searchTarget

The target(s) of the search. Valid values of the searchTarget parameter are:

Value Description
1 Metadata relating to scheduled content SHALL be searched.
2 Metadata relating to on-demand content SHALL be searched.

These values SHALL be treated as a bitfield, allowing searches to be carried out across multiple search
targets.

Query query

The query that will be carried out by this search.

readonly SearchResults result

The results found so far-serted-by-logicalchannelnumberand-time.

Fhis-property-MAY-only-be-valid-after-a-cal-to-updateO-—The values within result MAY change after
subsequent-calls to its update () method.
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7.12.2.2 Methods

void setQuery( Query query )

Description Set the query terms to be used for this search, discarding any previously-set query
terms. Calling this method when a search is in progress SHALL:

1. Abort any outstanding requests for results (equivalent to calling results.abort()

).

2. Invalidate any existing search results and dispatch a MetadataSearch event with
a value of 2 for the state argument.

Arguments query The query terms to be used

void addRatingConstraint( ParentalRatingScheme scheme, Integer threshold )

Description Constrain the search to only include results whose parental rating value is below the
specified threshold.

Arguments scheme The parental rating scheme upon which the constraint SHALL be
based. If the value of this argument is nu11, any existing parental
rating constraints SHALL be cleared.

threshold The threshold above which results SHALL NOT be returned. If the
value of this argument is nu11, any existing constraint for the
specified parental rating scheme SHALL be cleared.

void addCurrentRatingConstraint()

Description Constrain the search to only include results whose parental rating value is below the
threshold currently set by the user.

void addchannelConstraint( ChannelList channels )

Description Constrain the search to only include results from the specified channels. If a channel
constraint has already been set, subsequent calls to

addchannelcConstraint () SHALL add the specified channels to the list of channels
from which results should be returned.

For CoD searches, adding a channel constraint SHALL have no effect.

Arguments channels The channels from which results SHALL be returned. If the value
of this argument is nu11, any existing channel constraint SHALL be
removed.
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void addchannelConstraint( Channel channel )

Description Constrain the search to only include results from the specified channel. If a channel
constraint has already been set, subsequent calls to addChannelConstraint()
SHALL add the specified channel to the list of channels from which results should be
returned.

For CoD searches, adding a channel constraint SHALL have no effect.

Arguments channel The channel from which results SHALL be returned. If the value of
this argument is nu1T, any existing channel constraint SHALL be
removed.

void orderBy( String field, Boolean ascending )

Description Set the order in which results SHOULD be returned in future. Any existing search
results SHALL not be re-ordered. Subsequent calls to orderBy () will apply further
levels of ordering within the order defined by previous calls. For example:

orderBy(“ServiceName”, true);
orderBy (“Publishedstart”, true);:

will cause results to be ordered by service name and then by start time for results with
the same channel number.Setthe-orderinwhichresults SHOULD bereturned-

Arguments field The name of the field by which results SHOULD be sorted. A
value of nu11 indicates that any currently-set order SHALL be
cleared and the default sort order should be used.

ascending Flag indicating whether the results SHOULD be returned in
ascending or descending order.

Query createqQuery( String field, Integer comparison, String value )

Description Create a metadata query for a specific value in a specific field within the metadata.
Simple queries MAY be combined to create more complex queries. Applications
SHALL follow the ECMAScript type conversion rules to convert non-string values into
their string representation, if necessary.

Arguments field The name of the field to compare. Fields are identified by the
fieldlDs defined in annex B.2 of [TVA-BID], or using simplified
XPath notation. The /' operator is the only permitted XPath

operator.
comparison The type of comparison. One of:
Value Description
0 True if the specified value is equal to the value of
the specified field.
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value

1 True if the specified value is not equal to the value
of the specified field.
2 True if the value of the specified field is greater
than the specified value.
3 True if the value of the specified field is greater
than or equal to the specified value.
4 True if the value of the specified field is less than
the specified value.
5 True if the value of the specified field is less than or
equal to the specified value.
6 True if the string value of the specified field
contains the specified value. This operation SHALL
be case insensitive, and SHALL match parts of a
word as well as whole words (e.g. a value of “term”
will match a field value of “Terminator”).
7 True if the specified field exists.
The value to check. Applications SHALL follow the ECMAScript
type conversion rules to convert non-string values into their string
representation, if necessary

Boolean—void findProgrammesFromStream( Channel channel, Integer startTime,

Integer count )

Description Retrieve guide data for a specified number of programmes from a given channel from
metadata contained in the stream as defined in section 4.1.3 of [META]. Searches
made using this method will implicitly remove any existing constraints, ordering or
gueries created by prior calls to methods on this object.
Arguments channel The channel for which programme information should be found.
startTime The start of the time period for which results should be returned
measured in seconds since midnight (GMT) on 1/1/1970. The start time
is inclusive; any programmes starting at the start time, or which are
showing at the start time, will be included in the search results. If nulT,
the search will start from the current time.

count The number of programmes for which information should be returned.
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7.12.3 The Query class

TheQuery class represents a metadata query that the uses teacarry out. This may be a simple searcla, @ymplex
search involving Boolean logic. Queries are imrhlggaan operation on a query SHALL return a riavery object,
allowing applications to continue referring to thrginal query.

The examples below show how more complex queriadesconstructed:

Query ga = MetadataSearchmySearch.createQuery("Title", 6, "Terminator™);
Query gb = MetadataSearchmySearch.createQuery ("SpokenLanguage", 0, "fr-cA");
Query qc = gb.and(qa.negate());

7.12.3.1 Properties
Void.
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7.12.3.2 Methods

Query and( Query query )

Description Create a query based on the logical AND of the predicates represented by the current
query and the argument query.

Arguments query The second predicate for the AND operation.

Query or( Query query )

Description Create a query based on the logical OR of the predicates represented by the current
query and the argument query.

Arguments query The second predicate for the OR operation.

Query not()

Description Create a new query that is the logical negation of the current query.

7.12.4 The SearchResults class

TheSearchResuTts class represents the results of a metadata seSiabe the result set may contain a large number
of items, applications request a ‘window’ on to theult set, similar to the functionality providiegthe OFFSET and
LIMIT clauses in SQL.

Applications MAY request the contents of the resulgroups of an arbitrary size, based on an offset the beginning
of the result set. The data SHALL be fetched ftbmappropriate source, and application SHALL bigfied when the
data is available.

Next to the properties and methods defined belewarchResults object SHALL support the array notation to
access the results in this collection.

7.12.4.1 Properties

readonly Integer length

The number of items in the currently available results. If results are fetched asynchronously, the value
of this property SHALL be zero until after update () has been called.

readonly Integer offset

The current offset into the total result set.
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readonly Integer totalSize

The total number of items in the result set. If results are fetched asynchronously, the value of this
property SHALL be undefined until getResults () has been called and a MetadataSearchEvent
notifying the application that results are available has been dispatched.Fhe-totalnumberofitems-inthe

result set-This- MAY-be-undefineduntibgetResults-hasbeencalled.

7.12.4.2 Methods

Object item( Integer index )

Description Return the item at position index in the collection of currently available results, or
undefined if no item is present at that position. This function SHALL only return
objects that are instances of Programme_when searching metadata for scheduled
content, or CODAsset, CODFolder, or CODService when searching CoD metadata.

Arguments index The index into the result set.

Boolean getResults( Integer offset, Integer count )

Description Retrieve-Perform the search and retrieve a subset of the items that match the query.

Results MAY be returned both synchronously and asynchronously, depending on
whether data is available from the cache. If getResults () returns false, results are
not available until the notification events have been returned and update() has been
called. If getResults () returns true, results are available immediately, and the
application need not wait for MetadataSearchEvents indicating that results are
availablecoMPLETE-events or call update () to obtain the results.

For results returned as a result of the same call to getResults (), the full result set
may build up over time — the availability of new entries in the result set will be
indicated by notification events. Subseguent calls to getResults () will clear the
result set, so only results fetched for the most recent call to getResults () will be
available to applications.

Arguments offset The number of items at the start of the result set to be skipped before
data is retrieved.

count The number of results to retrieve.

void abort()

Description Abort any outstanding request for results. Items currently in the collection SHALL be
removed (i.e. the value of the Tength property SHALL be 0 and any calls to
item(Q SHALL return undefined).
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void update()

Description

Update-theresultsavailable-Through the update method new results are made
available to applications. When a call to getResults() has returned false and results
are fetched asynchronously, this method must be called after an application has
received a notification event informing it that new results are available. The results
may be delivered over multiple notification events.

Until this method is called, results returned by asynchronous requests SHALL NOT be

available to applications. This ensures that applications have a consistent view of the
available results, without the result set changing asynchronously. This enables
applications to (for example) iterate over the current result set and update their Ul
before retrieving the new results which have been returned to the OITF but are not yet
available to applications.

The MetadataSearchEvent class

pill be
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Annex B: Video component selection

7.16.5 Extensions for playback of selected mediaco  mponents
This section defines APIs for the selection of dpeé/V components for playback.

NOTE: The term component may correspond to MPEGn2ponents, but is not restricted to that.

7.16.5.1 Media playback extensions
7.16.5.1.1 Constants

The following constants are defined as propertieamy objects implementing this section:

Name Value Use

COMPONENT_TYPE_VIDEO 0 Represents a video component. This constant is used for all
video components regardless of encoding.

COMPONENT_TYPE_AUDIO 1 Represents an audio component. This constant is used for all
audio components regardless of encoding.

COMPONENT_TYPE_SUBTITLE | 2 Represents a subtitle component. This constant is used for alll
subtitle components regardless of subtitle format. NOTE: A
subtitle component may also be related to closed captioning as
part of a video stream.

7.16.5.1.2 Properties

function onSelectedComponentChanged ( Integer componentType )

This function is called when there is a change in the set of components being presented. This may
occur if one of the currently selected components is no longer available and an alternative is chosen
based on user preferences, or when presentation has changed due to a different component or set of
components being selected.

OITFs MAY optimise event dispatch by dispatching a single event in response to several calls to
selectComponent() or unselectComponent() made in rapid succession.

The specified function is called with one argument:
Integer componentType - The type of component whose presentation has changed, as represented

by one of the constant values listed in section 7.13.4.1.1. If more than one component type has
changed, this argument will take the value undefined.
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7.16.5.1.3 Methods

AvComponentCollection getComponents( Integer componentType )

Description Returns a collection of AvComponent values representing the components of the
specified type in the current stream. If componentType is set to null or undefined then
all the currently active components are returned.

One or more of the components returned MAY be passed back to one of the other
methods unchanged (e.g. selectComponent()).

If property preferredaudioLanguage in the configuration object (refer to section
7.3.2.1) is set then a component is by default selected and is considered as an active
component.

If property preferredsubtitleLanguage in the configuration object (refer to section
7.3.2.1) is set and property subtitleEnabled in Avoutput class (refer to section
7.3.5.1) is enabled then a component is by default selected and is considered as an
active component.

Argument componentType The type of component to be returned , as represented by
one of the constant values listed in section 7.13.4.1.1

AvComponentCollection getCurrentActiveComponents( Integer componentType )

Description Returns a collection of AvComponent values representing the currently active
components of the specified type that are being rendered.

One or more of the components returned MAY be passed back to one of the other
methods unchanged (e.g. seTectComponent()).

Argument componentType The type of currently active component to be returned.
represented by one of the constant values listed in section
7.13.4.1.1

void selectComponent( AvComponent component )

Description Select the component that will be subsequently rendered when A/V playback starts or
select the component for rendering if A/V playback has already started.

If playback has started, this SHALL replace any other components of the same type
that are currently playing.

If property preferredaudioLanguage in the configuration object (refer to section
7.3.2.1) is set then a component is by default selected and it is not necessary to
perform selectComponent().

If property preferredsubtitleLanguage in the configuration object (refer to section
7.3.2.1) is set and property subtitleEnabled in Avoutput class (refer to section
7.3.5.1) is enabled then a component is by default selected and it is not necessary to
perform selectComponent().
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Argument component A component object available in the stream currently being
played.

void unselectComponent( AvComponent component )

Description Stop rendering of the specified component of the stream.

If property preferredaudioLanguage in the configuration object (see section 7.3.2.1)
is set then unselecting a specific component returns to the default preferred audio
language.

If property preferredsubtitleLanguage in the Configuration object (see section
7.3.2.1) is set and property subtitleEnabled in Avoutput class (see section7.3.5.1) is
enabled then unselecting a specific component returns to the default preferred subtitle
language. In order to stop rendering subtitles completely it is necessary to disable
subtitles with property subtitleEnabled in Avoutput class.

Argument component The component to be stopped.

void selectComponent( Integer componentType )

Description If A/V playback has already started, start rendering the default component of the
specified type in the current stream. This SHALL replace any other components of the
same type that are currently playing.

If A/V playback has not started, the default component of the specified type will be
subsequently rendered after calling the setChannel method on the
video/broadcast object.

Argument componentType The type of component for which the default component
should be rendered.

void unselectComponent( Integer componentType )

Description If A/V playback has already started, stop rendering of the specified type of component.
If A/V playback has not started, no components of the specified type will be
subsequently rendered after calling the setChannel method on the
video/broadcast object.

Argument component The type of component to be stopped.

7.16.5.1.4 Events

For the intrinsic eventshselectedComponentChange”, corresponding DOM level 2 events SHALL be getedain
the following manner:
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Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

onSelectedComponentChange SelectedComponentChange Bubbles: No

Cancelable: No

Context Info: componentType

7.16.5.2 The AVComponent class

AvComponent represents a component within a complete medarsir a single stream of video, audio or datadaat
be played or manipulated. This is not necessarpdsic playback, record or EPG services. Howeverpvides a
mechanism to get at extended streams for enhaeceides.

For forward compatibility the DAE application SHALdheck the value of theype property to ensure that it is
accessing aavComponent object of the correct type.

7.16.5.2.1 Properties

readonly Integer componentTag

The component tag identifies a component. The component tag identifier corresponds to the
component_tag in the component descriptor in the ES loop of the stream in the PMT [EN 300 468], or
undefined if the component is not carried in an MPEG-2 TS .

readonly Integer pid

The MPEG Program ID (PID) of the component in the MPEG2-TS in which it is carried, or undefined if
the component is not carried in an MPEG-2 TS.

readonly Integer type

Type of the component stream. Valid values for this field are given by the constants listed in section
7.16.5.1.1.

readonly String encoding

The encoding of the stream. The value of video format or audio format defined in section 3 of [MEDIA]
SHALL be used.

readonly Boolean encrypted

Flag indicating whether the component is encrypted or not.
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7.16.5.3 The AvVideoComponent class
TheAvvideoComponent class implements thevComponent interface.

7.16.5.3.1 Properties

readonly Number aspectRatio

Indicates the aspect ratio of the video or undefined if the aspect ratio is not known. Values SHALL be
equal to width divided by height, rounded to a float value with two decimals, e.g. 1.78 to indicate 16:9
and 1.33 to indicate 4:3.

7.16.5.4 The AVAudioComponent class
TheAvAudioComponent class implements the/Component interface.

7.16.5.4.1 Properties

readonly String language

An ISO 639 language code representing the language of the stream.

readonly Boolean audioDescription

Has value true if the stream contains an audio description intended for people with a visual impairment,
false otherwise.

readonly Integer audioChannels

Indicates the number of channels present in this stream (e.g. 2 for stereo, 5 for 5.1, 7 for 7.1).

7.16.5.5 The AVSubtitleComponent class
TheAvsubtitleComponent class implements the&vComponent interface.

7.16.5.5.1 Properties

readonly String language

An ISO 639 language code representing the language of the stream.

readonly Boolean hearingImpaired

Has value true if the stream is intended for the hearing-impaired (e.g. contains a written description of
the sound effects), false otherwise.
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7.16.5.6 The AVComponentCollection class

An AvComponentCollection object represents a read-only collectiom@€omponent objects. Next to the
properties and methods defined belowAztomponentCollection object SHALL support the array notation to
access the AV components in this collection.

7.16.5.6.1 Properties

readonly Integer Tength

The number of items in the collection.

7.16.5.6.2 Methods

AvComponent +item( Integer index )

Description

Return the item at position index in the collection.

Arguments

index The index of the item to be returned
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Annex C: PVR API

7.10.1 The application/oipfRecordingScheduler embed  ded object

The OITF SHALL support the scheduling of recording®roadcasts through the use of the following-aisual
embedded object:

<object type=“application/oipfRecordingScheduler”/>
Note that the functionality in this section SHALHFere to the security model as specified in Sectd.

7.10.1.1 Methods

ScheduTledRecording record( Programme programme )

Description Requests the scheduler to schedule the recording of the programme identified by the
programmeID property of the programme. The other data contained in the programme
object is used solely for annotation of the (scheduled) recording. If such programme
metadata is provided, it is retained in the ScheduTledRecording object that is
returned if the recording of the programme was scheduled successfully, reflecting the
possibility that not all relevant metadata might be available to the scheduler. If the
recording could not be scheduled due to a scheduling conflict or lack of resources the
value nul1 is returned.

Note that the actual implementation of this method should enable the scheduler to
identify the domain of the service that issues the scheduling request in order to support
future retrieval of the scheduled recording through the getScheduledRecordings
method.

Arguments programme The programme to be recorded, as defined in 7.16.2.

Scheduledrecording recordAt( Integer startTime, Integer duration, Integer
repeatDays, String channelID )

Description Requests the scheduler to schedule the recording of the broadcast to be received over
the channel identified by channel11ID, starting at startTime and continding-for
stopping at startTime + duration-minutes. If the recording was scheduled
successfully, the resulting ScheduledRecording object is returned. If the recording
could not be scheduled due to a scheduling conflict or lack of resources the value
nulT is returned.

The OITF SHOULD associate metadata with recordings scheduled using this method.
This metadata MAY be obtained from the broadcast being recorded (for example DVB-
Sl in an MPEG-2 transport stream) or from other sources of metadata. If an application
anticipates that the OITF may not be able to obtain any metadata, it SHOULD instead
of using this method;

- create a Programme object (using the createProgramme() method) containing
the channellD, startTime and duration

- populate that Programme object with metadata
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- pass that Programme object to the record( Programme ) method.

Note that the actual implementation of this method should enable the scheduler to
identify the domain of the service that issues the scheduling request in order to support
future retrieval of the scheduled recording through the getScheduledRecordings
method.

Arguments startTime The start of the time period of the recording measured in seconds
since midnight (GMT) on 1/1/1970. If the start time occurs in the past
and the current time is within the specified duration of the recording,
the OITF SHALL start recording immediately and MAY record any
earlier content from the current programme that is available (e.g.
stored in a time-shift buffer).

duration The duration of the recording in seconds.

repeatDays Bitfield indicating on which days of the week the recording SHOULD
be repeated. Values are as follows:

Day Bitfield Value
Sunday 0x01 (i.e. 00000001)
Monday 0x02 (i.e. 00000010)
Tuesday 0x04 (i.e. 00000100)
Wednesday 0x08 (i.e. 00001000)
Thursday 0x10 (i.e. 00010000)
Friday 0x20 (i.e. 00100000)
Saturday 0x40 (i.e. 01000000)

These hitfield values can be ‘OR’-ed together to repeat a recording on
more than one day of a week (e.g. weekdays)

A value of 0x00 indicates that the recording will not be repeated.

channellD The identifier of the channel from which the broadcasted content is to
be recorded. Specifies either a ccid or ipBroadcastID (as defined by
the Channel object in Section 7.3.12)

ScheduTledrRecordingCollection getScheduledRecordings()

Description Returns a subset of all the recordings that are scheduled but which have not yet
started. The subset SHALL include only scheduled recordings that were scheduled
using a service from the same FQDN as the domain of the service that calls the
method.
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Channelconfig getChannelconfig()

Description Returns the channel line-up of the tuner in the form of a ChannelConf1ig object as
defined in Section 7.13.8. This includes the favourite lists. The ChannelConfig object
returned from this function SHALL be identical to the Channe1Config object returned
from the getChannelcConfig() method on the video/broadcast object as defined in
7.13.3.

void remove( ScheduledRecording recording )

Description Remove a recording (either scheduled, in-progress or completed).

For non-privileged applications, recordings SHALL only be removed when they are
scheduled but not yet started and the recording was scheduled by the current service.

Removes-a-scheduled-recording:

As with the record method, only the programmeID property of the scheduled recording
SHALL be used to identify the scheduled recording to remove where this property is
available. The other data contained in the scheduled recording SHALL NOT be used
when removing a seheduled recording_scheduled using methods other than recordAt().
For recordings scheduled using recordAt (), the data used to identify the recording to
remove is implementation dependent.

If the A/V Control object is referring to the indicated recording the state in A/V Control
object shall be automatically changed to 6 (the error state).

Arguments recording The scheduled recording to be removed.

Programme createProgrammeobject()

Description Factory method to create an instance of Programme

7.10.2 The ScheduledRecording class

ThescheduledRecording object represents a scheduled programme in thersyse. a recording that is scheduled
but which has not yet started. . The values optloperties of &cheduledRecording (except forstartPadding
andendPadding) are provided when the object is created usingadtiee record () methods in Section 7.10.1, for
example by using a correspondingogramme object as argument for tmecord () method, and can not be changed
for this scheduled recording object (exceptftartPadding andendPadding).

7.10.2.1 Constants

The following constants are defined as propertfab®ScheduledRecording class:
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Name Value Use

ID_TVA_CRID | O Used in the programmeIDType property to indicate that the programme is
identified by its TV-Anytime CRID (Content Reference Identifier).

ID_DVB_EVENT | 1 Used in the programmeIDType property to indicate that the programme is
identified by a DVB URL referencing a DVB-SI event as enabled by Section
4.1.3 of [META]. Support for this constant is OPTIONAL.

7.10.2.2 Properties

Integer startPadding

The amount of padding to add at the start of a scheduled recording, in seconds. This property is
initialised to the value of the Configuration.pvrstartPadding property. The default OITF defined
start padding MAY be changed through property pvrstartPadding of the Configuration class as
defined in Section 7.3.2. When a recording is due to start, the OITF MAY use a smaller amount of
padding in order to avoid conflicts with other recordings.

Positive values of this property SHALL cause the recording to start earlier than the specified start time
(i.e. the actual duration of the recording shall be increased); negative values SHALL cause the
recording to start later than the specified start time (i.e. the actual duration of the recording shall be

decreased).

Integer endPadding

The amount of padding to add at the end of a scheduled recording, in seconds. This property is
initialised to the value of the Configuration.pvreEndpPadding property. The default OITF defined
end padding MAY be changed through property pvrendPadding of the Configuration class as
defined in Section 7.3.2. When a recording is in progress, the OITF MAY use a smaller amount of
padding in order to avoid conflicts with other recordings.

Positive values of this property SHALL cause the recording to end later than the specified end time (i.e.
the actual duration of the recording shall be increased); negative values SHALL cause the recording to
end earlier than the specified end time (i.e. the actual duration of the recording shall be decreased).
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readonly Integer repeatbDays

Bitfield indicating on which days of the week the recording SHOULD be repeated. Values are as
follows:

Day Bitfield Value
Sunday 0x01 (i.e. 00000001)
Monday 0x02 (i.e. 00000010)
Tuesday 0x04 (i.e. 00000100)
Wednesday 0x08 (i.e. 00001000)
Thursday 0x10 (i.e. 00010000)
Friday 0x20 (i.e. 00100000)
Saturday 0x40 (i.e. 01000000)

These bitfield values can be ‘OR’-ed together to repeat a recording on more than one day of a week
(e.g. weekdays)

A value of 0x00 indicates that the recording will not be repeated.

For recordings other than those created using the recordAt () method, the value of this property
SHALL be undefined.

readonly String name

The short name of the scheduled recording, e.g. 'Star Trek: DS9'. For recordings scheduled using the
oipfRecordingScheduler. recordAt() method, OITFs SHALL set this to an implementation-
dependent value (e.g. “Manual Recording”).

readonly String TongName

The long name of the scheduled recording, e.g. 'Star Trek: Deep Space Nine'. If the long name is not
available, this property will be undefined.

readonly String description

The description of the scheduled recording, e.g. an episode synopsis. If no description is available, this
property will be undefined.
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readonly String longDescription

The long description of the programme. If no description is available, this property will be undefined.

readonly Integer startTime

The start time of the scheduled recording, measured in seconds since midnight (GMT) on 1/1/1970.
The value for the startPadding property can be used to indicate if the recording has to be started
before the startTime (as defined by the Programme class).

readonly Integer duration

The duration of the scheduled recording (in seconds). The value for the endPadding property can be
used to indicate how long the recording has to be continued after the specified duration of the
recording.

readonly Channel channel

Reference to the broadcast channel where the scheduled programme is available.

readonly Boolean 1isSeries

If true, then when a subsequent episode of a programme becomes available it SHOULD be added to
the recording list automatically.

Note: Where several episodes of a season are available, then only the latest scheduled recording will
carry the isSeries flag.

readonly String programmeID

The unique identifier of the scheduled programme or series, e.g. a TV-Anytime CRID (Content
Reference Identifier)._For recordings scheduled using the oipfRecordingScheduler.recordat()
method, the value of this property MAY be undefined.

readonly Integer programmeIDType

The type of identification used to reference the programme, as indicated by one of the ID_* constants
defined in Section 7.10.2.1. For recordings scheduled using the
oipfRecordingScheduler.recordAt() method, the value of this property MAY be undefined.

readonly Integer episode

The episode number for the programme if it is part of a series. This property is undefined when the
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programme is not part of a series or the information is not available.

readonly Integer totalEpisodes

If the programme is part of a series, the total number of episodes in the series. This property is
undefined when the programme is not part of a series or the information is not available.

readonly ParentalRatingCollection parentalRating

A collection of parental rating values for the programme for zero or more parental rating schemes
supported by the OITF. The value of this property is typically provided by a corresponding
“Programme” object that is used to schedule the recording and can not be changed for this scheduled
recording object. If no parental rating information is available for this scheduled recording, this property
is a ParentalRatingCollection object (as defined in Section 7.9.5) with length 0.

Note that if the parentalRating property contains a certain parental rating (e.g. PG-13) and the
broadcast channel associated with this scheduled recording has metadata that says that the content is
rated PG-16, then the conflict resolution is implementation dependent.

7.10.3 The ScheduledRecordingCollection class

A scheduledRecordingCollection object represents a read-only collectiorsoheduledRecording objects.
Next to the properties and methods defined belewleduledRecordingCollection object SHALL support the
array notation to access the items in this colbecti

7.10.3.1 Properties

readonly Integer Tength

The number of items in the collection.

7.10.3.2 Methods
ScheduTledRecording item( Integer index )
Description Return the item at position index in the collection.
Arguments index The index of the item to be returned
7.10.4 Extension to application/oipfRecordingSchedu ler for control

of recordings

The OITF SHALL support the following extensionstb@ app1ication/oipfRecordingScheduler object
defined in section 7.10.1.
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This subsection SHALL apply for OITFs that haveitated support for the extended PVR managementi@nadity by
adding the attributémanageRecordings = true'to the<recording> element in the client capability description
as defined in Section 9.3.3

The functionality as described in this sectionubject to the security model of Section 10.

7.10.4.1 Properties

readonly ScheduledRecordingCollection recordings

Provides a list of scheduled and recorded programmes in the system. This property may only provide
access to a subset of the full list of recordings, as determined by the value of the manageRecordings
attribute of the <recording> element in the client capability description (see Section 9.3.3).

Note: Where a series is being recorded, every recorded episode SHALL exist as an independent entry.
Only the scheduled recording SHALL carry the isSeries property.

readonly DiscInfo discInfo

Get information about the status of the local storage device. The DiscInfo class is defined in Section
7.16.4.

function onPVREvent( Integer state, Recording recording )

This function is the DOM 0 event handler for naotification of changes in the state of recordings. See the
definition of the corresponding DOM 2 PVREvent in Section 7.13.2.2 for more details.

The specified function is called with the following arguments:

Integer state — The current state of the recording. One of:

Value Description

1 The recording has started.

2 The recording has stopped, having completed.

3 The recording sub-system is unable to record due to resource limitations.

4 There is insufficient storage space available. (Some of the recording may be available).

6 The recording has stopped before completion due to unknown (probably hardware) failure.

7 The recording has been newly scheduled.

8 The recording has been deleted (for complete or in-progress recordings) or removed from the
schedule (for scheduled recordings).

9 The recording is due to start in a short time.
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10 The recording has been updated.

ScheduledRecording recording — The recording to which this event refers.

7.10.4.2 Methods

Recording getRecording( String id )

Description Returns the Recording object for which the value of the Recording.id property
corresponds to the given id parameter. If such a Recording does not exist, the
method returns nul1.

Arguments id Identifier corresponding to the id property of a Recording object.

void stop( Recording recording )

Description Stop an in-progress recording. The recording SHALL NOT be deleted.

Arguments recording The recording to be stopped.

void refresh()

Description Update the recordings property to show the current status of all recordings.

7.10.4.3 Events

For the intrinsic events listed in the table belaveorresponding DOM level 2 event SHALL be gerextan the
following manner:
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Intrinsic event Corresponding DOM 2 event DOM 2 Eve nt properties

OnPVREvent PVREvent Bubbles: No

Cancelable: No

Context Info: state, recording

Note: the DOM 2 events are directly dispatchech®avent target, and will not bubble nor captuemBte Uls
SHOULD NOT rely on receiving these events durirg blubbling or the capturing phase. Remote UlsukatDOM 2
event handlers SHALL call theddEventListener() method on the
application/oipfscheduledRecording object itself. The third parameterafdEventListener, i.e.
“useCapture”, will be ignored.

7.10.5 The Recording class

The Recording class represents an in-progress or completed riagoogéing made available through the extended
PVR management functionality as defined in Sectidi9.4. This class implements theheduledRecording
interface (see Section 7.10.2), with the followal@anges:

e ThestartPadding property is read only.

» Forin-progress recordings, changes to the valibesdndPadding property SHALL modify the actual duration of
the recording. If the value of tdPadding property is changed so that the current actuataur of the
recording exceeds the new actual duration spedifjeithe sum of thetartPadding, duration and
endpPadding properties, the recording SHALL be stopped immigdlya Changing the value of this property for a
completed recording SHALL have no effect.

Recordings MAY be “manual” in that they simply red@ channel at a certain time, for a period - @gals to a
traditional VCR - or alternatively recordings camffirogramme based.

If an in-progress recording is interrupted and m#tically resumed, e.g. due to a temporary powikiré all sections of
the recording SHALL be represented by a sirkieording object.

Values of properties in thieecording object SHALL be obtained from metadata about gwerded programme and
are typically copied from the Programme used fbieseiling a recording by theecord(Programme programme)
method of theapp1ication/oipfRecordingScheduler object. See Section 7.10.4 for more informatiooudthe
mapping between the properties of a ProgrammetenB€G metadata.

7.10.5.1 Properties

readonly Integer state

The state of the recording. One of:

Value Description

1 The recording has started.
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2 The recording has stopped, having completed.

3 The recording sub -system is unable to record due to resource limitations.

4 There is insufficient storage space available. (Some of the recording may be available).
5 The recording has not taken place due to unknown (probably hardware) failure.

6 The recording has only partially completed due to a clash or hardware failure. There are

three possible conditions for this:
1) The end of the recording is missed.
2) The start of the recording is missed.

3) A piece from the centre of the recording is missed (e.g. due to the receiver rebooting or a
transient failure of the network connection).

readonly String id

An identifier for this recording. This value SHALL be unique to this recording and so can be used to
compare two recording objects to see if they refer to the same recording. The OITF SHALL guarantee
that recording identifiers are unique in relation to download identifiers and CODAsset identifiers.

readonly Boolean isManual

true if the recording was scheduled using oipfRecordingScheduler.recordAt() or using a
terminal-specific approach that does not use quide data to determine what to record, false otherwise.

If false, then any fields whose name matches a field in the Programme object contains details from the
programme guide on the programme that has been recorded.

If true, only the channel, start time and duration of the recording are valid.

Boolean doNotDelete

If true, then this recording should not be automatically deleted by the system.

Integer saveDays

The number of days for which an individual or manual recording SHOULD be saved. Recordings older
than this value MAY be deleted. This property is initialised to the value of the
Configuration.pvrSaveDays property.
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Integer saveEpisodes

The number of episodes of a series-link that SHOULD be saved. Older episodes MAY be deleted. This
is only valid when set on the latest scheduled recording in the series. This property is initialised to the
value of the Configuration.pvrSaveEpisodes property.

readonly Boolean blocked

Flag indicating whether the programme is blocked due to parental control settings or conditional access
restrictions.

The blocked and Tocked properties work together to provide a tri-state flag describing the status of a
programme. This can best be described by the following table:

Description blocked | locked
No parental control applies. false false
Item is above the parental rating threshold (or manually blocked); no PIN has true true

been entered to view it and so the item cannot currently be viewed.

Item is above the parental rating threshold (or manually blocked); the PIN has true false
been entered and so the item can be viewed.

Invalid combination — OITFs SHALL NOT support this combination false true

readonly ParentalRatingCollection parentalRatings

A collection of parental rating values for the programme for zero or more parental rating schemes
supported by the OITF, defined using the ParentalRatingCollection object as specified in Section
7.9.5. If no parental rating information is available for this scheduled recording, this property is a
ParentalRatingCollection object with length 0.

Note that if the parentalRatings property contains a certain parental rating (e.g. PG-13) and the
broadcast channel associated with this scheduled recording has metadata that says that the content is
rated PG-16, then the conflict resolution is implementation dependent.

readonly Integer showType

Flag indicating the type of show. This field SHALL take one of the following values:

Value Description

0 The show is live.

1 The show is a first-run show.
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2 The show is a rerun.

readonly Boolean subtitles

Flag indicating whether subtitles or closed-caption information is available.

readonly StringCollection subtitleLanguages

Supported subtitle languages, indicated by iso639 language codes.

readonly Boolean isHD

Flag indicating whether the programme has high-definition video.

readonly Boolean iswidescreen

Flag indicating whether the programme is broadcast in widescreen.

readonly Integer audioType

Bitfield indicating the type of audio that is available for the programme. Since more than one type of
audio may be available for a given programme, the value of this field SHALL consist of one or more of
the following values ORed together:

Value Description
1 Mono audio
2 Stereo audio
4 Multi-channel audio

readonly Boolean isMultilingual

Flag indicating whether more than one audio language is available for this recording.

readonly StringCollection audioLanguages

Supported audio languages, indicated by iso639 language codes.
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readonly StringCollection genres

A collection of genres that describe this programme.

readonly Integer recordingStartTime

The actual start time of the recording, including any padding. This MAY not be the same as the
scheduled start time of the recorded programme (e.g. due to a recording starting late, or due to
start/end padding).

readonly Integer recordingDuration

The actual duration of the recording, including any padding. This MAY not be the same as the
scheduled duration of the recording (e.g. due to a recording finishing early, or due to start/end padding).

readonly BookmarkCollection bookmarks

A collection of the bookmarks set in a recording. If no bookmarks are set, the collection SHALL be
empty.

readonly Boolean locked

Flag indicating whether the current state of the parental control system prevents the recording from
being viewed (e.g. a correct parental control PIN has not been entered to allow the recording to be
viewed).
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